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Introduction
TSG RAN has approved and updated the work item “NR Uplink Data Compression (UDC)” for Rel-17 [2]. A NR UDC solution is supposed to be introduced in the remaining time of Rel-17. Following the last two RAN2 meetings, consequently, RAN2 started discussing the scope of changes for UDC over NR. 
	The objective is to specify NR UDC:
· Taking LTE UDC mechanism as baseline where appropriate:
· Support UDC for NR SA scenario:
· the signaling and procedures enabling operator control of the DEFLATE-based solution;
· the PDCP PDU format and PDCP procedures supporting UDC solution in NR PDCP;
pre-defined dictionary (including standard and operator defined), corresponding signaling and procedures.



An initial set of extensions envisioned for support of UDC over NR can be found in [1], [6] and [8]. RAN2 already prepared a set of CRs for introduction of UDC to NR, which are ready for agreement in the upcoming meeting. 
Most of the earlier remaining issues have been resolved but a few are left for further consideration. First, a possible introduction of a UDC data rate limitation was discussed in the last RAN2 meeting. It was left FFS whether a data rate limitation needs to be supported with a UE capability. Second, the NR PDCP draft CR [10] still has an FFS on how to capture the operation of UDC continuity at the time of PDCP re-establishment. 
In this contribution, we provide proposals with a set of options to allow reducing the UL data rate when UDC is active. We further address the remaining FFS in the PDCP spec and provide text proposals for it.

Discussion
UDC processing impact
Along with the UDC discussion at RAN2#116bis-e and the considerations in [7], RAN2 concluded on an FFS on how to best reflect a UE data rate limitation with UDC [12]. 
FFS whether UE data rate limitation with UDC need to be supported with a UE capability.

While a 5G UE/gNB is meant to be more powerful than its 4G equivalent there is also more complexity to handle in NR. NR devices have been dimensioned for a certain set of processing capabilities under a given set of constraints. On top of that, the data rates over NR are much higher than the data rates over LTE. Therefore, depending on how much headroom is available for extra processing at the gNB or UE, UDC may or may not fit in the envelope. 
Observation 1: The compression and decompression of PDCP SDUs through UDC is a CPU intense task, especially at higher data rates over NR, which may affect the end-to-end throughput. 
Considering UDC with throughput requirements up to the supported max data rate defined in TS 38.306 a UE may run out of processing resources by the add-on of extra processing to perform the compression operation. Moreover, UP IP has become mandatory for 5G NR in Rel-16/17 which already adds extra load. Adding further processing tasks in NR may push some UE’s over its performance limits or cause excessive battery drain. 
There was an argument during the RAN2#116bis-e online discussion that UDC will not be used for high-data rate scenarios. If companies assume UDC is not going to be applied for higher data rates then this would indeed be an important factor to consider - not only for the UE but also for the network. First of all UE implementation does not need to be overly complex due to unrealistic assumptions and requirements. We would like to remind that UE implementation needs to consider the worst case. Whether a device needs to be capable of compression at rates of Gbps or Mbps makes a big difference to the design as the work load is going to be very different. It can impact the UE internal architecture and implementation, power constraints, CPU scaling, clock, even the number of cores may be affected. 
Observation 2: A assumption on UDC data rate requirements provides guidance to UE design and helps avoid mismatched gNB scheduling assumptions.
In our view it is better to define a clear boundary according to UDC data rate assumptions. If the target data rate is low there should not be a big concern anyway. Imposing a data rate limitation can help both network scheduling assumptions and UE design. Plus, there may be low complexity devices that can actually benefit from UDC. At the same time, such devices may have limitations on the maximum throughput and the amount of compute reources available to them. 
Observation 3: A UDC data rate limit enables lower complexity devices with limited compute resources to benefit from UDC. 
Another aspect is that a data rate limitation also helps the network estimate the amount of UDC data to expect from the UE more accurately. If the UE starts skipping UDC packets (almost randomly) by setting the FU bit due to processing load implications, this can lead to mismatched scheduling assumptions on the network side. 
Proposal 1: RAN2 to define a clear boundary of the maximum UDC data rate applicable to NR.
Given these constraints RAN2 should discuss what options can be made available to indicate the supportable UDC data rate, or how to temporarily limit the applicability of NR UDC in power or resource constraint situations. 
We basically see four immediate options:
a) The UE signals a UDC maximum supported data rate
b) A UDC-specific scaling factor can be applied
c) Introduce an option to revoke the support of UDC
d) Rely on the FU field in the UDC header to exclude certain packets from compression
A straightforward approach would be to introduce a UE signalling to indicate a UDC maximum supported data rate. The signalling could be over AS/RRC or potentially over NAS. Such indication can be very simple to inform the gNB of the maximum UDC data rate, e.g., via a separate UE capability. 
Some companies mentioned during the discussions at RAN2#116bis-e that the gNB can provide proper scheduling, i.e., limit the amount of resources allocated to the UE. Such approach works efficiently if the gNB knows what is the scheduling target in terms of data rate applicable to UDC. From a design perspective the UE should be able to hit the target data rate based on capability signalling. If the formula in TS 38.306 ends up with a very high data rate in a given configuration the gNB should be able to schedule the UE up to that number. Otherwise the assumptions become somewhat meaningless and the scheduling gets less predictable, which implies that additional constraints are imposed. Thus it seems more straightforward to directly signal what the UE can support. One option is the introduction of a UDC-specific scaling factor. The scaling factor design is already present in the NR specifications and possible extensions to support this option can be minimal. For example, UDC could have its own set of scaling factor values, which may only be applicable when UDC is active on a DRB. Alternatively, a parameter with a separate scalingFactor-UDC can be used to scale the supported max data rate for UL. 
Alternatively, the UE may provide an indication of a temporary capability restriction to the gNB so that the network can refrain from scheduling the UE over UDC bearers for a period of time. Or, the UE may request to revoke the use of UDC.
In yet another variant the FU field in the NR UDC header provides an option to indicate whether UDC was applied for a packet. Depending on the actual implementation, use of the FU field for this purpose means that the UE has to constantly evaluate the processing load with respect to the portion of load attainable to UDC, which may be less desirable. In LTE, the FU field is intended for packets which are not compressible [5] or to attend to necessary error handling (e.g., desynchronization or UE/gNB buffer out-of-sync). To extend this approach to have the UE selectively skip UDC on certain packets when the data rate becomes too high requires the UE to continuously evaluate its processing load. This may be seen as a bit cumbersome on a per-packet basis. 
Moreover, it is not clearly defined whether the FU-field is actually applicable to limit the UE’s data rate, as such usage is slightly different from LTE where we do not have the case that UDC can imply a lower data rate. In other words it seems not clearly defined in the current specification whether the FU field can be used to to limit the data rate. This makes it hard for the gNB to infer or differentiate between a real processing limitation, a compression failure, a temporary error of limited scope, etc.
As for what can be an appropriate value of a UDC data rate, more powerful UEs may have a different margins between data rates with and without UDC, for some there may be no restrictions, for some the difference may be noticable. Thus allowing the UE to indicate what it can support puts both UE and network on the same page. This also means there is no need for an extensive study on supportable reductions that might use up the timing budget available to UDC in Rel-17. We prefer a simple and flexible solution. 
Our preference is to define a UDC maximum data rate which the UE can indicate to support in a capability or via a new parameter. Alternatively, a scaling factor allows for an easy and straightforward adjustment of the data rate while also limiting the impact on the existing specification.
In summary the compression and decompression of PDCP SDUs through UDC is a CPU intense task (especially at higher data rates over NR) which may affect the end-to-end throughput. An option for the UE to signal a UDC data rate limitation is considered helpful. We propose a set of options to signal a UDC maximum data rate or a temporary UDC capability restriction. We are open to assess other options as well. 
Proposal 2: RAN2 to discuss the support of a UDC maximum data rate or an introduction of a temporary UDC capability restriction.
Option A: Define a UE capability for UDC maximum data rate 
Option B: Utilize a UDC-specific scaling factor
Option C: The UE may revoke the support of UDC or indicate a temporary capability restriction
Option D: Extend the NR PDCP specification to utilize the FU field in the UDC header

UDC continuity at PDCP entity re-establishment
UDC works on the condition that the compression buffer and the decompression buffer are synchronized. In other words UDC requires in-sequence processing of packets. The checksum mechanism can be used to resolve a mismatch between compression and decompression buffers. That is, when a packet is lost the network detects a checksum error for the next packet. The checksum is calculated by the UE based on the content of the current compression buffer before the current packet is put into the buffer. 
If the UE supports continuation of UDC protocol operation where the UE does not reset the buffer upon PDCP re-establishment, it is important to ensure compression and decompression buffers remain in sync. A related issue was shown by Samsung in [11]. Following the discussion in section 2.3 of [8] the issue has been addressed in the NR PDCP draft CR [10]. However, one remaing issue is whether a NOTE needs to be added or not [8]. For this reason the current NR PDCP draft CR [10] has an Editor’s Note with an FFS on whether/how to reflect the behavior at PDCP re-establishment when drb-ContinueUDC is configured and a PDCP SDU has been compressed before.
From the updated text of the PDCP re-establishment procedure in section 5.1.2 of [10], following evaluation of drb-ContinueUDC it is clear that the UE performs integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU at the very next step. This is part of normative PDCP operation, therefore, strictly speaking a NOTE is not needed. 
We have no strong view to nevertheless add a NOTE, but the current text in the NR PDCP draft CR [10] is not straight to be understood from an implementation perspective. Hence we would like to propose a slight adjustment of the text. The annex in section 5.1 provides two text proposals that address the FFS on drb-ContinueUDC in a more concise manner. Both text proposals are technically the same. It might be up to the NR UDC WI rapporteur to choose either one of the two TPs. 
Proposal 3: To address the FFS in the PDCP spec on how to reflect the intended behavior at PDCP re-establishment when drb-ContinueUDC is configured and the PDCP SDU has been compressed before, RAN2 adopts one of the text proposals in the annex. 

Conclusions
This contribution discusses UE and gNB processing constraints related with the support of UDC. We have the following observations and proposals:
Observation 1: The compression and decompression of PDCP SDUs through UDC is a CPU intense task, especially at higher data rates over NR, which may affect the end-to-end throughput. 
Observation 2: A assumption on UDC data rate requirements provides guidance to UE design and helps avoid mismatched gNB scheduling assumptions.
Observation 3: A UDC data rate limit enables lower complexity devices with limited compute resources to benefit from UDC. 
Proposal 1: RAN2 to define a clear boundary of the maximum UDC data rate applicable to NR.
Proposal 2: RAN2 to discuss the support of a UDC maximum data rate or an introduction of a temporary UDC capability restriction.
Option A: Define a UE capability for UDC maximum data rate 
Option B: Utilize a UDC-specific scaling factor
Option C: The UE may revoke the support of UDC or indicate a temporary capability restriction
Option D: Extend the NR PDCP specification to utilize the FU field in the UDC header
Proposal 3: To address the FFS in the PDCP spec on how to reflect the intended behavior at PDCP re-establishment when drb-ContinueUDC is configured and the PDCP SDU has been compressed before, RAN2 adopts one of the text proposals in the annex. 

References
[1] R2-2200039, Report of [Post116-e][088][UDC] UDC initial discussion, CATT, RAN2#116bis-e
[2] RP-211203, Revised WID: NR Uplink Data Compression (UDC), CATT, CMCC, RAN#92e
[3] RP-192748, Views on NR UDC, Qualcomm, RAN#86
[4] R2-1802761, UDC processing requirements , Nokia, RAN2#101
[5] R2-1802128, Discussion on UDC FU Bit, MediaTek, Ericsson, RAN2#101
[6] R2-2201914, Report of [AT116bis-e][053][UDC] General, CATT, RAN2#116bis-e
[7] R2-2200495, Limit UL data rate for UDC in UE capability, MediaTek Inc., RAN2#116bis-e
[8] R2-2202034, Report of [Post116bis-e][053][UDC] CRs and LS out, CATT, RAN2#117-e
[9] TS 38.323 version 16.6.0
[10] R2-2202037, Introduction of the support for UDC in NR, CATT, CMCC, Huawei, HiSilicon, MediaTek, Ericsson, China Unicom, China Telecom, OPPO, ZTE, Samsung, Apple, Nokia, Nokia Shanghai Bell, Rel-17 Draft CR, 38.323 version 16.6.0, Cat B, NR_UDC-Core
[11] R2-2200581, Issue on UDC continuation, Samsung, RAN2#116bis-e
[12] Draft_R2-116bise_Meeting_Report_v2.docx

Annex with TPs for UDC continuity
This section provides two text proposals to address the remaining FFS in the Rel-17 PDCP draft CR [10] of the UDC work item.
Text Proposal 1
The text proposal in this section is based on the current version of TS 38.323 in [9]. 
START OF CHANGES
5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this clause for Uu or PC5 interface. After performing the procedures in this clause, the UE shall follow the procedures in clause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-	for UM DRBs and AM DRBs, reset the ROHC protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the EHC protocol for uplink if drb-ContinueEHC-UL is not configured in TS 38.331 [3];
-	for AM DRBs, reset the UDC compression buffer to all zeros and prefill the dictionary if drb-ContinueUDC is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set TX_NEXT to the initial value;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers, and;
-	for AM DRBs for Uu interface whose PDCP entities were suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, for each PDCP SDU already associated with a PDCP SN:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer, as specified in clause 5.2.1;
-	for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
-	if drb-ContinueUDC is not configured; or
-	if drb-ContinueUDC is configured and the PDCP SDU has not been compressed before:
-	perform uplink data compression of the PDCP SDU as specified in clause 5.X.4;
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.
When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
[bookmark: Signet15]-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.2.2.1;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	for SRBs and UM DRBs, if t-Reordering is running:
-	stop and reset t-Reordering;
-	for UM DRBs, deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-	for AM DRBs for Uu interface, perform header decompression using ROHC for all stored PDCP SDUs if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for AM DRBs for PC5 interface, perform header decompression using ROHC for all stored PDCP IP SDUs;
-	for AM DRBs for Uu interface, perform header decompression using EHC for all stored PDCP SDUs if drb-ContinueEHC-DL is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the ROHC protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the EHC protocol for downlink if drb-ContinueEHC-DL is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.
NOTE:	After PDCP re-establishment on a sidelink ‎SRB/DRB, UE determines when to transmit and receive with the new key and discard the old key as specified in TS ‎‎33.536 [14].‎
END OF CHANGES

Text Proposal 2
This section contains a text proposal for TS 38.323 on top of the draft CR in [10].
START OF CHANGES
[bookmark: _Toc90590191][bookmark: _Toc76549887][bookmark: _Toc46492163][bookmark: _Toc46492055][bookmark: _Toc37126942][bookmark: _Toc12616331]5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this clause for Uu or PC5 interface. After performing the procedures in this clause, the UE shall follow the procedures in clause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-	for UM DRBs and AM DRBs, reset the ROHC protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the EHC protocol for uplink if drb-ContinueEHC-UL is not configured in TS 38.331 [3];
-	for AM DRBs, reset the UDC compression buffer to all zeros and prefill the dictionary if drb-ContinueUDC is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set TX_NEXT to the initial value;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers, and;
-	for AM DRBs for Uu interface whose PDCP entities were suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, for each PDCP SDU already associated with a PDCP SN:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer, as specified in clause 5.2.1;
-	for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
-	perform uplink data compression of the PDCP SDU as specified in clause 5.X.4 if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-	perform uplink data compression of the PDCP SDU as specified in clause 5.X.4 which has not been compressed before and if drb-ContinueUDC is configured and the PDCP SDU has not been compressed before, as specified in the subclause 5.X.4;
Editor Note: FFS whether or how to reflect if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.
When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.2.2.1;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	for SRBs and UM DRBs, if t-Reordering is running:
-	stop and reset t-Reordering;
-	for UM DRBs, deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-	for AM DRBs for Uu interface, perform header decompression using ROHC for all stored PDCP SDUs if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for AM DRBs for PC5 interface, perform header decompression using ROHC for all stored PDCP IP SDUs;
-	for AM DRBs for Uu interface, perform header decompression using EHC for all stored PDCP SDUs if drb-ContinueEHC-DL is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the ROHC protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the EHC protocol for downlink if drb-ContinueEHC-DL is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.
NOTE:	After PDCP re-establishment on a sidelink ‎SRB/DRB, UE determines when to transmit and receive with the new key and discard the old key as specified in TS ‎‎33.536 [14].‎
END OF CHANGES


