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1 Introduction
This document proposes a way forward related to the reporting of UE location during initial access.
In the revision (late contribution), we have added a new clause “3
Further discussion based on LS in from SA2” based on new LS from SA2
And revised initial proposal 1 and 3.

2 Discussion
On the basis of the context in the annex of this document, the following observations can be made:
A solution at RAN level is needed enabling NG-RAN to determine in which country the UE is located in order to select the appropriate AMF.
Without such capability, there is a risk that the NG-RAN selects the wrong AMF especially for NTN with large radio cell covering multiple countries. In such case, the wrong AMF shall invoke systematically the LCS procedure to acquire the UE location and its country and decide whether it can accept or reject the connection request.

Given that there is no possibility for the AMF to inform the NG-RAN about the UE location and its country, the NG-RAN may re select another incorrect AMF.

This repeated wrong selection of AMF would lead to extended delay to establish a connection. This could cause major service degradation especially for emergency calls.

It is therefore, important for the NG-RAN (whether NGSO or GSO based) to have the capability to determine the UE location.
Observation 1: A solution at RAN level is needed enabling NG-RAN to determine in which country the UE is located in order to select the appropriate AMF to prevent unacceptable delay for the connection set-up especially for NTN with large radio cells that may cover several countries.

To allow the NG-RAN to determine the country where UE is located, RAN2 agreed that “UE may report to the NG-RAN its coarse GNSS coordinates in msg5 during initial access (before AS security is activated)”. The beauty of this simple solution is that it applies to both NGSO and GSO.

However SA3 indicated that sending unprotected location information over the air may expose the UE to more risks than not sending it. Therefore this would require SA3 to define some protection mechanism while there is no time left before the end of the release 17.

Therefore, we propose the following approach:
Proposal 1: Confirm RAN2 decision to allow inclusion of UE coarse GNSS coordinates in msg5 during initial access.
Proposal 2: Define the exact format of the UE coarse location information (FFS on the details, e.g. X MSB bits out of 24 bits of longitude/latitude or GNSS coordinates with ~2km accuracy)

In order to address possible security issues as indicated by SA3, the network shall be able to control the reporting of an unprotected UE location information and hence

Proposal 3: Specify that inclusion of UE coarse GNSS coordinates in msg5 can be enabled/disabled by the operator on a per-UE basis (e.g. via system information, RRC command, OTA configuration…).

Furthermore, a protection mechanism may be considered by SA3 as part of release if needed
Proposal 4: Inform SA2/SA3 to take into account the above and consider appropriate actions if needed as part of release 18 (e.g. protection mechanism before AS security is activated)
3 Further discussion based on LS in from SA2
RAN2 has received an LS from SA2: R2-2203829  LS Response to LS on UE location during initial access in NTN (S2-2201540; contact: Qualcomm)

In this LS, SA2 stated that

· “SA2 would thus say that the lack of accurate location information for initial access is acceptable in Release 17 and that the RAN should then provide its best estimate of the UE location in the NGAP Initial UE Message.

· SA2 encourages RAN2 to work on supporting accurate location information for initial access in a later release, to optimize call set up time. 

· In addition SA2 informs RAN2 and RAN3 that SA2 has no plan to consider any way for providing the LMF/LCS UE location info obtained by AMF back to RAN. SA2 hypothesis is that the NG-RAN receives a location from the UE after AS security is established, maps that location to a CGI and then sends the CGI as part of the ULI to the AMF.”

From the response above, it is acceptable that UE does not report its coarse location during initial access.

However, it is necessary that UE reports its location (e.g. coarse GNSS coordinates) once AS security is activated in connected mode. This will allow the NG-RAN to determine in which country the UE is located in order to prevent the risk of selecting the wrong AMF a subsequent time (after initial access).
Therefore, we suggest to revise the below initial proposals as follow

Proposal 1: Confirm RAN2 decision to allow inclusion of UE coarse GNSS coordinates in msg5 during initial access UE to report its coarse GNSS coordinates immediately after AS security/connected mode is established.

Proposal 3: Specify that inclusion reporting of UE coarse GNSS coordinates in msg5 can be enabled/disabled by the operator by RRC dedicated configuration on a per-UE basis (e.g. via system information, RRC command, OTA configuration…).

The need to define a solution before AS security is activated pertain but can be defined as an optimization as part of Release 18. Hence the proposal 4 is unchanged
4 Conclusion

We have summarized our proposals below.
Observation 1: A solution at RAN level is needed enabling NG-RAN to determine in which country the UE is located in order to select the appropriate AMF to prevent unacceptable delay for the connection set-up especially for NTN with large radio cells that may cover several countries.

Proposal 1: Confirm RAN2 decision to allow inclusion of UE coarse GNSS coordinates in msg5 during initial access UE to report its coarse GNSS coordinates immediately after AS security/connected mode is established.

Proposal 2: Define the exact format of the UE coarse location information (FFS on the details, e.g. X MSB bits out of 24 bits of longitude/latitude or GNSS coordinates with ~2km accuracy)

Proposal 3: Specify that inclusion reporting of UE coarse GNSS coordinates in msg5 can be enabled/disabled by the operator by RRC dedicated configuration on a per-UE basis (e.g. via system information, RRC command, OTA configuration…).

Proposal 4: Inform SA2/SA3 to take into account the above and consider appropriate actions if needed as part of release 18 (e.g. protection mechanism before AS security is activated)
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6 Annex: reporting of UE location context during initial access
In R2-2002542 (S3i200056) “Response LS on the “LS OUT on Location of UEs and associated key issues”” (Rogers), the SA3-LI stated that:

“In principle, SA3-LI have no objections to the approaches emulating terrestrial cellular networks topologies (cells, tracking areas) to support network access and mobility for a satellite UE.

However, SA3-LI want to emphasize the fundamental LI requirements to be met by any of those approaches:

· The logical location information (Cell ID) shall be reliable, i.e. network-provided or network-verified.

· The logical location shall unambiguously map to the geographical area of the UE physical location. Granularity of such geographical areas needs to be able to provide network location accuracy comparable with terrestrial networks.

· Any solution shall support the ability to enforce the use of a Core Network of PLMN in the country where the UE is physically located. The enforcement needs to also include cross-border service continuity scenarios.”
In R2-2102055 “LS on UE location aspects in NTN” (Thales)
“As part of the WI NR_NTN_solutions, RAN2 has been discussing how to meet SA3-LI and SA2 requirements with regards to regulatory services (including e.g., lawful intercept).

In RAN2’s understanding, the NG-RAN requires UE’s location information in order to 
-             Perform Core Network selection at least in some scenarios;

-             Construct cell ID in User Location Information (ULI) sent to the Core Network including in NGAP  “Initial UE Message” .

The NG-RAN can use the following assistance information:

-             TAC and the broadcast cell ID of the serving cell;

-             Mobility measurements requested by RAN and reported by the UE after AS security has been enabled (as described in TSs 38.300 and 38.331);

-             UE position, obtained from A-GNSS based measurements provided by the UE (as defined in TS 38.305) after AS security has been enabled.”

In R2-2106543 “New LS on UE location aspects in NTN” (CATT), RAN2 indicated that it “will discussing a solution to ensure that the CGI constructed by NG-RAN corresponds to a fixed geographical area with a size comparable with a TN cell with a radius of ~2 km or more for both connected mode and during initial access. In other words, RAN2 intends to develop a solution, to report the UE location to the gNB, with a guaranteed accuracy of an area of ~2km radius (and no better than that). This “~2km” is not to be understood as a recommended cell size for NTN, but rather as an achievable accuracy for initial UE location estimation for this particular use case.”.

Based on this,

· SA2 agreed in TS 23.501 ‘System architecture for the 5G system (5GS); Stage 2 (Release 17)” in clause 6.3.5 “AMF discovery and selection” that

· “the 5G-AN knows in what country the UE is located ; and

· the 5G-AN is connected to AMFs serving different PLMNs of different countries; and

· the UE provides a 5G-S-TMSI or GUAMI, which indicates an AMF serving a different country to where the UE is currently located; and

· the 5G-AN is configured to enforce selection of the AMF based on the country the UE is currently located.

· Then the 5G-AN shall select an AMF serving a PLMN corresponding to the UE's current location.”.

· RAN3 has agreed in its stg2 BL CR (R3-221609), that

· in clause 4.x Non-Terrestrial Networks

· “A Tracking Area corresponds to a fixed geographical area. Any respective mapping is configured in the RAN.
· A Mapped Cell ID as specified in subclause 16.x.5”

· in clause 16.x.5 Signalling
· “The gNB is responsible for constructing the Mapped Cell ID based on the UE location info received from the UE. The mapping may be pre-configured (e.g., up to operator’s policy) or up to implementation.”

In R2-2109216 “Reply LS on UE location aspects in NTN” (QC), RAN2 proposed that UE reports during initial access (before AS security is activated) in Msg5 (i.e. via RRCSetupComplete/RRCResumeComplete message), a UE coarse location information referring to coarse GNSS coordinates (FFS on the details, e.g. X MSB bits out of 24 bits of longitude/latitude or GNSS coordinates with ~2km accuracy).

In R2-2200145 (S2-2109337) “LS on TAC reporting in ULI and support of SAs and FAs for NR Satellite Access” (QC),

it is recalled that “The NG-RAN may determine the TAI the UE is currently located and provide that TAI (if known) to AMF as part of ULI. The ULI contains the TAI for the TA in which the UE is physically located, no matter whether the TAC is broadcasted in the serving radio cell or not. NG-RAN determines the TAC based on its available knowledge of the UE location.”

In R2-2200149 (S3-214360) ”Reply LS on UE location aspects in NTN” (CATT)
“SA3 discussed the assumption of RAN2, and could not agree on specific security issues caused by the UE sending location information to the gNB. 

However, SA3 believes that allowing the UE to send unprotected location information will expose the UE to more risks than not sending it. If a permanent/temporary ID (e.g. SUPI/IMSI, 5G GUTI) is sent together with the location information unprotected at initial access, SA3 is of the view that there could be a privacy issue.

SA3 would also like to remind that the UE location information the network is relying on for AMF selection may not be reliable due to a lack of integrity protection.

Therefore SA3 recommends that RAN2 defines a solution that avoids sending unprotected UE location information to the gNB.”

In R2-2201881 ” LS on UE location during initial access in NTN” (Thales)
“RAN2 had decided (see R2-2109216) that the UE may report to the NG-RAN its coarse GNSS coordinates during initial access (before AS security is activated).The reporting would be under network control (i.e. it could be disabled if/when needed). 
Following liaisons from SA2, SA3 and RAN3 (see R2-2200145/S2-2109337, R2-2200149/S3-214360, R2-2202542/S3i200056) on this, RAN2 is discussing how to progress and requires the views of SA2 and RAN3 to take its decision.

Due to possible privacy issues indicated by SA3, RAN2 is likely to decide that UE does not report to the NG-RAN its coarse GNSS coordinates during initial access (before AS security is activated), for example, for service request and registration area update procedures. RAN2 assumes UE location information can be reported after AS security is activated and network has NTN specific user consent. RAN2 has asked SA3 to work on the NTN specific user consent in Rel-17. RAN2 also understands that, if needed, NG-RAN can reselect an AMF serving a PLMN corresponding to the available UE's current location. This location can be determined by the AMF by invoking UE location procedure (LCS) in connected mode(once AS security is activated) and provided to the NG-RAN.

RAN2 would then like to ask SA2/RAN3 if it's acceptable that no UE location information is reported at the NG-RAN in a NTN network during initial access.”

In R2-2203829 / S2-2201540 ” LS Response to LS on UE location during initial access in NTN” (Qualcomm) => response to S2-2200079 / R2-2201881
SA2 would prefer to have UE location information (e.g. CGI and TAI in which the UE is geographically located) available for initial access (i.e. in an NGAP Initial UE Message) in order to assign the most appropriate Registration Area in the case of a Registration. However, this is not absolutely essential since an AMF could be redesigned to assign an updated Registration Area at a later time after UE location information (e.g. CGI, TAI) was provided in a later NGAP message after the security procedures with the UE have been completed. For example, an AMF could make use of the single TAC or list of multiple TACs broadcast in an NR NTN cell, which SA2 assumes can always be provided by NG-RAN for an initial access, to assign an initial Registration Area to a UE, and could later update the Registration Area after being provided with the TAI in which the UE is geographically located if this indicates that some TACs being broadcast are either more or less suitable in the Registration Area. Similarly, when initial access was associated with establishing an emergency services call, provision of a CGI in which a UE is geographically located sometime after initial access (e.g. when the UE sends a NAS PDU Session Establishment Request) could be used to support routing and location of the emergency services call. SA2 would thus say that the lack of accurate location information for initial access is acceptable in Release 17 and that the RAN should then provide its best estimate of the UE location in the NGAP Initial UE Message.

SA2 encourages RAN2 to work on supporting accurate location information for initial access in a later release, to optimize call set up time. 

In addition SA2 informs RAN2 and RAN3 that SA2 has no plan to consider any way for providing the LMF/LCS UE location info obtained by AMF back to RAN. SA2 hypothesis is that the NG-RAN receives a location from the UE after AS security is established, maps that location to a CGI and then sends the CGI as part of the ULI to the AMF.
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