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[bookmark: _Ref178064866]Introduction
In this contribution, we show our views on the capability for UE data rate limitation and point out that the discard indication is needed during the UDC buffer reset procedure between UE and network.

[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]Discussion
The capability for UE data rate limitation 
In RAN2#116bis e-meeting, it was discussed whether UE data rate limitation with UDC needs to be supported with a UE capability but it was not concluded yet. The main motivation for introducing UE data rate limitation is that the processing power would not be sufficient because the UDC would be configured in a high throughput scenario.
In UDC, the PDCP entity can determine whether to compress the UDC data block. If the PDCP entity determines that the UDC data block is not compressed, the PDCP entity sets the FU filed to 0 in the UDC in order to indicate that the UDC data block is not compressed. Considering that the PDCP entity can decide not to compress the UDC data block when the processing power is not enough to compress the data block due to high throughput.
In addition, considering that the support of the DRB configured with UDC is up to 2, the processing power would be enough even if the two DRBs are configured with UDC.
Considering the above, we do not see the need for introducing the capability for UE data rate limitation. Thus, we propose that the UE data rate limitation should not be specified in NR. 
Proposal 1. The capability for UE data rate limitation should not be specified in NR.

Discard indication for UDC
For UDC, the checksum field in UDC header is used to validate the compression buffer. In other words, the checksum field can help the de-compressor in the network side to find the checksum error as soon as possible. 
Specifically, when the checksum failure happens, the PDCP entity in the network informs the checksum error to the PDCP entity in the UE using PDCP Control PDU by setting the FE field. After that, upon receiving the PDCP Control PDU, the PDCP entity in UE performs the UDC reset procedure, and the PDCP entity in UE transmits a PDCP PDU with UDC buffer reset indication to the network. Later, upon receiving the PDCP PDU with UDC buffer reset indication, the network resets the UDC buffer. 


Figure 1 UDC buffer reset procedure

However, since the PDCP entity in the UE can perform the pre-processing, the PDCP entity in the UE may submit to the RLC entity the PDCP PDUs, that the data block is compressed by UDC, before reception of the PDCP Control PDU containing checksum error indication. In this case, these PDCP PDUs will be discarded in the PDCP entity in the network even if these PDCP PDUs are successfully transmitted. In other words, during the UDC buffer reset procedure, the PDCP entity in UE can transmit the PDCP PDUs to be discarded in the network side.  
Observation. During the UDC buffer reset procedure, the UE can transmit the PDCP PDUs to be discarded in the network side.

In order to prevent unnecessary transmission, the straightforward solution is that the PDCP entity indicates the discard of all submitted PDCP PDUs to the RLC entity upon receiving the PDCP Control PDU containing the checksum error indication. With this, the transmission of the PDCP PDU to be discarded in the network can be prevented. 
In addition, considering that the PDCP entity determines whether to compress the UDC data block, the PDCP entity may not indicate the discard for all PDCP PDUs stored in the RLC entity. Thus, upon receiving the PDCP Control PDU containing the checksum error indication, the PDCP entity indicates the discard indication only for the PDCP PDUs that the data block is compressed UDC to the RLC entity.
Proposal 2. Upon receiving the PDCP Control PDU containing the checksum error indication, the PDCP entity indicates the discard only for the PDCP PDUs that the data block is compressed by UDC to the RLC entity.

For proposal 2, we provide the text proposal based on PDCP running CR in section 4.

Integrity protection and ciphering of PDCP SDU for UDC continuity
In UDC PDCP running CR, the following FFS remains. 
	-	for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
-	perform uplink data compression of the PDCP SDU if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-	perform uplink data compression of the PDCP SDU which has not been compressed before and if drb-ContinueUDC is configured, as specified in the subclause 5.X.4;
Editor Note: FFS whether or how to reflect if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.



According to the running CR, if drb-ContinueUDC is configured, a PDCP SDU which has not been compressed before would not be compressed again when the PDCP entity performs the retransmission for the PDCP PDU at re-establishment. In this case, there is a concern on that the integrity protection and ciphering can be performed to the PDCP SDU which has not been compressed before. 
In our understanding, even if we do not change a specification, the integrity protection and verification can be performed to all PDCP SDUs regardless of whether the PDCP SDUs which has not been compressed before or not. This is because according the current specification, performing integrity protection and ciphering is already allowed to all PDCP SDUs considered as retransmission. Thus, there is no reason to change the specification. 
Proposal 3. The FFS should be removed without the specification change for performing integrity protection and ciphering of PDCP SDU which has been compassed before.

For proposal 3, we provide the text proposal based on PDCP running CR in section 4.

Conclusion
In this contribution, we show our view on remaining FFS and the need of the discard indication, and we propose the following proposals and observation.  
Proposal 1. The capability for UE data rate limitation should not be specified in NR.
Observation. During the UDC buffer reset procedure, the UE can transmit the PDCP PDUs to be discarded in the network side.
Proposal 2. Upon receiving the PDCP Control PDU containing the checksum error indication, the PDCP entity indicates the discard only for the PDCP PDUs that the data block is compressed by UDC to the RLC entity.
Proposal 3. The FFS should be removed without the specification change for performing integrity protection and ciphering of PDCP SDU which has been compassed before

Text proposal for 38.323
[bookmark: _Toc90590191][bookmark: _Toc5723566]5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this clause for Uu or PC5 interface. After performing the procedures in this clause, the UE shall follow the procedures in clause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
-	for UM DRBs and AM DRBs, reset the ROHC protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];
-	for UM DRBs and AM DRBs, reset the EHC protocol for uplink if drb-ContinueEHC-UL is not configured in TS 38.331 [3];
-	for AM DRBs, reset the UDC compression buffer to all zeros and prefill the dictionary if drb-ContinueUDC is not configured in TS 38.331 [3];
-	for UM DRBs and SRBs, set TX_NEXT to the initial value;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers, and;
-	for AM DRBs for Uu interface whose PDCP entities were suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, for each PDCP SDU already associated with a PDCP SN:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer, as specified in clause 5.2.1;
-	for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
-	perform uplink data compression of the PDCP SDU if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-	perform uplink data compression of the PDCP SDU which has not been compressed before and if drb-ContinueUDC is configured, as specified in the subclause 5.X.4;
Editor Note: FFS whether or how to reflect if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.

….

5.X.8	UDC checksum error handling
UDC checksum error notification PDCP control PDU indicates the compression buffer and de-compression buffer are out of synchronization. When receiving the notification, the UE shall trigger UDC buffer reset procedure to resynchonize the compression buffer and indicate to the RLC entities the discard indication for the PDCP data PDUs that the UDC data block is compressed by UDC.
.
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