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1	Introduction
In the last meeting, RAN2 agreed to the followings:
	FFS whether UE data rate limitation with UDC need to be supported with a UE capability.
UDC continuity can be configured for the same cases as ROHC continuity
Assume that P2 and P5 can be supported, CRs for review to next meeting anyway. If issues are found R2 can revert this assumption (at next meeting). 
P2: UDC is supported for non-split bearer type in NR-DC. It is supported that MN sends to SN the maximum number of UDC DRBs that can be configured by SN. FFS if any other coordination is needed.
P5: Support NR UDC for MR-DC and split bearer type, with the following restrictions
- Only include NR-DC, NGEN-DC, and NE-DC (i.e., EN-DC is not supported)
- No enhancements supported for potential data loss for split bearer case.



Based on the agreements, NR UDC supports UDC continuity at handover, unlike LTE UDC. To support this functionality, we can discuss technical issues in this contribution. 
[bookmark: _Ref178064866]2. Discussion
2.1 Support of UDC continuity
In the last meeting, RAN2 discussed how to support UDC continuity when the security key is updated (i.e. at PDCP re-establishment) and how to avoid a desynchronization issue regarding UDC compression/decompression buffer between UE and the network. 
According to the legacy principle for PDCP re-establishment, the UE will newly apply UDC compression/integrity protection/ciphering to the PDCP SDUs for transmission or retransmission due to the security key update even for the case that PDCP re-establishment is triggered and drb-ContinueUDC is configured (i.e. UDC buffer is not reset). When the UE applies UDC compression to the first PDCP SDU again at PDCP re-establishment, it would be not clear which contents of compression buffer UE should apply UDC compression to the first PDCP SDU based on. 
In the last meeting, our understanding is that the most preferred option (Option 3 in [1]) was to not newly apply UDC compression to the PDCP SDUs for retransmission or transmission if already compressed, i.e. just apply integrity protection/ciphering to the previous UDC compressed PDCP SDU (i.e. UDC header and UDC data block) with new security configuration if compressed before. In this regard, UDC can continue to work as if PDCP re-establishment is not triggered.
For example, as shown in Fig.1, the transmitting PDCP entity applied UDC compression up to PDCP SDU 3 and transmitted all of them before PDCP re-establishment, and the successful delivery of PDCP SDU 1 was confirmed by lower layers. For this case, if PDCP re-establishment is triggered and drb-ContinueUDC is configured, UE will not apply UDC compression to the PDCP SDUs (i.e. PDCP SDU 2 and PDCP SDU 3) again because they were already compressed before. However, UE will apply integrity protection and ciphering to the PDCP SDUs (the UDC headers and UDC data blocks corresponding to PDCP SDU2 and PDCP SDU3) again with new security key. For new transmission, UE will apply UDC compression to PDCP SDU 4 based on the compression buffer 4 updated by PDCP SDU 3 as usual, and will apply integrity protection and ciphering to the PDCP SDU with new security key.


Figure 1. UDC compression
As explained in the above example, the corresponding behaviour was drafted in the running CRs as follows:
	-	for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
[bookmark: _GoBack]-	perform uplink data compression of the PDCP SDU if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-	perform uplink data compression of the PDCP SDU which has not been compressed before and if drb-ContinueUDC is configured, as specified in the subclause 5.X.4;
Editor Note: FFS whether or how to reflect if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.



As mentioned in Editor Note above, we need to discuss how to clarify that UE should perform integrity protection and ciphering of “PDCP SDU containing UDC header and UDC data block” if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before. If we do not clarify this, the problem is that UE may use original PDCP SDU (i.e. uncompressed PDCP SDU) other than UDC header and UDC data block (i.e. compressed PDCP SDU) for integrity protection and ciphering at PDCP re-establishment because UE will not apply UDC to PDCP SDU which has been compressed before if drb-ContinueUDC is configured as drafted above. Note that UE may store uncompressed PDCP SDU and compressed PDCP SDU based on UE implementation. Therefore, we need to clarify which one should be used for integrity protection/ciphering for (re)transmission.
To avoid such misunderstanding, we need to clarify UE behaviour specific to UDC continuity. 
Proposal 1. UE should apply integrity protection and ciphering to PDCP SDU containing UDC header and UDC data block if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before.
Proposal 2. Clarify Proposal 1 by adding a normative text or a NOTE to 38.323.

Conclusion
In this contribution, we provide our views on several issues for deactivated SCG to discuss the following proposals:
Proposal 1. UE should perform integrity protection and ciphering of PDCP SDU containing UDC header and UDC data block if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before.
Proposal 2. Clarify Proposal 1 by adding a normative text or a NOTE to 38.323.
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