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Introduction
RAN enhancements in Rel-17 for new QoS and the utilization of survival time have been discussed by RAN2 since RAN2#112-e. It was agreed in the RAN2#115e meeting [2] to at least rely on reception of HARQ NACK as a trigger to enter Survival Time. Following entry into the Survival Time state, PDCP duplication for Survival Time configuration is activated. 
Agreements from R2#116bis-e:
Agreements
1	For the issue that a CG resource may be insufficient for the UE to include the whole application layer message in one configured grant if a MAC CE is to be transmitted in the same CG, it is up to gNB implementation to ensure CG resources are appropriately configured.
2	Survival Time support is configured at DRB level and a new RRC parameter is added in PDCP-Config.
3	Existing LCH to CG mapping restrictions are used to ensure DRBs in support of Survival Time are mapped to one or multiple CGs. No specification change is foreseen.
4	RAN2 assumes that Rel-16 LCH to CG mapping restrictions can be used to prevent a case where DRBs with and without a Survival Time requirement are mapped to the same CG. The setup of mapping restrictions is up to gNB implementation. No specification change is foreseen. 
5	Following entry to Survival Time, PDCP duplication is activated for all associated RLC entities that are configured for a DRB. The RLC entities are identified using the Rel-15/16 options for RRC configuration of associated RLC entities
6	The index of LCHs in the MAC PDU that a retransmission grant relates to is used to identify triggering of Survival Time state of a DRB. The MAC layer can receive information from upper layers as to which LCIDs are associated with Survival Time.
7	Following a HARQ-NACK, entry to Survival Time state is triggered only for the DRBs (with a requirement for Survival Time) which are included in the MAC PDU associated with the grant used for transmission of the TB
8	We will support the case where N=1.  FFS if cases with N>1 are supported
	In that case, when PDCP duplication is already activated in dual connectivity, in order to minimize dependencies between MAC entities in a configuration with survival time the UE enters Survival Time upon reception of one HARQ NACK at either MCG or SCG.   
	Within a MAC entity, the determination of HARQ-NACKs does not incur interaction between different CCs. When PDCP duplication is already activated in CA duplication for a configuration of survival time, the UE enters Survival Time upon reception of one HARQ NACK at any CC.
9	RAN2 assumes that SDUs from multiple DRBs with a Survival Time requirement (potentially with a different transfer interval and/or lead time for Survival Time entry) are not mapped to the same CG. Setup of appropriate mapping restrictions is up to gNB implementation. No specification change is foreseen.
This contribution evaluates design options for the QoS solution based on PDCP duplication and discusses remaining open issues.

Discussion
Tx-side timer and N>1 HARQ-NACKs
During the last two email discussions on RAN enhancements based on new QoS [7][9], multiple companies indicated a preference to consider the scenario when a HARQ-NACK is lost. If the HARQ-NACK does not reach the UE in bad radio conditions, the UE’s entry into survival time state gets delayed or does not happen at all. This means the UE and the gNB are out-of-sync for their under understanding of the survival time status. One simple approach to mitigate this problem is to use a Tx-side timer in addition to the HARQ-NACK. Survival time is triggered upon a) reaching N number of HARQ-NACKs or b) expiry of the Tx-side timer. Such combined operation may not be required all the time and could be configurable by the network. 
We think that a single survival time trigger mechanism may not be sufficient to reliably cover all scenarios. Hence we would like RAN2 to consider both counter-based and Tx-side timer methods to ensure reliability requirements can be met during survival time in different scenarios. The network can configure the Tx-side timer in addition to a counter-based method.
Moreover, and this can be independent of the support for a Tx-side timer, we prefer that the number of HARQ-NACKs leading to an entry into survival time is configurable. Introduction of N>1 can be supported as an optional configuration for a DRB in survival time. To rely on just N=1 not only causes the UE to enter Survival Time too early - uneccessarily using up power - it also leads to a tighter interaction between MAC and PDCP. Tight interaction is only required for very stringent IIoT use-cases, but for other use-cases it is an overkill. Our preference is to enable Survival Time for services with varying QoS requirements in a way that is both power and resource efficient. To focus on just the most stringent IIoT use-cases (the top rows in table 5.2.1 of TS 22.104) means to ignore what is probably a wider set of use-cases. 
Proposal 1: A combination of Tx-side timer and HARQ-NACK can be used to mitigate the case where the HARQ-NACK is lost. The use of a Tx-side timer (as well as the timer value) should be configurable by the network.
Proposal 2: Rel-17 supports a configurable number of HARQ-NACK with N>1 as an optional feature for a DRB in survival time.

Exit from survival time state
If message delivery continues to fail during survival time the application enters a down state. Once the communication service is restored the application may do a recovery and change to up state again. The time needed for the application to return to the up state after the communication service is restored is shown as “application recovery time” in Figure 1 below. TS 22.104 has additional details.
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Figure 1: Application recovery time in TR 22.832
To prevent the UE from fluctuating between different levels of error protection by turning on/off survival time, a different (typically higher) number of successful transmsissions M (e.g., M number of HARQ ACKs) may be required before the UE is allowed to exit survival time state. In addition, the period in survival time state may cover for the application recovery time.
Alternatively, the exit from survival time state can be controlled by a timer. The exit timer may start when survival time begins. However, if radio conditions continue to be insufficient, a UE better stays in survival time state for a prolonged period of time. To avoid having to restart the exit timer multiple times, perhaps a straightforward solution is to start the exit timer upon detection of the first successful message transmission. The timer stops if the UE continues to experience transmission failures. For example, the exit timer is stopped if the UE receives another HARQ-NACK (or a configurable number of HARQ NACKs), similar to the condition to enter survival time. And the UE exits survival time on expiry of the timer. The application recovery time may be included in the exit timer (preferred). Another option is to use different exit timers for survival time and application recovery time.
Lastly, a fair option is to have the network indicate the exit from survival time. This allows for more flexibility (and possibly implementation robustness) but comes with the downsize of extra signalling. A mechanism with a pre-defined leaving condition such as an ACK counter or an exit timer can utilize radio resources more efficiently.
Proposal 3: For enhanced protection the application recovery time is part of the survival time state. 
Proposal 4: The exit from survival time is controlled by an exit timer or an ACK counter to avoid extra signalling every time the UE exits survival time. The timer/counter value is specific to a DRB in survival time state and configurable by the network. 

L1/L2 adaptive configuration
Depending on the length of survival time, the end-to-end latency and achievable HARQ ReTx timing, additional reliability may be required for certain critical application layer messages or any pending messages in the pipeline. 
PDCP duplication is one method to achieve higher reliability. However, the activation of PDCP duplication requires some interaction between MAC and PDCP on a per-packet basis that can cause extra delays and other inefficienies. For instance, it may happen that a L2 PDU has already been pre-processed. A re-submission of the same PDCP PDU in a duplicated fashion incurs overhead on the LCH queue handling. Another problematic use-case is a segmented RLC SDU or a PDCP PDU split over multiple TBs. If survival time happens to be activated in between two segments (e.g., for one TB), additional processing overhead is required for housekeeping and respective activation of PDCP duplication (if required). Activaton of PDCP duplication can either only happen for the next PDCP PDU or the ongoing TB needs to be re-submitted in a duplicated fashion. In such cases, it can be easier to apply message protection directly on MAC level. 
Observation 1: PDCP duplication alone does not sufficiently cover all scenarios and has some complexity in special cases.
In addition, L1/L2 adaptive methods allow to tune reliability parameters for various service requirements, radio conditions, or a specific deployment environment. It can efficiently cover a wide range of use-cases and services where configuration of survival time state is required. Adaptive transmission can provide a benefit where a flexible yet fast reliability adjustment is required. Further, adaptive L1/L2 methods are more spectrum efficient than PDCP duplication in the sense that L1/L2 adaptive methods do not necessarily require additional copies of a packet.
This leads to the question whether CG/SPS can be enhanced to provide an extra level of configurability and reliability. In order to limit over-provisioning of radio resources while enhancing reliability only when required, one approach is to provide additional redundancy / better reliability using adaptive L1/L2 configuration. Enhanced message protection may also be needed for UEs not supporting PDCP duplication with more than two legs (in scenarios where more legs would ideally be needed to achieve the desired level of protection) or when PDCP duplication is already activated with the maximum number of RLC entities. 
To target these and other related use cases, RAN2 should discuss whether additional methods are needed to protect the transmission of packets in survival time.
Proposal 5: RAN2 to discuss whether an adaptive L1/L2 configuration can be added as an option for enhanced protection in survival time.

Conclusions
This paper discusses design options for the QoS solution based on PDCP duplication and discusses remaining open issues. We have the following observations and proposals:
Proposal 1: A combination of Tx-side timer and HARQ-NACK can be used to mitigate the case where the HARQ-NACK is lost. The use of a Tx-side timer (as well as the timer value) should be configurable by the network.
Proposal 2: Rel-17 supports a configurable number of HARQ-NACK with N>1 as an optional feature for a DRB in survival time.
Proposal 3: For enhanced protection the application recovery time is part of the survival time state. 
Proposal 4: The exit from survival time is controlled by an exit timer or an ACK counter to avoid extra signalling every time the UE exits survival time. The timer/counter value is specific to a DRB in survival time state and configurable by the network. 
Observation 1: PDCP duplication alone does not sufficiently cover all scenarios and has some complexity in special cases.
Proposal 5: RAN2 to discuss whether an adaptive L1/L2 configuration can be added as an option for enhanced protection in survival time.
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