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1.	Introduction
This document discusses PDCP open issues for NR MBS captured from 38.323 running CR for NR MBS [1][2].
	Issue
	Relevant section in TS 38.323

	FFS whether PDCP is needed for MCCH.
	4.2.1

	FFS whether HFN is needed.
	6.3.5

	FFS on the other options of setting the initial value of RX_DELIV to a value before RX_NEXT, e.g. due to HFN desync.
	7.1

	FFS on t-Reordering for broadcast MRB (in PDCP configuration, pending to RAN1’s discussion on blind retransmission).
	7.3



The followings are agreed in previous meetings.
	RAN2-116-e meeting
In order to minimize the loss during MRB bearer type change, NW may configure UE to send a PDCP status report for the MRB bearer type change;
For MRB configured by upper layers to send a PDCP status report in the uplink (field statusReportRequired in PDCP-Config IE in RRC), the receiving PDCP entity shall (based on the RRC reconfiguration message from the network) trigger a PDCP status report in case of MRB type change; 
NW is required to configure a bidirectional PTP leg (e.g. either PTP-only MRB or split MRB) if statusReportRequired is provided. It is up to network in which case statusReportRequired is configured.
The SR can be configured only if PTP AM (with Uplink) is in the new configuration. 
...
for multicast MRB, the initial value of the SN part of RX_NEXT is (x +1) modulo (2[PDCP-SN-Size]), where x is the SN of the first received PDCP Data PDU.
the initial value of RX_DELIV is set to a value before RX_NEXT, e.g. the initial value of the SN part of RX_DELIV is (x – 0.5 × 2[PDCP-SN-Size–1]) modulo (2[PDCP-SN-Size]), where x is the SN of the first received PDCP Data PDU.
If HFN is needed (FFS), the initial value of HFN (maybe + related PDCP SN to avoid ambiguity of HFN FFS) is indicated by the gNB by RRC (e.g. during RRC based MRB bearer type change).
…
[050] for broadcast MRB, the t-Reassembly (in RLC configuration) are predefined with configuration optionally provided. FFS on t-Reordering (in PDCP configuration, pending to RAN1’s discussion on blind retransmission).
…
The RNTI scheduling MCCH is called “MCCH-RNTI”.
The values of mcch-RepetitionPeriodAndOffset, mcch-WindowStartSlot, mcch-WindowDuration, mcch-ModificationPeriodm, as captured in the RRC running CR in R2-2108970, are confirmed.
…

RAN2-115-e meeting
…
Broadcast MCCH uses reserved LCID .
…

RAN2-114-e meeting
…
MCCH is mapped to the DL-SCH for NR MBS delivery mode 2. 
…

RAN2-113bis-e meeting
…
The MCCH transmission window is defined by MCCH repetition period, MCCH window duration and radio frame/slot offset. 
New RNTI is defined for scheduling MCCH.
The concept of MCCH transmission window, similar to the one used for LTE SC-PTM, is used for NR MCCH scheduling. The exact parameters to define the window are FFS (discussed in the following proposals).
…



2.	Discussion
Discussion on whether PDCP is needed for MCCH
In 38.331 running CR for NR MBS [3], MBSBroadcastConfiguration message is defined and transmitted over MCCH. RLC-UM is used for the message. It is similar with LTE SC-PTM. In LTE SC-PTM, SCPTMConfiguration message is transmitted over SC-MCCH and RLC-UM is used for the message.
In NR MBS, PDCP is not needed for MCCH if integrity/security function and re-ordering function are not required for traffic over MCCH. Since the MBSBroadcastConfiguration message contains the control information applicable for MBS broadcast services transmitted via broadcast MRB [3], we think that PDCP integrity/security function is not applicable for the message. Based on the concept of MCCH transmission, a single MBSBroadcastConfiguration message is transmitted repeatedly in a given period. The content of the message is not allowed to be changed in the same period. Therefore, regardless of blind HARQ retransmission for broadcast MBS, PDCP re-ordering function seems not essential for transmissions over MCCH. Then, PDCP integrity/security function and PDCP re-ordering functions are not required for MCCH. PDCP is not needed for MCCH.
Observation 1. For transmissions over MCCH, integrity/security function is not applicable and re-ordering function seems not essential.
Proposal 1.	Confirm that PDCP is not needed for MCCH.
Discussion on whether HFN is needed for MRB
It is agreed in RAN2-116-e meeting that the initial value of HFN is indicated by gNB if HFN is needed. The followings are not decided yet. They remained FFS.
· whether HFN is needed or not
· whether the related PDCP SN is indicated to avoid ambiguity of HFN or not
During the discussion about initialization of PDCP windows [4], it is considered that HFN may be used for security and PDCP SR for MRB.
If PDCP deciphering function is required for MRB, HFN is necessary for handling user traffic. The indication of HFN and the related SN by gNB is required to avoid HFN desynchronization. However, the following is agreed in SA3 based on the recent CR 1255 of TS 33.501 [5]. PDCP deciphering function is not required for MRB and HFN is not used for security.
	For security protection of MBS traffic, control-plane procedure and user-plane procedure are optionally supported in service layer. The multicast security policy between UE and RAN shall be not needed to avoid redundant protection.


Regarding PDCP SR, it is agreed in RAN2-116-e meeting that NW may configure UE to send a PDCP status report for the MRB bearer type change in order to minimize the loss during MRB bearer type change. However, HFN does not seem necessary for PDCP SR for the MRB bearer type change because NW can apply HFN inferred from the current PDCP window status. For MRB, it can be considered that NW ignores HFN part of PDCP SR and NW decides HFN based on SN part and the current PDCP window status.
Observation 2. HFN may be used for deciphering and PDCP SR for MRB. However, PDCP deciphering function is not required for MRB and HFN part of PDCP SR seems not necessary for the MRB bearer type change.
If HFN is not used for security and HFN part of PDCP SR is not strongly required, HFN desynchronization does not seem an issue to be addressed. For MRB, simply, HFN is not needed and the indication of HFN by gNB is not required. For UE operation, HFN can be selected by UE implementation.
Proposal 2.	Confirm that HFN is not needed for MRB and the indication of HFN by gNB is not used for MRB.
Proposal 3.	It is up to UE implementation to select HFN for MRB.
Discussion on whether PDCP re-ordering function for broadcast MRB is needed
RAN1 is still discussing support of blind HARQ retransmission for broadcast MBS. If blind HARQ retransmission is not supported, PDCP re-ordering function is not needed because there will be no out-of-order reception. If blind HARQ retransmission is supported, PDCP re-ordering function may need to provide in-sequence delivery to the upper layers and pre-defined value can be used for t-Reordering.
Observation 3. RAN1 is still discussing support of blind HARQ retransmission for broadcast MBS.
Proposal 4.	PDCP re-ordering function is not supported unless blind HARQ retransmission is supported.

3.	Conclusion
In this contribution, we have discussed PDCP open issues for NR MBS.
Observation 1. For transmissions over MCCH, integrity/security function is not applicable and re-ordering function seems not essential.
Proposal 1.	Confirm that PDCP is not needed for MCCH.
Observation 2. HFN may be used for deciphering and PDCP SR for MRB. However, PDCP deciphering function is not required for MRB and HFN part of PDCP SR seems not necessary for the MRB bearer type change.
Proposal 2.	Confirm that HFN is not needed for MRB and the indication of HFN by gNB is not used for MRB.
Proposal 3.	It is up to UE implementation to select HFN for MRB.
Observation 3. RAN1 is still discussing support of blind HARQ retransmission for broadcast MBS.
Proposal 4.	PDCP re-ordering function is not supported unless blind HARQ retransmission is supported.
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