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1. Introduction
In this contribution we discuss the remaining issues to support disaster roaming access (MINT).  
2. Discussion
RAN2#116 agreement
	R2-2111571  Summary of [AT116-e][053][NR17] MINT (Ericsson)           Ericsson
-     [Post116-e][000] At first the explicit agreements from this discussion were not captured, as the main result is anyway reflected in the LS out and running CR below. However there was a late request to also capture the agreements explicitly. Chair: this is ok, see below. 
· [053] Noted, agreements reflected below

· [053] Option 1 for implementing Solution #38 (as described in R2-2109834) is adopted.
· [053] Use as baseline a modified version of the procedural text for Solution #38 in R2-2109834, which ensures that the UE does not ignore Access Identities other than Access Identity 3.
· [053] Ask CT1 if a UE that is attempting disaster roaming can be configured with also other Access Identities than Access Identity 3. And if so, which Access Identities should be considered by the UE when performing access barring evaluation?
· [053] A new SIB is used to provide the disaster roaming information. This can be revisited if further input from CT1 suggests another approach is better.
· [053] ASN.1 allows the common PLMN signalling and per-PLMN specific signalling of the disaster roaming information.
· [053] Upon reading the disaster roaming information, UE AS forwards to NAS the accessibility indication and a list of disaster PLMNs, if available, for each PLMN in SIB1.
· [053] RAN2 does not expect there to be any impact on cell selection/reselection due to MINT but will request CT1 to confirm this.
· [053] Ask CT1 if disaster roaming can be supported by NPNs.




When RAN2 discussed UAC for MINT in the RAN2#116, a couple of critical questions were raised. To figure out the necessary RAN2 work, RAN2 sent a LS to CT1, asking three questions. CT1 replied in R2-2200061. We will discuss the implication of each answer in the reply LS from CT. 
Unified Access Control  
RAN2 asked to CT1 whether UE attempting a disaster roaming can be configured with both AI3 and other AIs. CT1 replies that UE performing disaster roaming can be configured with one or more access identities other than Access Identity 3 as given below
	Reply LS from CT1 in R2-2200061. 
RAN2 Question 1: Can a UE that performs disaster roaming be configured with any other Access Identities than Access Identity 3? And if so, which Access Identities should be considered by the UE when performing access barring evaluation? For example, should a UE performing disaster roaming which is configured with Access Identity 1, 2 or 11 to 15 and 3, only consider Access Identity 3?
CT1 reply: Yes, a UE performing disaster roaming can be configured with one or more access identities other than Access Identity 3. Such a UE can be configured with Access Identity 1, 2, or 11 – 15.
When an access attempt occurs, the NAS layer of a UE performing disaster roaming will provide all valid access identities including Access Identity 3 to the AS layer of the UE (note that even if a UE is configured with Access Identity 11 or 15, Access Identity 11 or 15 would not be valid while the UE is performing disaster roaming because Access Identities 11 and 15 are valid in (E)HPLMN only).



Provided that RAN2 will introduce AI3 specific UAC barring factors, the question is whether there is additional specification work on UAC to support disaster roaming access configured with both AI3 and other AI(s). Our answer is that there is NO additional work on UAC for that. The current UAC has a hierarchical access barring check structure. First, access identity (AI) based access baring is evaluated as highlighted in yellow, where AI1, 2, 11 to 15 are considered. If access is not yet allowed after the AI based access baring evaluation, access category (AC) based access barring is further evaluated as highlighted in green, where A3 specific barring factors are considered for the attempted access category. So, if the disaster roaming access is configured with both AI3 and AIx, the UE will first evaluate AI-based access barring check for AIx, and if the access is not passed, the UE further checks AI3-specific barring check in accordance with the current UAC structure. 
	[bookmark: _Toc60776849][bookmark: _Toc83739804]38.331
5.3.14.5	Access barring check
The UE shall:
1>	if one or more Access Identities are indicated according to TS 24.501 [23], and
1>	if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:
2>	consider the access attempt as allowed;
1>	else:
2>	if the establishment of the RRC connection is the result of release with redirect with mpsPriorityIndication (either in NR or E-UTRAN); and
2>	if the bit corresponding to Access Identity 1 in the uac-BarringForAccessIdentity contained in the "UAC barring parameter" is set to zero:
3>	consider the access attempt as allowed;
2>	else:
3>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
3>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":
4>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as barred;
1>	if the access attempt is considered as barred:
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "UAC barring parameter":
	T390 = (0.7+ 0.6 * rand) * uac-BarringTime.



Proposal 1: Provided that RAN2 will introduce AI3 specific UAC barring factors, there is no additional specification work on UAC to support disaster roaming access configured with both AI3 and other AI(s).

Cell selection/reselection 
RAN2 already reached the understanding that disaster roaming access does not have any impact to cell selection and reselection. CT1 also confirmed this RAN2’s understanding as shown below
	Reply LS from CT1 in R2-2200061. 
RAN2 Question 2: RAN2 does not expect there is impact on cell selection/reselection and would like to confirm whether CT1 foresee any impact on cell selection/reselection due to MINT?
CT1 reply: CT1 does not foresee any impact on cell selection or reselection due to MINT.



Proposal 2: To confirm that RAN2 does not introduce any modification to cell selection/reselection including cell suitability criteria for disaster roaming access. 
Support of disaster roaming in NPN
CT1 replies that PNI-NPN only considers PNI-NPN related access restrictions. This means that if exceptional access into PN-NPN due to disaster roaming is not supported. 
	Reply LS from CT1 in R2-2200061. 
Question 3: RAN2 understood that disaster roaming is not supported for SNPNs, but is disaster roaming supported for PNI-NPNs?
With respect to SNPN, CT1 agrees with RAN2. With respect to PNI-NPN, CT1 agreed that disaster roaming is not supported, i.e., a PNI-NPN does not accept a UE performing disaster roaming if the UE is not allowed to access the PNI-NPN, as per the guidance provided by SA1 in the attached LS C1-213553.



Proposal 3: NPN including SNPN and PNI-NPN does not support disaster roaming access. 
3. Conclusion 
In this contribution we discussed open issues to support disaster roaming access and suggest the following proposals:
Proposal 1: Provided that RAN2 will introduce AI3 specific UAC barring factors, there is no additional specification work on UAC to support disaster roaming access configured with both AI3 and other AI(s).
Proposal 2: Do not introduce any modification to cell selection/reselection including cell suitability criteria for disaster roaming access. 
Proposal 3: NPN including SNPN and PNI-NPN does not support disaster roaming access. 
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