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1. Introduction
In this paper, we share some understanding on slice specific RACH, especially for the fallback from slice specific random access to access using the common RACH resources.
2. [bookmark: _Toc12718547]Discussion
It has been agreed in RAN#115e [1] that It is RAN2 common understanding that 4-step common RACH needs to always be supported in initial BWP for legacy UE. And whether to configure 2-step slice specific RACH only or 4-step slice specific RACH only or both is left to network configuration. 
Then we need to consider whether to allow fall back from access using the slice specific RACH resources to access using the common RACH resources if access using the specific RACH resources fail and there has been some discussion on this without consensus reached [2].
In our understanding, the intention of supporting slice specific RACH is to customize the RACH resources configuration and differentiate the RACH resources configured for different slices, which can be met by having RACH partitioning for slices. 
If fallback from slice specific RACH to common RACH is allowed, Rel-17 UE trying to access the intended slice but failed will contend with other UEs for the common RACH resources, which actually offers more access chances for such UE and less chances for other UEs with no intended slice or not supporting the R17 RAN slicing enhancement. This would be meaningful to some slices with higher requirements on the latency but meaningless to other slices without such requirement. In addition, fallback from slice specific RACH to common RACH should only be enabled when there is no existing congestion for random access using the common RACH resources. 
With the above analysis, we understand whether fallback from slice specific RACH to common RACH is allowed should be configured by NW.
Proposal 1: Whether fallback from slice specific RACH to common RACH is allowed should be configured by NW.
The following options can be considered on how to enable fallback from slice specific RACH to common RACH:
· Option 1: A one bit flag, e.g. fallackToCommonRACH, is introduced and NW enables fallback from slice specific RACH to common RACH by setting this flag to “true”. This flag would applicable to fallback to common RACH from access using any of the slice/slice group with specific RACH resources configured.
· Option 2: A slice/slice group list, including the slice/slice group for which the fall back to common RACH is allowed. UE 
· Option 3: A maximum number of random access failures using the slice specific RACH resources before fallback to access using common RACH resources can be introduced. Such number can be configured as a common value for all the slices/slice groups or in a per slice/slice group manner.
We understand option 2 would be a good way forward as it allows differentiated configuration for different slice/slice group and would not introduce much signaling overhead. Some other optimization to reduce the signaling overhead can also be considered, e.g. by introducing a bitmap, with each bit refers to a slice/slice group with specific RACH resources configured in this cell.
Proposal 2: The slice/slice group, for which fallback from slice specific RACH to common RACH is allowed, should be indicated to UE.
3. Conclusion and proposals
With the above analysis, we have the following conclusions and proposals:
Proposal 1: Whether fallback from slice specific RACH to common RACH is allowed should be configured by NW.
Proposal 2: The slice/slice group, for which fallback from slice specific RACH to common RACH is allowed, should be indicated to UE.
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