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[bookmark: _Ref35586532]Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK32][bookmark: OLE_LINK33]There are three UE location aspect LSs from SA3 to RAN2 at #1160bis-e meeting as below table.
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In this contribution, we continue to discuss the left issues on UE location report in Rel-17 according to the LSs from SA3.
Discussion
Three LSs about UE location
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]For S3-214349, NTN specific user consent:
S3-214349:
Depending on the local jurisdiction and its regulations, NTN specific user consent may be needed before gNB can configure the UE to report the UE location information.
SA3 is currently introducing new requirements to TS 33.501 for user consent handling. Although such requirements are generic, they may need to be complemented in order to cover the different use cases, such as, in this context, the handling of user consent for UE location information for NTNs. SA3 has not yet studied how this user consent handling can be used specifically for the NTN use case.
According to LS S3-214349, SA3 considers that NTN specific user consent may be needed before gNB can configure the UE to report the UE location information. However it may need to be complemented in different use cases. On NTN specific user consent, RAN2 assumes the detail requirements should be further clarified firstly, e.g. the granularity of the user consents to be used for NTN.
For now, RAN2 understands that only the gNB with the user consent is allowed to obtain the UE location from UE via Uu. How to provide the user consent info from 5GC to gNB will be specified in RAN3, and there’s no clear RAN2 impact is foreseen.
Proposal 1: Only the gNB with the user consent is allowed to obtain the UE location from UE, and RAN3 should discuss how to provide the user consent info from 5GC to gNB.

For S3-214360, Security concern on UE location reporting:
[bookmark: OLE_LINK31]S3-214360:
SA3 recommends that RAN2 defines a solution that avoids sending unprotected UE location information to the gNB.
SA3 already had a discussion on whether to report UE location in initial state. The results show that seven companies think it is no need, eight companies think it is need, five companies think it ups to RAN3, and one company holds other opinions. Although SA3 could not agree on this issue, they admitted that there will be some risks if UE send unprotected location information. And the AMF selection, which relies on the UE location information without integrity protection, may not be reliable.
Following the information provided in the LS S3-214360, RAN2 discussed the UE location reporting (to the gNB), and agreed only to report the UE location info after security is activated, which means the UE location info will not be reported to gNB during initial access. Therefore, gNB could not expect the UE location info for initial AMF selection and CGI mapping during initial access.
Detail design of the UE location reporting in the Uu interface is on progressing.
[bookmark: OLE_LINK37]Proposal 2: UE location will be reported to gNB only when the security is activated.

For S3-214394, A-GNSS measurement in NTN:
S3-214394:
-	The A-GNSS based measurements are provided by the UE after AS security establishment, hence are integrity protected against tampering during transmission.
-	As per R2-2109217, the A-GNSS based measurements are sent for core network reselection after initial core network selection, it means that the A-GNSS based measurements provided by the UE in NTN are used in LCS procedure initiated for core network reselection. Therefore, the reliability of the UE-provided A-GNSS based measurements used in NTN is at a comparable level of the reliability requirement for A-GNSS based LCS services.
-	Due to the concern of misbehaving UEs and GNSS spoofing, location information derived at the network side is considered as more reliable.
RAN2 would like to further clarify that the UE location report mechanism to be adopted is not based on A-GNSS measurement. 
For A-GNSS based measurement, the existing LCS architecture is totally reused, which means the measurement result is transparent to the gNB. RAN2 does not have intention to report A-GNSS based measurement results to the gNB, and RAN2 will stop discussing the A-GNSS based measurement report topic.
Proposal 3: RAN2 to clarify that A-GNSS measurement is not included in the UE location report.
Proposal 4: RAN2 to stop discussing the A-GNSS based measurement report topic.

Conclusion
According to the analysis in section 2, the following proposals are provided:
Proposal 1: Only the gNB with the user consent is allowed to obtain the UE location from UE, and RAN3 should discuss how to provide the user consent info from 5GC to gNB. 
Proposal 2: UE location will be reported to gNB only when the security is activated.
Proposal 3: RAN2 to clarify that A-GNSS measurement is not included in the UE location report.
Proposal 4: RAN2 to stop discussing the A-GNSS based measurement report topic.
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