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Introduction

In this contribution, we discuss the FFS issues of adaptation layer design.
Discussion
Remote UE indication and destination L2 ID update
In previous RAN2 meeting, it is agreed that relay UE is configured with local remote UE ID after reporting the remote UE’s L2 ID via SUI message. 

However, relay UE may want to perform both relay and non-relay sidelink communication. In addition to remote UE’s DST L2 ID, relay UE will also report non-relay RX UE’s DST L2 ID to gNB to request dedicated non-relay SL configuration. In this case, gNB needs to differentiate the remote UE’s DST L2 ID and non-relay DST L2 ID, so that gNB can allocate the local ID for remote UE.

Therefore, whether the corresponding DST L2 ID is a remote UE or not needs to be included in SUI message.

Proposal1: Whether the corresponding DST L2 ID is a remote UE or not needs to be included in SUI message.

Additionally, to ensure the security of  UE, the DST L2 ID of UE can be updated by itself. Upon the DST L2 ID is updated, according to current specification, UE can report the DST L2 ID to gNB again based on it's implementation. Otherwise, UE needs to maintain the SL configuration of old DST L2 ID and the updated DST L2 ID. If UE reports the SUI message again with updated DST L2 ID, gNB may send the SL RB configuration associated with the updated DST L2 ID, to UE and UE needs to re-configure RB configuration for remote UE with updated DST L2 ID.
When it comes to L2 SL relay, if relay UE reports the SUI with updated remote UE DST L2 ID without indicating the association it with old DST L2 ID, gNB may considers the PC5 connection of between relay UE and remote UE associated with old DST L2 ID is released and performs following actions:

Action1: a new local ID needs to be allocated for the same remote UE associated updated DST L2 ID, 
Action2: release bearer mapping of old local ID and old DST L2 ID, 
Action3: add a new bearer mapping with new local ID and new DST L2 ID. 

Action4(optional): since gNB may consider the PC5 connection of between relay UE and remote UE associated with old DST L2 ID is released, remote UE’s UL or DL packet and context stored in gNB may be released by gNB.
Action4 may cause serious service interruption, since remote UE can not identify the situation and may not initiate the RRC re-establishment immediately, which we think is unacceptable. 
To solve this issue, following options can be considered:

Option1: relay UE reports the local ID along with the updated DST L2 ID associated with remote UE to gNB. 

Option2: remote UE reports the updated DST L2 ID of itself to gNB.

For option1,after receiving a DST L2 ID associated with a local ID, gNB can identify that this remote UE does not need to be allocated a local ID again.

For option2,if it is adopted, the issue actually has not been solved, since we do not forbid relay UE from report the updated DST L2 ID. In case that before receiving the updated L2 ID from remote UE, gNB may receive the updated DST L2 ID from relay UE first,and allocate the new local ID again..

Therefore, it is suggested to adopt option1.
Proposal2: During DST L2 ID update procedure, to avoid allocating the local ID for  same remote UE again, it is suggested to include the allocated remote UE’s local ID in SUI message.

In addition to DST L2 ID update, local ID may also be updated by gNB. According to the agreements in RAN2#116 meeting, serving gNB can perform local remote UE ID update (based on its implementation) independent of the PC5 unicast link L2 ID update procedure. In this case, gNB needs to send the updated local ID to relay UE and remote UE.
For downlink in Uu interface, since local ID update is decided by gNB, it is possible that gNB update the local ID after all packet associated with old local ID have been sent to relay UE.

For downlink in PC5 interface, it is possible that some packets with old local ID have not been delivered to remote UE after local ID is updated. In this case, relay UE does not know the packets with old local ID should be delivered to which remote UE, which may drop these packets. 

For uplink in PC5 interface, after receiving the new local ID, remote UE encapsulates it into adaptation layer header of following packet, no issues are foreseen. 

For uplink in Uu interface, due to the un-synchronized local ID update between relay UE and remote UE, it may happen that relay UE does not know how to forward the packets with old local ID,  which then drop the packet. 

Observation1: Upon local ID of remote UE is updated, for downlink in Uu interface and uplink in PC5 interface, no issues are foreseen. For downlink in PC5 interface and upink in Uu interface, relay UE may does not know how to forward the packet with old local ID since the bearer mapping associated with old local ID has been replaced by new local ID.
For the issues mentioned above(i.e.  packet loss), it may be solved by means that relay UE store the old local ID and bearer mapping configuration until all packets with old local ID have been sent to remote UE or gNB. However, it is not clear how long the old configuration should be kept. Actually, we do not see the necessity for gNB to update the local ID. To save time, it is suggested not to consider the local ID update and relevant issues caused by local ID update.
Proposal3: Considering it is a corner case that gNB update the local ID, it is suggested not to discuss the local ID update issue.
local ID in PC5 adaptation layer
According to previous RAN2 meeting, local ID will be included in the Uu adaptation layer header for relay UE to identify the received packet belongs to which remote UE. However, it is FFS whether local ID should be included in PC5 adaptation layer header and following three options will be discussed in RAN2:

Option 1: always absent in this release

Option 2: always present in this release

Option 3: always present but always remains to “00000000” in this release (i.e. remote/relay UE will never use this filed in R17)

For downlink in PC5 interface, local ID does not need to be included in PC5 adaptation layer header since only one hop is supported in R17. However, multi-hop is a necessary feature which will be discussed in future release, we think local ID over PC5 interface needs to be present, and there is no harm to support this.

For uplink in PC5 interface,after receiving a packet from one PC5 RLC channel, since PC5 RLC channel is associated to only one remote UE, relay UE can identify the received packet belongs to which remote UE by DST L2 ID in MAC PDU and SCI. However, for multi-hop in furture release, in case more than two remote UEs share a same PC5 RLC channel, local ID needs to be included in adaptation layer header for relay UE to identify the received packet belongs to which remote UE.

Additionally, by including the local ID in PC5 adaptation layer header, relay UE’s operation can be simplified, since relay UE only need to perform packet forwarding according to configured bearer mapping configuration,i.e. without re-encapsulate the local ID in Uu adaptation layer again. As for remaining “00000000” in adaptation layer header, relay UE still need to re-encapsulate the local ID in Uu adaptation layer header, which complicate the relay UE’s operation.
Therefore, to support backward compatibility and to simplify the relay UE’s operation, it is suggested to support the local ID without remaining to “00000000” in PC5 adaptation layer header.

Proposal4: To support backward compatibility and to simplify the relay UE’s operation, it is suggested to support the local ID in PC5 adaptation layer header.

If we support local ID without remaining to “00000000”, then how to deliver the local ID to remote UE needs to be discussed. 
From our perspective, if UE wants to include the local ID in RRCSetupComplete, RRCReestablishmentComplete, RRCResumeComplete message, gNB must configure the local ID to remote UE before remote UE transmit these messages to relay, following options can be considered:

Option1: RRCSetup message during setup procedure

Option2: adaptation layer header of RRCResume for resume procedure

Option3:  adaptation layer header of RRCReestablishment for reestablishment procedure

Option4: relay UE forward the local ID to remote UE via PC5 RRC message.

For RRCSetup procedure, considering RRCSetup messages is delivered via SRB0 and SRB0 does not support PC5 adaptation layer header, gNB can only use RRCSetup message to deliver the local ID. For RRCResume and RRCReestablishment procedure, gNB can use the adaptation layer of RRCResume and RRCReestablishment to deliver the local ID to remote UE.

It can be observed that if gNB configure the local ID to remote UE via Uu RRC signaling, three different options needs to be supported(option1,2,3), and option1 needs to modify current RRCSetup signaling. For option, option4 has no impacts on Uu RRC signaling, and it is a unified solution for all procedures.

Therefore, it is suggested that relay UE deliver the configured local ID to remote UE via PC5 RRC signaling.

Proposal5: It is suggested that relay UE deliver the configured local ID to remote UE via PC5 RRC signaling.

or RRCReconfiguration message during handover procedure, target gNB can only use RRCReconfiguration to deliver the local ID to remote UE.

Proposal6: RRCReconfiguration message is used for target gNB to deliver the local ID to remote UE.
Bearer mapping in CU-DU split scenario
As we know, in CU-DU split scenario, CU generates the SDAP and PDCP configuration, DU generates the RLC and MAC configuration. When it comes to SL relay,considering the bearer mapping is to associate the ingress RB(i.e. SDAP and PDCP) and egress RLC channel, it is reasonable to take CU-DU into consideration during signaling design of bearer mapping. In this section, we first discuss the R16 SL and IAB procedure in F1 interface, and then discuss the potential RAN2 impact on bearer mapping signaling design for relay UE.
R16 SL and IAB procedure in F1 interface
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Figure1. R16 SL configuration in F1 interface
As shown in figure1, after receiving the SUI message, CU will configure the QoS flow to SLRB mapping and allocate a SLRB-Uu-ConfigIndex for every SLRB , then pass the SLRB-Uu-ConfigIndex and corresponding QoS parameters of  QoS flow mapped to this SLRB to DU, then DU allocates the SL-RLC-BearerConfigIndex  for every SLRB-Uu-ConfigIndex. Same principle can be applied on Uu interface, i.e. LCID is allocated by DU. In this case,  CU send the SL RLC bearer configuration to UE transparently. CU only knows the SLRB-Uu-ConfigIndex and does not know the SL-RLC-BearerConfigIndex and LCID allocated by DU. 
Observation2: According to the spec, CU send the SL RLC bearer configuration to UE transparently. CU only knows the SLRB-Uu-ConfigIndex and does not know the SL-RLC-BearerConfigIndex and LCID allocated by DU..

When it comes to SL relay, although the details of SL relay in F1 interface have not been decided, similar issues(i.e. bearer mapping) have been discussed in IAB, it is reasonable to take IAB as reference. In IAB, the bearer mapping is decided by CU, and the egress and ingress RLC channel for uplink and downlink is identified by BH RLC CH ID allocated by CU. DU generate the corresponding RLC channel configuration for every BH RLC CH ID.
Observation3: In IAB, the bearer mapping is decided by CU, and the egress and ingress RLC channel for uplink and downlink is identified by BH RLC CH ID allocated by CU. 

SL relay bearer mapping
For SL relay, according to current 38.331 running CR, it can be observed that the bearer mapping is configured by using legacy SL RLC bearer configuration index and LCID as shown in following:

	SL-MappingToAddMod-r17 ::=                        SEQUENCE {

    sl-RemoteUE-RB-Identity-r17                           [SL-E2E-RB-Ientity-r17],

    sl-Egress-RLC-Channel-Uu-r17                          LogicalChannelIdentity          OPTIONAL,    -- L2RelayUE

    sl-Egress-RLC-Channel-PC5-r17                         SL-RLC-BearerConfigIndex-r16    OPTIONAL,    -- Need N
    ...

}


However, as we discussed in 2.2.1, the LCID and RLC bearer config index is allocated by DU. Only if DU is responsible for the bearer mapping configuration, legacy LCID and SL RLC bearer index can be used. However, if CU determines the bearer mapping, it is not aware of the  LCID and SL RLC bearer index and it is hard to use the LCID and SL RLC bearer index for bearer mapping configuration. 

Observation4: In SL relay, if CU determines the bearer mapping, it is not aware of the  LCID and SL RLC bearer index and it is hard to use the LCID and SL RLC index for bearer mapping configuration.
Therefore, it is suggested to use a new ID allocated by CU to identify the Uu and PC5 RLC channel as shown in following:

	SL-MappingToAddMod-r17 ::=                        SEQUENCE {

    sl-RemoteUE-RB-Identity-r17                           [SL-E2E-RB-Ientity-r17],

sl-Egress-RLC-Channel-Uu-r17                          Uu-RLC-BearerConfigID-Relay    OPTIONAL,    -- L2RelayUE
sl-Egress-RLC-Channel-PC5-r17                         SL-RLC-BearerConfigID-Relay    OPTIONAL,    -- Need N
    ...

}
SL-RLC-BearerConfig-r16 ::=                   SEQUENCE {

    sl-RLC-BearerConfigIndex-r16                  SL-RLC-BearerConfigIndex-r16,

    sl-ServedRadioBearer-r16                      SLRB-Uu-ConfigIndex-r16                          OPTIONAL,   -- Cond LCH-SetupOnly

    sl-RLC-Config-r16                             SL-RLC-Config-r16                                OPTIONAL,   -- Cond LCH-Setup

    sl-MAC-LogicalChannelConfig-r16               SL-LogicalChannelConfig-r16                      OPTIONAL,   -- Cond LCH-Setup

    ...,
    [[

    sl-PacketDelayBudget-r17                     INTEGER (0..1023)                                 OPTIONAL -- Cond L2U2N
]]
sl-RLC-BearerConfigID-Relay               sl-RLC-BearerConfigID-Relay OPTIONAL --Cond L2U2N
}

RLC-BearerConfig ::=                        SEQUENCE {

    logicalChannelIdentity                      LogicalChannelIdentity,

    servedRadioBearer                           CHOICE {

        srb-Identity                                SRB-Identity,

        drb-Identity                                DRB-Identity

    }                                                                                               OPTIONAL,   -- Cond LCH-SetupOnly

    reestablishRLC                              ENUMERATED {true}                                   OPTIONAL,   -- Need N

    rlc-Config                                  RLC-Config                                          OPTIONAL,   -- Cond LCH-Setup

    mac-LogicalChannelConfig                    LogicalChannelConfig                                OPTIONAL,   -- Cond LCH-Setup

    ...,

    [[

    rlc-Config-v1610                            RLC-Config-v1610                                    OPTIONAL    -- Need R

]]
Uu-RLC-BearerConfigID-Relay              Uu-RLC-BearerConfigID-Relay  OPTIONAL  --Cond L2U2N
}


By using the signaling design shown in above, CU allocates the Uu-RLC-BearerConfigIndex-Relay and sl-RLC-BearerConfigIndex-Relay. And after receiving these two IDs from CU, DU will generate corresponding RLC bearer configuration. To be specifically, CU reqest DU to establish BH RLC channel for every Uu-RLC-BearerConfigID-Relay and sl-RLC-BearerConfigID-Relay. And DU includes Uu-RLC-BearerConfigID-Relay/sl-RLC-BearerConfigID-Relay and LCID/sl-RLC-BearerConfigIndex into the BH RLC channel configuration and deliver the configuration to DU and UE. After receiving the success indication of request RLC channel, CU can generate the bearer mapping configuration based on Uu-RLC-BearerConfigID-Relay/sl-RLC-BearerConfigID-Relay. According to bearer mapping configuration and Uu-RLC-BearerConfigID-Relay/sl-RLC-BearerConfigID-Relay of each RLC channel, UE can identify the received packets should be delivered to which RLC channel.
Proposal7: It is suggested to use a separate ID to set bearer mapping, instead re-using legacy LCID and SL RLC bearer index.

Conclusion
In this contribution, we have following observations and proposals:

Proposal1: Whether the corresponding DST L2 ID is a remote UE or not needs to be included in SUI message.

Proposal2: During DST L2 ID update procedure, to avoid allocating the local ID for  same remote UE again, it is suggested to include the allocated remote UE’s local ID in SUI message.

Observation1: Upon local ID of remote UE is updated, for downlink in Uu interface and uplink in PC5 interface, no issues are foreseen. For downlink in PC5 interface and upink in Uu interface, relay UE may does not know how to forward the packet with old local ID since the bearer mapping associated with old local ID has been replaced by new local ID.
Proposal3: Considering it is a corner case that gNB update the local ID, it is suggested not to discuss the local ID update issue.
Proposal4: To support backward compatibility and to simplify the relay UE’s operation, it is suggested to support the local ID in PC5 adaptation layer header.

Proposal5: It is suggested that relay UE deliver the configured local ID to remote UE via PC5 RRC signaling.

Proposal6: RRCReconfiguration message is used for target gNB to deliver the local ID to remote UE.
Observation2: According to the spec, CU sends the SL RLC bearer configuration to UE transparently. CU only know the SLRB-Uu-ConfigIndex and does not know the SL-RLC-BearerConfigIndex and LCID allocated by DU..

Observation3: In IAB, the bearer mapping is decided by CU, and the egress and ingress RLC channel for uplink and downlink is identified by BH RLC CH ID allocated by CU. 

Observation4: In SL relay, if CU determines the bearer mapping, it is not aware of the  LCID and SL RLC bearer index and it is hard to use the LCID and SL RLC index for bearer mapping configuration.
Proposal7: It is suggested to use a separate ID to set bearer mapping, instead re-using legacy LCID and SL RLC bearer index.
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