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Discussion and decision
1 Introduction
Referring to the responses from CT1 in the reply LS [1] and the latest work progress in SA2 and CT1 we discuss in this contribution the following issues:
1. Applicability of special Access Identities for a UE that performs disaster roaming
2. Support of disaster roaming for PNI-NPNs
3. Impact on cell selection/reselection
4. UE support of the MINT feature in AS
5. Alignment of MINT terminology
2 Discussion
2.1 Applicability of special Access Identities for a UE that performs disaster roaming 
In the reply LS [1] CT1 provided the following response to this issue:

	Question 1: Can a UE that performs disaster roaming be configured with any other Access Identities than Access Identity 3? And if so, which Access Identities should be considered by the UE when performing access barring evaluation? For example, should a UE performing disaster roaming which is configured with Access Identity 1, 2 or 11 to 15 and 3, only consider Access Identity 3?

Yes, a UE performing disaster roaming can be configured with one or more access identities other than Access Identity 3. Such a UE can be configured with Access Identity 1, 2, or 11 – 15.
When an access attempt occurs, the NAS layer of a UE performing disaster roaming will provide all valid access identities including Access Identity 3 to the AS layer of the UE (note that even if a UE is configured with Access Identity 11 or 15, Access Identity 11 or 15 would not be valid while the UE is performing disaster roaming because Access Identities 11 and 15 are valid in (E)HPLMN only).


Referring to the given response we suggest to conclude:
· The special Access Identities 1, 2, 12 to 14, if configured to a disaster roaming UE, are valid in the PLMN that provides disaster roaming service. 
· Acc. to current R16 RRC specifications in LTE and NR, the UAC barring configuration of valid special Access Identities takes precedence over Access Identity 0. The same principle shall apply for Access Identity 3 since access barring for Access Identity 3 is handled similarly to Access Identity 0.
· That means, if AS performs access barring check for an applicable Access Category and valid Access Identities incl. Access Identity 3, the UAC barring configuration of valid special Access Identities takes precedence over Access Identity 3.
Proposal 1: RAN2 to confirm that if special Access Identities are configured to a UE that performs disaster roaming, the UAC barring configuration of valid special Access Identities takes precedence over Access Identity 3.
2.2 Support of disaster roaming for PNI-NPNs

In the reply LS [1] CT1 provided the following response to this issue:

	Question 3: RAN2 understood that disaster roaming is not supported for SNPNs, but is disaster roaming supported for PNI-NPNs?

With respect to SNPN, CT1 agrees with RAN2. With respect to PNI-NPN, CT1 agreed that disaster roaming is not supported, i.e., a PNI-NPN does not accept a UE performing disaster roaming if the UE is not allowed to access the PNI-NPN, as per the guidance provided by SA1 in the attached LS C1-213553.


We must admit to say that the response given by CT1 is a bit confusing and can be interpreted differently:
i) disaster roaming is not supported for PNI-NPN at all (i.e. with or without CAG), or 

ii) disaster roaming service can be provided by a PNI-NPN with CAG, so that a disaster roaming UE that is configured with an Allowed CAG list is allowed to access a PNI-NPN with CAG and may select and register on a CAG cell of that PNI-NPN, if the CAG cell identity is contained in the UE’s Allowed CAG list.

We interpreted the below SA1 response to CT1 question from [2] acc. to interpretation ii) above. 
	On following question from CT1:

Question: When a CAG-supporting UE determines that Disaster Condition applies, and a PLMN can provide disaster roaming to the UE, is the UE without CAG configuration for the PLMN allowed to select and register on a CAG cell of the PLMN?

SA1’s answer is:

Answer: No.

Current CAG restrictions apply also during disaster conditions and roaming. As such, a UE without CAG configuration for a PLMN (even if it can provide disaster roaming) is not allowed to select and register on a CAG cell of that PLMN.


Furthermore, PNI-NPNs without CAG are handled in AS in the same way as public PLMNs, so that rejection of UEs which are not authorized to access a PNI-NPN without CAG will be handled on NAS level.

Due to above, we suggest to conclude that disaster roaming service can be provided by PNI-NPNs with/without CAG. To be on the safe side we can ask CT1 for final confirmation of the correct interpretation of their given response.

Proposal 2: RAN2 is asked to confirm that disaster roaming service can be provided by PNI-NPNs with/without CAG.
2.3 Impact on cell selection/reselection
In the reply LS [1] CT1 provided the following response to this issue:

	Question 2: RAN2 does not expect there is impact on cell selection/reselection and would like to confirm whether CT1 foresee any impact on cell selection/reselection due to MINT?

CT1 does not foresee any impact on cell selection or reselection due to MINT.


However, we still think that there will be impact on cell selection/reselection due to MINT. The reasons are:

At last RAN2#116-e meeting we agreed to broadcast in a new SIB the following information:
· A 1-bit flag that indicates (a) solely that the available PLMN is accessible for disaster inbound roamers or (b) that the available PLMN is accessible for disaster inbound roamers and all other PLMNs have disaster condition;
· A list of one or more PLMN(s) with disaster condition for which disaster roaming is offered by the available PLMN.
With this broadcast information a cell of a PLMN providing disaster roaming service notifies disaster roaming UEs about disaster condition of PLMN(s) and indicates accessibility for disaster roaming UEs. To our understanding this broadcast information will be sent in all cells which cover the area with the disaster condition. Therefore, presence of the broadcast information indicates that a cell is suitable to camp on for a disaster roaming UE. Correspondingly, absence of the broadcast information indicates that a cell is not suitable to camp on for a disaster roaming UE. Therefore, we think that in the definition of a suitable cell acc. to TS 38.304 as shown below, a new condition for disaster roaming UEs should be added.
Proposal 3: RAN2 is asked to update the cell suitability criteria for disaster roaming UEs.
	suitable cell:

For UE not operating in SNPN Access Mode, a cell is considered as suitable if the following conditions are fulfilled:

-
The cell is part of either the selected PLMN or the registered PLMN or PLMN of the Equivalent PLMN list, and for that PLMN either:

-
The PLMN-ID of that PLMN is broadcast by the cell with no associated CAG-IDs and CAG-only indication in the UE for that PLMN (TS 23.501 [10]) is absent or false;

-
Allowed CAG list in the UE for that PLMN (TS 23.501 [10]) includes a CAG-ID broadcast by the cell for that PLMN;

-
The cell selection criteria are fulfilled, see clause 5.2.3.2;
-
For disaster roaming UEs the cell is part of the disaster roaming service area of the selected PLMN.
According to the latest information provided by NAS:

-
The cell is not barred, see clause 5.3.1;

-
The cell is part of at least one TA that is not part of the list of "Forbidden Tracking Areas for Roaming" (TS 22.011 [18]), which belongs to a PLMN that fulfils the first bullet above.


2.4 UE support of the MINT feature in AS
To our understanding, the MINT feature is primarily a NAS functionality with limited impacts to AS. In AS a UE that supports MINT has to support the following functionalities: 

1. Acquisition of disaster related information in SIB

2. UAC based on Access Identity 3

According to TS 24.501 [7], subclause 4.24 below a UE that supports MINT stores the following information configured by network (i.e. HPLMN):
· the indication of whether disaster roaming is enabled in the UE, 
· the one or more "list of PLMN(s) to be used in disaster condition", 
· disaster roaming wait range and 
· disaster return wait range
	4.24
Minimization of service interruption
The UE and the network may support Minimization of service interruption (MINT). MINT aims to enable a UE to obtain service from a PLMN offering disaster roaming service when a disaster condition applies to the UE's determined PLMN with disaster condition.

If the UE supports MINT, the indication of whether disaster roaming is enabled in the UE, the one or more "list of PLMN(s) to be used in disaster condition", disaster roaming wait range and disaster return wait range provisioned by the network, if available, are stored in the non-volatile memory in the ME as specified in annex C and are kept when the UE enters 5GMM-DEREGISTERED state. Annex C specifies condition under which the indication of whether disaster roaming is enabled in the UE, the one or more "lists of PLMN(s) to be used in disaster condition", disaster roaming wait range and disaster return wait range stored in the ME are deleted.

…


From the above we conclude that from AS point of view the UE support of the MINT feature can be specified as a conditionally mandatory feature and can be described as follows:

For TS 38.306:

	Features
	Condition

	Minimization of service interruption
	It is mandatory to support UAC access barring check for Access Identity 3 and acquisition of broadcast disaster related information as specified in TS 38.331 [9] for UEs supporting MINT.


Likewise, for TS 36.306:

	7.11.x
Minimization of service interruption
It is mandatory to support UAC access barring check for Access Identity 3 and acquisition of broadcast disaster related information as specified in TS 36.331 [5], for UEs which are supporting MINT.



Proposal 4: RAN2 is asked to specify the UE support of the MINT feature in AS as a conditionally mandatory feature without UE radio access capability parameter.
Draft CRs to 38.306 [8] and 36.306 [9] have been submitted to specify the UE support of MINT feature as described above.
2.5 Alignment of MINT terminology

SA2 and CT1 are working on the stage 2 and stage 3 specification of MINT and have already agreed set of CRs for introducing the MINT feature in their specifications TS 23.501 [4], TS 23.502 [5], TS 23.122 [6], TS 24.501 [7]. In this context they introduced in their specifications terminology for MINT such as:
· Disaster Condition
· Disaster Inbound Roamer
· Disaster Roaming
· PLMN with Disaster Condition
· PLMN without Disaster Condition
· PLMN that provides Disaster Roaming service
On the other hand, in the endorsed 38.331 CR [3] the term “disaster PLMN” has been introduced in ASN.1 and field descriptions for SIBX, see below. We think the used term “disaster PLMN” is not meaningful and gives a wrong impression. Instead, the term “PLMN with Disaster Condition” should be used. In general, we suggest to align the MINT terminology used in AS specifications with the terminology used in NAS specifications as much as possible.
Proposal 5: RAN2 is asked to align the MINT terminology used in AS specifications with the terminology used in NAS specifications as much as possible.
	SIBX field descriptions

	commonDisasterPLMNs
A list of disaster PLMN(s) which can be commonly applicable to the PLMNs sharing the cell.

	applicableDisasterPLMNsList

A list indicating the applicable disaster PLMN(s) for the PLMNs of this cell. The first entry in this list indicates the disaster PLMN(s) that are applicable for the PLMN(s) in the first entry on plmn-IdentityList, the second entry in this list indicates the disaster PLMN(s) that are applicable for the PLMN(s) in the second entry on plmn-IdentityList, and so on. Each entry in this list can either be having the value oneBitApproach, commonDisasterPLMNs, or can contain a list of dedicatedDisasterPLMNs. If an entry in this list takes the value oneBitApproach, [TBD what happens]. If an entry in this list takes the value commonDisasterPLMNs, the applicable disaster PLMNs are those PLMNs indicated in the field commonDisasterPLMNs. If an entry in this list contains a list of dedicatedDisasterPLMNs, the applicable disaster PLMN(s) for the PLMN(s) corresponding to this entry are those provided in this dedicatedDisasterPLMNs.


3 Conclusion

In this contribution we have discussed some issues wrt the support of the MINT feature in AS and made the following proposals:
Proposal 1: RAN2 to confirm that if special Access Identities are configured to a UE that performs disaster roaming, the UAC barring configuration of valid special Access Identities takes precedence over Access Identity 3.

Proposal 2: RAN2 is asked to confirm that disaster roaming service can be provided by PNI-NPNs with/without CAG.
Proposal 3: RAN2 is asked to update the cell suitability criteria for disaster roaming UEs.
Proposal 4: RAN2 is asked to specify the UE support of the MINT feature in AS as a conditionally mandatory feature without UE radio access capability parameter.
Proposal 5: RAN2 is asked to align the MINT terminology used in AS specifications with the terminology used in NAS specifications as much as possible.
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