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1	Introduction
This paper elaborates further on the Location-related aspects and Tracking Area Code (TAC) handling in Non-Terrestrial Networks (NTN).
2	Discussion
2.1	Location-related aspects
At RAN2#115 (August 2021) RAN2 has sent multiple liaison statements concerning UE location reporting and use. Those were mainly targeting SA WG3 and the intention was to verify if the user consent shall be given prior to any reporting of UE’s location. It was also asked whether it is acceptable if the UE reports its coarse location before AS security is established (i.e. during the initial access). Our queries have been answered in [1][2][3]. In this section we analyse those response LSs and their impact on the remaining Rel-17 NTN work in RAN2.
In order to refresh everyone’s memory, we begin with providing the related agreements taken by RAN2 [4]:
	1. If SA3 replies with concern on reporting UE location with any granularity during initial access, RAN2 will revisit agreement/solution for reporting UE location during initial access.
2. UE coarse location information refers to coarse GNSS coordinates (FFS on the details, e.g. X MSB bits out of 24 bits of longitude/latitude or GNSS coordinates with ~2km accuracy). FFS if any enhancements to validate the UE’s coarse location information is needed. FFS whether this is only used in initial access or also in connected
3. If SA3 has no concern reporting coarse location during initial access, the coarse location information is reported in Msg5, i.e., via RRCSetupComplete/RRCResumeComplete message.
4. After AS security is established, gNB can obtain a GNSS-based location information from the UE using existing signalling method, i.e., by configuring includeCommonLocationInfo in the corresponding reportConfig. It is up to SA3 to decide whether User Consent is required before NW acquires location information from the UE in NTN. RAN2 discuss whether to send LS to SA3
5. If accepted by SA3, if the gNB has user consent to obtain UE location in NTN, reporting of finer location information/full GNSS coordinates in RRC_CONNECTED can be supported after AS security is enabled



As can be noticed in the agreement box, there were lots of IFs captured, showing dependencies on SA3. The LS responses received in [1][2][3] are somewhat sceptical and likely require at least some changes to the decisions made by RAN2.
Observation 1: Response LSs on user location reporting, received from SA3, require RAN2 to rediscuss and possibly change some of the related decisions.
First of all, let’s focus on the user consent, considered in [3]. The LS states such user consent may be required (in some countries/jurisdictions, for example), before the gNB can request the UE to report its location. SA3 has also indicated they are currently defining user consent related requirements, but NTN use cases was not specifically considered. Thus, if SA3 thinks user consent may be needed for NTN UE to report its location, RAN2 shall ask SA3 to study and specify related requirements.
Proposal 1: RAN2 asks SA3 to study and specify NTN-related requirements, assuming the user consent is essential for UE location information reporting.
However, RAN2 should also note one important difference compared to well-known user consent for MDT. In NTN user location reporting is actually essential for the entire system to operate, while for MDT this is ‘just’ for the purpose of logged data reporting (and related network diagnostics/optimization). Thus, user consent in NTN (if essential), shall be defined making sure the UE is not involved in any way directly in granting such consent and the gNB has ready-to-use consent when the UE location information is needed. How to ensure that is actually beyond RAN2 control, as this may concern NGAP/XnAP interfaces (i.e. consent can be provided in INITIAL CONTEXT SETUP REQUEST).
Proposal 2: Location information in NTN is essential for the whole system to operate. User consent shall not be required each time gNB needs UE location information, but shall be kept at the gNB as a part of UE Context provided by the CN. No new Uu impact is foreseen.
In the remaining two liaison statements [1][2] SA3 expresses further concerns, related to UE location reporting in unprotected manner. Among the others, it is claimed that:
· GNSS-based UE location information shall be provided after AS security is established as this ensures integrity protection
· SA3 claims location information derived at the network side is more reliable due to potential ‘UE misbehaving and GNSS spoofing’
· SA3 thinks there may be a privacy concern when UE sends unprotected location information and in their understanding it is better if UE does not send anything, as anyway such unprotected information is not a reliable source for the NW to perform AMF selection
As can be seen, RAN2’s assumptions regarding coarse location reporting during the initial access have been rejected and that does not seem to be a viable option.
Observation 2: SA3 has expressed concerns regarding privacy when UE reports its location information before AS security is established.
It has been clearly stated the network shall not trust when UE provides such location information before AS security and that information should not be taken into account in AMF selection process.
Observation 3: According to SA3, the location information reported by the UE before AS security is established shall not be trusted and taken into account in AMF selection process by the network.
[1] lists some of the identifiers (temporary and permanent) that definitely shall not be shared over radio interface at the initial access together with UE’s location. In our understanding, these are just the examples, while SA3 does not accept reporting UE location information which is bundled with any kind of identifier (which is actually essential for the NW to make use of what has been provided by the UE). SA3 did not state whether they think ‘coarse location’ is acceptable, so it shall be rather assumed that no UE location information at all is allowed at the initial access.
Observation 4: SA3 did not express their support for reporting any UE location information at initial access, including ‘coarse location’.
The lack of such reporting and in consequence the lack of UE location information at the NW side, may cause significant problems to RAN3, dealing with core network selection. It needs to be also noted that UE location information was also agreed to be used for TA estimation which could be helpful during random access, but also subsequently – after AS security is established. As can be noticed, there are multiple and non-negligible consequences of the lack of SA3 approval. 
Observation 5: The lack of UE location information at the network will negatively impact the core selection process. In addition, it makes impossible to use UE’s location for TA estimation before AS security.
Our paper submitted to user plane part of the WI [7]  outlines the details of this TA estimation for RACH use, which is actually another chapter of NTN story.  
So the potential consequences of the above will be as follows:
· The initial mapped Cell ID sent to CN before AS security could be incorrect. Correct mapping may be sent after AS security is established. SA2 and RAN3 shall confirm this is acceptable.
· gNB may select incorrect AMF. However, AMF may reject the UE and ask the UE to re-register.
As commented above, these aspects are in the hands of RAN3 and SA2. They have also received the liaison statements [1] [2][3], so there is no need to initiate a separate communication channel and send another LS to those working groups. To best of our knowledge, these WG will consider and address those issues.
Proposal 3: RAN2 acknowledges the lack of UE location information at the network during initial access can lead to incorrect Cell ID mapping or incorrect AMF selection. It is up to SA2 and RAN3 to decide if this is a big issue or acceptable in Rel-17.
2.2	TAC handling
At RAN2#116 just the following agreement related to TAC handling in NTN was made:
	RAN2 assumption:
1.	There will be max 12 TACs per NR NTN cell, including same or different PLMNs.



This assumption, jointly with more RAN2 background, has been described in the LS to SA2 [5].
In [6] it was proposed to associate a validity timer to each TAI in the SI such the UE knows when to check the SI to see whether the TAI is still present. The overhead associated with this is 16 bits per TAC, leading to a total of 12*16=192 bits. Of course, not all TAC validity timers will be present in SI continuously, but still the SI bit space needs to support 12 times 16 bits to address the worst case scenario.
Observation 6: the validity timer per TAC leads to an overhead of up to 192 bits.
There are two different cases we can analyse: a stationary UE and a moving UE. Starting with the stationary UE: this UE may see a different number of TACs broadcasted, where one TAC is the TAC actually belonging to the location the UE is at, so at least one TAC will always be present. This means a smart UE can monitor the TACs being broadcasted over time and find the TAC which belong to that area. After this initial phase the UE does not need to perform any TAU. 
Observation 7: A smart UE can select the correct TAC after a short initial time.
When the UE moves the TACs can change so the above cannot be applied. However it is considerably slower than the satellite, so even if the UE is not rereading the SI, eventually the cell will disappear and a cell reselection will happen, where the UE will read the SI. The UE will never get more than one cell away from the TAC it is registered to, as:
· Cell moves 7.5 km/s.
· If we assume that the current serving cell has removed the TAC the UE is on at t1. When will the next cell arrive at that spot?
· Worst case 2*R/7.5 seconds (R= cell radius in km), so worst case about R/4 seconds (on average about half of that). No matter how large the cell is, the UE will never be able to get more than 1 cell away.​
For paging the network knows that the UE may be moved slightly out of the cell and can page the neighboring cells. Note the network only needs to do that for the neighboring cells in one direction as it knows the direction of the satellite movement.
Observation 8: For moving UEs the network can escalate the paging to the neighbouring cell(s) in one direction.
Proposal 4: RAN2 concludes the validity timer for TAC is not supported for Rel-17 NTN as the overhead is large, gains questionable and alternative simpler solutions exist.
3	Conclusion
The following observations and proposals have been made in this paper:
Observation 1: Response LSs on user location reporting, received from SA3, require RAN2 to rediscuss and possibly change some of the related decisions.
Proposal 1: RAN2 asks SA3 to study and specify NTN-related requirements, assuming the user consent is essential for UE location information reporting.
Proposal 2: Location information in NTN is essential for the whole system to operate. User consent shall not be required each time gNB needs UE location information, but shall be kept at the gNB as a part of UE Context provided by the CN. No new Uu impact is foreseen.
Observation 2: SA3 has expressed concerns regarding privacy when UE reports its location information before AS security is established.
Observation 3: According to SA3, the location information reported by the UE before AS security is established shall not be trusted and taken into account in AMF selection process by the network.
Observation 4: SA3 did not express their support for reporting any UE location information at initial access, including ‘coarse location’.
Observation 5: The lack of UE location information at the network will negatively impact the core selection process. In addition, it makes impossible to use UE’s location for TA estimation before AS security.
Proposal 3: RAN2 acknowledges the lack of UE location information at the network during initial access can lead to incorrect Cell ID mapping or incorrect AMF selection. It is up to SA2 and RAN3 to decide if this is a big issue or acceptable in Rel-17.
Observation 6: the validity timer per TAC leads to an overhead of up to 192 bits.
Observation 7: A smart UE can select the correct TAC after a short initial time.
Observation 8: For moving UEs the network can escalate the paging to the neighbouring cell(s) in one direction.
Proposal 4: RAN2 concludes the validity timer for TAC is not supported for Rel-17 NTN as the overhead is large, gains questionable and alternative simpler solutions exist.
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