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SA2 assumed 5G MOCN architecture could be supported for 5G ProSe Layer-2 UE-to-Network Relay as described in clause 4.2.7.2 of TS 23.304, and asked RAN2 via the LS in R2-2111236 (i.e. S2-2107972) to confirm this assumption during last meeting cycle.

Based on the LS from SA2 (R2-2111236), RAN2 discussed the support of RAN sharing for the NG-RAN node for Rel-17 Layer-2 UE-to-Network Relay during RAN2#116e. Within the Reply LS to SA2 (R2-2111583), RAN2 clarified that “For Rel-17 U2N sidelink relay, RAN2 discussed whether RAN sharing can be supported for the NG-RAN node for Rel-17 Layer-2 UE-to-Network Relay. Unfortunately, no consensus was reached”.

There was a further discussion for the support of RAN sharing for SL relay during RAN#94e based on RP-213459, however there is no conclusion made. 

This paper further analyses this issue and proposes a way forward.  
Discussion 
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If the serving PLMNs of the 5G ProSe Layer-2 Remote UE and the 5G ProSe Layer-2UE-to-Network Relay are different then NG-RAN is shared by the serving PLMNs, see the 5G MOCN architecture in clause 5.18 of TS 23.501 [4].
In our understanding, there is no reason to exclude RAN sharing from RAN2 perspective, since RAN sharing has already been captured in SA2 spec for Rel-17 unless there is overwhelming specs effort foreseen from RAN2 side.
According to the concern made during the email discussion at last RAN2 meeting and the paper submitted to RAN#94e, the following issues were raised and then it would be good to do analysis one by one: 
· Mobility
· UAC, TAC and cell ID are parameters that can be PLMN specific, so it needs to be sorted out which ones are going to be used when relay UE establish a connection
· Security procedures (also affecting SA2/SA3) towards different CNs are not clear. 
· How is the Relay UE expected to set up PDU session towards a PLMN that is different from its RPLMN? The Remote UE’s choice of PLMN can’t dictate the Relay UEs PLMN selection. 
· There are no guarantees that the Remote UE’s selected PLMN would even be allowed for the Relay UE
· PLMN authorization for relaying

Mobility
For idle mode based mobility, Remote UE and Relay UE operate independently for both non-RAN sharing and RAN sharing scenarios, where Remote UE and Relay UE may have different RPLMNs. In case of RAN sharing, for connected mode based mobility for Relay UE, it follows the legacy behavior; for connected mode based mobility for Remote UE, there is no PLMN change during service continuity, which is true for both indirect-direct and direct-indirect path switch. 

UAC, TAC and cell ID issues
The current UAC-based cell barring mechanism is designed based on PLMNs. In SIB1, the parameter uac-BarringPerPLMN-List is defined within the uac-BarringInfo. The IE UAC-BarringPerPLMN-List provides access category specific access control parameters, which are configured per PLMN/SNPN as below: 
UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                                                                     OPTIONAL     -- Need S
}
In case of RAN sharing, we can expect that more UAC-BarringPerPLMN may be added depending on the number of PLMNs supported by RAN sharing. However we do not see the spec impact as the current value for maxPLMN (i.e. 12) as defined for one cell has already considered the case of RAN sharing.   
It should be noted that, as agreed by RAN2 before, legacy UAC mechanism would be reused for L2 relay operation, i.e. the U2N Remote UE performs unified access control as defined in TS 38.331. The U2N Relay UE in RRC_CONNECTED does not perform UAC for U2N Remote UE’s data. The legacy UAC has already supported the case of RAN sharing.
The same analysis can apply to TAC and cell ID. 

Security procedures
In case of RAN sharing or non-RAN sharing scenario, Remote UE and Relay UE run the security procedure independently. The key derivation should be dominated by the PLMN they selected. Although this is an area for SA3, we do not see any special handling needed for the case of RAN sharing. 
  
PDU session establish for RAN sharing
We think that Relay UE and Remote UE perform the PDU session establishment independently. Relay UE is only responsible to bridge the communication between the Remote UE and the gNB, and then Remote UE should establish the PDU session with its selected 5GC via legacy procedure. Such NAS layer procedure (i.e. PDU session establishment) is managed by SA2/CT1. 

Remote UE's PLMN selection in case of RAN sharing
During relaying operation in RAN sharing scenario, the selection of PLMN by Remote UE should be transparent to Relay UE, since this is out of Relay UE’s responsibility. In case of RAN sharing, the Remote UE may select a PLMN is that is different from the R-PLMN from Relay UE. We did not see a reason for Remote UE to ask Relay UE to approve its PLMN selection, or vice versa.  In practice, the PLMN serving the Remote UE may be different from the one serving the Relay UE.  In addition, the NAS based PLMN selection is not a discussion in RAN2 scope. 

PLMN based authorization
Meanwhile, from relay discovery perspective, the current procedure can already support the distribution of PLMN information during discovery procedure (governed by SA2). By the way, PLMN based authorization for relaying operation is supported regardless whether there is RAN sharing or not.   

Observation: Besides the issue on Q1 in LS R2-2111236 (i.e., how to deliver the non-serving PLMN related information), no extra RAN2 impact is foreseen to support RAN sharing scenario for L2 UE-to-Network relay.
Proposal:  RAN2 agree the support of RAN sharing scenario for L2 UE-to-Network relay and send the LS to SA2 to acknowledge their assumption to support RAN sharing 

Conclusion
The following proposals are made:
Observation: Besides the issue on Q1 in LS R2-2111236 (i.e., how to deliver the non-serving PLMN related information), no extra RAN2 impact is foreseen to support RAN sharing scenario for L2 UE-to-Network relay.
Proposal:  RAN2 agree the support of RAN sharing scenario for L2 UE-to-Network relay and send the LS to SA2 to acknowledge their assumption to support RAN sharing
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