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1. Introduction 
In RAN2#115e meeting, several agreements have been achieved with respect to UE location reporting during initial access and in connected mode:
Agreements:
1. If SA3 replies with concern on reporting UE location with any granularity during initial access, RAN2 will revisit agreement/solution for reporting UE location during initial access.
2. UE coarse location information refers to coarse GNSS coordinates (FFS on the details, e.g. X MSB bits out of 24 bits of longitude/latitude or GNSS coordinates with ~2km accuracy). FFS if any enhancements to validate the UE’s coarse location information is needed. FFS whether this is only used in initial access or also in connected

Agreements via email - via offline 102:
1. If SA3 has no concern reporting coarse location during initial access, the coarse location information is reported in Msg5, i.e., via RRCSetupComplete/RRCResumeComplete message.
2. [bookmark: _Hlk90384572]For coarse UE location reporting during initial access, the location granularity is not indicated to UE via SIB
3. Enhancements to validate the UE ’s coarse location information is not needed from RAN2 perspective. Whether this is needed by the network is up to other WGs.
4. After AS security is established, gNB can obtain a GNSS-based location information from the UE using existing signalling method, i.e., by configuring includeCommonLocationInfo in the corresponding reportConfig. It is up to SA3 to decide whether User Consent is required before NW acquires location information from the UE in NTN. RAN2 discuss whether to send LS to SA3
5. Aperiodic location reporting (e.g., via DCI) is not supported.
Working assumption:
1. Event triggered-based UE location reporting are configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED

Agreements via email - from offline 102 second round:
1. Send new LS to SA3 for the need of NTN specific user consent for obtaining UE location by gNB."

Agreements online:
1. If accepted by SA3, if the gNB has user consent to obtain UE location in NTN, reporting of finer location information/full GNSS coordinates in RRC_CONNECTED can be supported after AS security is enabled
2. Periodic location reporting can also be configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED. RAN2 discuss whether it is part of existing periodic measurement report configuration or a new configuration for periodic reporting of UE location.

Considering the SA3’s LSs [1][2][3] received by RAN2, this contribution further discusses how to handle the remaining issues on UE location reporting.
2. Discussion 
2.1 UE location reporting during initial access
In RAN2#115e meeting, RAN2 agreed that the coarse UE location reporting during initial access is supported. But one pre-requisite is that there is no security concern from SA3. In SA3’s reply LS [1], their view is as follows:
	[bookmark: _Hlk69931230]SA3 discussed the assumption of RAN2, and could not agree on specific security issues caused by the UE sending location information to the gNB. 
However, SA3 believes that allowing the UE to send unprotected location information will expose the UE to more risks than not sending it. If a permanent/temporary ID (e.g. SUPI/IMSI, 5G GUTI) is sent together with the location information unprotected at initial access, SA3 is of the view that there could be a privacy issue.
SA3 would also like to remind that the UE location information the network is relying on for AMF selection may not be reliable due to a lack of integrity protection.
Therefore SA3 recommends that RAN2 defines a solution that avoids sending unprotected UE location information to the gNB. 



While SA3 has not agreed any specific security issue, they still confirm that unprotected location information sent with UE ID could expose the UE and be a privacy issue. According to RAN2 agreement, the coarse UE location is reported in MSG5 in which the security mechanism has not been activated yet. And we see during initial access UE ID ng-5G-S-TMSI-Part1 is included in RRCSetupRequest message, ng-5G-S-TMSI-Part2 is included in RRCSetupComplete message, and S-TMSI is the shortened form of the GUTI.
Therefore, as there is the privacy issue, RAN2 needs to revisit the conclusion of supporting coarse location reporting. Since the granularity is not mentioned in SA3’s reply, and they focus on the unprotected issue during initial access, it’s not feasible to pursue any UE location reporting solution during initial access, e.g., with granularity larger than 2km.
Observation 1: according to SA3’s reply, there is a privacy issue if the unprotected location information and UE ID are sent together during initial access (i.e. before security is activated).
Proposal 1: the agreement on coarse UE location reporting during initial access is withdrawn, and no UE location information is reported to network during initial access (i.e. before security is activated). 
The reason why RAN2 discussed location reporting is to enable gNB to perform CGI remapping. At first RAN3 sent an LS (R3-207062) to RAN2 with two possible solution for how to broadcast the cell ID in Uu:
a)	On Uu, SIB content corresponds to momentary coverage area of a satellite beam related to the geographically fixed areas of TAs/Cells - irrespective of whether the beam is fixed or moving. 
b) 	The cell ID used on Uu SIB content (and probably on Xn) are decoupled from cell ID used on NG(N2). The respective mapping is performed in RAN. This requires gNB to acquire the UE’s location information.
In RAN2 #113bis-e meeting, those two approaches were discussed, and the conclusion was that RAN2 prefers approach (b) and will continue working assuming approach (b). In order to make approach b) work, gNB should know the location of UE at least in a granularity level as TN cell, and therefore, gNB can map the UE location to a cell ID, and then provides such cell ID to CN in User Location Information IE of Initial UE Message.
Since there is no way to report UE location to gNB during initial access, RAN2 may need to send a LS to RAN3 to inform this change.
Proposal 2: RAN2 to discuss whether to send a LS to RAN3 and inform that it’s not feasible to specify coarse UE location reporting during initial access in RAN2, since there is privacy concern from SA3 on unprotected information.

2.2 UE location reporting in connected mode
Regarding UE location reporting in connected mode, RAN2’s concern is whether current user consent for location reporting in MDT feature can be reused for NR NTN. According to SA3’s reply LS as below:
	[bookmark: _Hlk90397917]Depending on the local jurisdiction and its regulations, NTN specific user consent may be needed before gNB can configure the UE to report the UE location information. 
SA3 is currently introducing new requirements to TS 33.501 for user consent handling. Although such requirements are generic, they may need to be complemented in order to cover the different use cases, such as, in this context, the handling of user consent for UE location information for NTNs. SA3 has not yet studied how this user consent handling can be used specifically for the NTN use case.



A separate NTN specific user consent is needed before gNB can configure the UE to report the UE location information. And SA3 is already working on it.
Observation 2: A separate NTN specific user consent is needed before gNB can configure the UE to report the UE location information, and SA3 is supposed to work on it.
Since the user consent issue is addressed by SA3, RAN2 can continue the discussion on specification impact of UE location reporting in connected mode.
The first remaining issue is as follows:
1. Periodic location reporting can also be configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED. RAN2 discuss whether it is part of existing periodic measurement report configuration or a new configuration for periodic reporting of UE location.

After checking current TS38.331, the includeCommonLocationInfo can be configured in the corresponding reportConfig for both Event triggered reporting and Periodical reporting. And if it is configured and detailed location information that has not been reported is available, UE will set the content of commonLocationInfo of the locationInfo, and include locationInfo in MeasResults. It seems no NTN specific enhancement is necessary, and current mechanism can work well.
Proposal 3: RAN2 confirms R16 periodic location triggering/reporting can be reused in NTN.
Another remaining issue is to confirm the following working assumption which is also postponed by the user consent issue:
Working assumption:
2. Event triggered-based UE location reporting are configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED

As in current RRC running CR, Event D1 has been captured to support a distance event for triggering CHO, i.e., “Distance between UE and the PCell’s reference location becomes larger than absolute threshold1 AND the distance between UE and the Conditional reconfiguration candidate becomes shorter than absolute threshold2.” It’s beneficial to support Event D1 based location reporting, e.g., when network needs this information to prepare location based CHO.
Proposal 4: Event D1 based UE location reporting can be configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED.
 
3. Conclusion
In this paper, we further discuss the remaining issues on UE location reporting, and we have the following observations:
Observation 1: according to SA3’s reply, there is a privacy issue if the unprotected location information and UE ID are sent together during initial access (i.e. before security is activated).
Observation 2: A separate NTN specific user consent is needed before gNB can configure the UE to report the UE location information, and SA3 is supposed to work on it.
And we propose:
Proposal 1: the agreement on coarse UE location reporting during initial access is withdrawn, and no UE location information is reported to network during initial access (i.e. before security is activated). 
Proposal 2: RAN2 to discuss whether to send a LS to RAN3 and inform that it’s not feasible to specify coarse UE location reporting during initial access in RAN2, since there is privacy concern from SA3 on unprotected information.
Proposal 3: RAN2 confirms R16 periodic location triggering/reporting can be reused in NTN.
Proposal 4: Event D1 based UE location reporting can be configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED.
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