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1	Introduction
In this paper, we focus on potential impact in RAN2 specifications due to features driven by RAN3 and RAN1. In particular, we focus on the following:
· Reduction of service interruption (driven by RAN3)
· Introduction of new MAC CEs (driven by RAN1)

[bookmark: _Ref178064866]2	Reduction of service interruption (driven by RAN3)
The reduction of the service interruption at migration was one of the topics that was discussed in RAN3. In particular, RAN3 has agreed the following:
WA: Solution 1 for delivery of RRCReconfiguration over the source path in intra-donor migration is agreed. This WA can be revisited if RAN2 raises objections/remarks. 
Wherein the solution 1 implies that the RRCReconfiguration for the child IAB is buffered in the parent DU, and it is only sent to the child IAB when a prerequisite step is satisfied/performed.
There were other solutions on the table, e.g sol.2 according to which the RRCReconfiguration is stored at the IAB-MT of the child IAB node. In this case the RRCReconfiguration is executed by the child IAB node when an indication is received by the parent IAB node, for example via BAP signalling. This solution has the drawback of having larger RAN2 specification impact compared with the solution 1 since the IAB-MT is affected. For example, an indication of the buffering should be included in the RRCReconfiguration message indicating whether the message shall be stored. Additionally, it should be allocated a new UE/MT variable in RRC specification that allows to store the received configuration that should be executed when the parent migrates. Also new procedures should be included in the RRC specification to handle the scenarios in which the stored RRCReconfiguration message should be deleted. Finally, a BAP-level indication is needed for the parent node to indicate to the child node that the configuration can be activated.
On the other hand, solution 1 has the advantage of being transparent with respect to RRC, since only the DU part of the IAB node is impacted. Most important, the solution 1 has the advantage that it can be applicable also to the case of inter-donor full migration (which may happen in Rel.18). In that case in fact, the RRCReconfiguration message may also include new security keys to be adopted by UEs. Such RRCReconfiguration message may be delivered to UEs by the access node at migration without impact the UE implementation. Solution 2 instead would not be directly applicable to UEs, because the stored RRCReconfiguration message is executed only when a BAP indication is received, but UEs cannot comprehend BAP signalling.
[bookmark: _Toc92793234]The solution 1 that RAN3 has taken as working assumption does not impact RRC specification, and it can be applicable without impacting UEs implementation.
For the solution 1, it was pointed out in the email discussion [1] that there might be problems in case the CU generates a new RRCReconfiguration message for the child IAB node after the previous RRCReconfiguration message was stored by the parent IAB node. If the stored RRCReconfiguration message is not delivered to the child by the parent IAB node before the newly generated RRCReconfiguration message, there would be a gap in the PDCP SN that may stall the PDCP of the child IAB node, i.e. the child IAB node cannot deliver the newly received RRC message if it is not received the one before. However, we note first of all that this situation might be quite uncommon, since an IAB node is a static node that should not be reconfigured very often. Anyway, even if this situation happens there might be ways for the implementation to solve this problem. The CU is aware that there is a message with a certain PDCP SN intended for the child node stored at the parent node, and it can get around this issue by implementation. 
Given the above considerations, we propose the following:
[bookmark: _Toc92227258][bookmark: _Toc92793226]RAN2 confirms the RAN2 working assumption that solution 1 is used for the delivery of RRCReconfiguration over the source path in intra-donor migration.
[bookmark: _Toc92793227]The potential issue of solution 1 at the PDCP layer of the child IAB node is addressed by the network implementation.
RAN3 may need to further discuss when the RRCReconfiguration message should be delivered to the child IAB node. In our view, the delivery should occur when the parent IAB node completes the random access to the target cell associated to the stored RRCReconfiguration. The IAB-MT can for example inform the DU part of the IAB node that there is a migration towards a certain target cell, and the DU may decide whether to send the RRCReconfiguration message to the child or not. This is needed because for example the migration of the parent node can just be to another cell controlled by the same parent IAB node DU. In this case if the ancestor nodes of the child IAB node remain the same, there might be no need to for the child IAB node to be reconfigured. Hence, the IAB node DU might need to know the cell to which the IAB-MT is migrating. However, these aspects can be left to the IAB node implementation, and do not need to be specified.
In case of unsuccessful RA procedure (i.e., IAB-node failed to migrate) the buffered RRCReconfiguration message can be withheld (e.g. in case of successful reestablishment). 
[bookmark: _Toc92227259][bookmark: _Toc92793228]The delivery of the buffered RRCReconfiguration should be delivered by the parent IAB node DU to the child IAB node upon migration completion. The buffered RRCReconfiguration message may be withheld in case of successful reestablishment.
[bookmark: _Toc92793229]The interaction between the IAB-MT and the IAB-DU part of the migrating IAB needed to determine whether to deliver the RRCReconfiguration message to the child IAB node can be left unspecified.
In turn the child IAB node should deliver the retained RRCReconfiguration to its child IAB nodes when it receives the RRCReconfiguration from the parent IAB node.
[bookmark: _Toc92793230]The child IAB node delivers the retained RRCReconfiguration to its child IAB nodes upon receiving the RRCReconfiguration that was retained by the parent IAB node.
Since RRC is not impacted by the above procedures which just affects the DU, it is suggested capturing them in stage-2 specification or in TS 38.401 by RAN3
[bookmark: _Toc92227261][bookmark: _Toc92793231]When to deliver the buffered RRCReconfiguration by the parent IAB node DU to the child IAB node is specified either in TS 38.300 or in TS 38.401 up to RAN3 decision.
3	Introduction of new MAC CEs (driven by RAN1)
RAN1 has required RAN2 to introduce new MAC CEs related to the Rel.17 IAB [2].
Among these MAC CEs, some of them seem to be extensions of existing MAC CEs. That is the case of the provided guard symbols and desired guard symbols. For these two MAC CEs, RAN1 has indicated that new cases, i.e. case#6 and case#7, associated to different timing configuration has been introduced:
Related to the above, this is the RAN1 agreement from RAN1#107 that we should take into account:
	Agreement 
The following RAN1#106bis-e agreement is updated.
The MAC-CE signaling of Desired/Provided Guard Symbols is enhanced to optionally indicate the number of guard symbols required for switching between at least the following cases: 
· Case#6 MT Tx and [Case #7] DU [Tx]/Rx 
· Case#7 MT Tx (to support Case #7 at parent node) and DU Tx/Rx 
· A: Case #6 MT TX to/from Case #1 DU RX 
· D: Case #7 MT TX (to support Case #7 at parent node) to/from Case #1 DU RX 
· G: Case #7 MT TX (to support Case #7 at parent node) to/from Case #1 DU TX 
· (Working Assumption) H: Case #6 MT TX to/from Case #1 DU TX 



The legacy provided/desired guard symbols MAC CEs are only addressing the case#1. Hence, it suggested RAN2 introducing a new MAC CE to address these two scenarios. We also note that for these new scenarios, not all the combinations of MT TX/RX to/from DU TX/RX are supported. Only, the following scenarios are supported as indicated in the RAN1 Chairman notes:
· MT TX (Case-6) to DU RX (Case-1)
· DU RX (Case-1) to MT TX (Case-6)
· MT TX (Case-7) to DU RX (Case-1)
· DU RX (Case-1) to MT TX (Case-7)
· MT TX (Case-7) to DU TX (Case-1)
· DU TX (Case-1) to MT TX (Case-7)

This implies that signalling of 6 new numbers od guard symbols is needed for the new scenarios, and given the current size of the NmbGSi the MAC CE format should consist of 4 octets as the legacy one. Hence, to represent the Rel.17 desired/provided guard symbols, RAN2 needs to introduce a new table to describe the new switching scenarios and the associated number of guard symbols, and also to introduce 2 new eLCIDs for the Rel.17 provided and desired guard symbol MAC CE.

[bookmark: _Toc92793232]RAN2 to introduce in TS38.321 a new table for guards symbols to address the new Rel.17 relevant switching scenarios between the IAB-MT/IAB-DU operations defined by RAN1.
[bookmark: _Toc92793233]RAN2 to introduce two new eLCIDs for the new Rel.17 provided/desired guard symbols MAC CEs
4	Conclusion
In the previous sections we made the following observations: 
Observation 1	The solution 1 that RAN3 has taken as working assumption does not impact RRC specification, and it can be applicable without impacting UEs implementation.

Based on the discussion in the previous sections we propose the following:
Proposal 1	RAN2 confirms the RAN2 working assumption that solution 1 is used for the delivery of RRCReconfiguration over the source path in intra-donor migration.
Proposal 2	The potential issue of solution 1 at the PDCP layer of the child IAB node is addressed by the network implementation.
Proposal 3	The delivery of the buffered RRCReconfiguration should be delivered by the parent IAB node DU to the child IAB node upon migration completion. The buffered RRCReconfiguration message may be withheld in case of successful reestablishment.
Proposal 4	The interaction between the IAB-MT and the IAB-DU part of the migrating IAB needed to determine whether to deliver the RRCReconfiguration message to the child IAB node can be left unspecified.
Proposal 5	The child IAB node delivers the retained RRCReconfiguration to its child IAB nodes upon receiving the RRCReconfiguration that was retained by the parent IAB node.
Proposal 6	When to deliver the buffered RRCReconfiguration by the parent IAB node DU to the child IAB node is specified either in TS 38.300 or in TS 38.401 up to RAN3 decision.
Proposal 7	RAN2 to introduce in TS38.321 a new table for guards symbols to address the new Rel.17 relevant switching scenarios between the IAB-MT/IAB-DU operations defined by RAN1.
Proposal 8	RAN2 to introduce two new eLCIDs for the new Rel.17 provided/desired guard symbols MAC CEs
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