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[bookmark: _Hlk79117632][bookmark: _Ref178064866]In RAN#86, a SI was approved to determine and evaluate the minimum necessary specification updates to introduce NB-IoT/eMTC support for non-terrestrial networks (NTN), The description for the SI was updated in RAN#90 [1] and it was agreed to use the existing work on NR NTN captured in TR 38.821 [2] as a baseline. In RAN#92-e, a follow up WI was approved to specify NB-IoT/eMTC support for Non-Terrestrial Networks. The objectives of this WI within the context of RAN2 are as follows:Specify the following IoT NTN specific enhancements not covered by NR_NTN_Solutions WI agreements, according to Section 8 in TR 36.763:
-	Architecture:
-	Support for EPC
-	Mobility and Tracking Area:
-	Enhancements to tracking area management using the earth-fixed TA concept, considering both hard-switch and soft-switch options, where in the soft-switch option the network may broadcast more than one Tracking Area Code per PLMN.
-	Support of legacy (Rel-16) cell selection/reselection mechanisms without major enhancements. Minor adjustments to existing mobility mechanisms, such as a new parameter values, change to timing etc. can be considered to adapt functionality to NTN.

All cellular IoT features specified up to Rel-16 are supported for IoT NTN unless problems are found.
Specify the following enhancements re-using NR_NTN_Solutions WI agreements as a baseline, according to Section 8 in TR 36.763:
-	User Plane:
-	Enhancements to ra-ResponseWindowSize, mac-ContentionResolutionTimer, HARQ RTT timer, UL HARQ RTT timer, and sr-ProhibitTimer. 
-	Enhancements to RLC t-Reordering timer. 
-	Others:
-	Provisioning of ephemeris

-	Support of legacy (Rel-16) Handover and RLF/reestablishment mechanisms without major enhancements. For eMTC, Rel-16 LTE CHO procedure can be considered without major enhancements. Minor adjustments to existing mobility mechanisms, such as a new parameter values, change to timing etc. can be considered to adapt functionality to NTN.
-	Others:
-	Support of discontinuous coverage without excessive UE power consumption and without excessive failures / recovery actions. Minor enhancements to the existing power saving mechanisms e.g. DRX, PSM, eDRX, relaxed monitoring, and (G)WUS can be considered, and if found needed, specified, to support discontinuous coverage






In RAN2#116-e the following agreements were taken related to control plane:
	Agreements: 
· The AS layer indicates to NAS layer all of the received TACs for the selected PLMN.
· For quasi-earth fixed cell, UE should start measurements on neighbour cells before the broadcast stop time of the serving cell, i.e the time when the serving cell stops covering the current area, and the exact time to start measurements (inter and intra-frequency) is up to UE implementation. FFS to what extent this need to be covered in the TS. 
· Location-assisted cell reselection (e.g. as for NR NTN) is not supported for IoT NTN in rel 17.
· The use of hard TAC or soft TAC is up to network implementation in earth-fixed and earth-moving cells.
· Relaxed monitoring further enhancements are not considered for IoT NTN in rel-17.
· The serving cell ephemeris information (used for L1 pre-compensation) is signalled in a new SIB, which is NTN specific. 
· Update to serving cell ephemeris information does not affect the system information value tag and does not trigger System information modification procedure. How to trigger re-read of this information is FFS. FFS if the UE shall reacquire the new SIB when SI update is triggered.
· Updates to serving cell ephemeris information are not bound to the BCCH modification period.
· The timing information on when a serving cell is going to stop serving the area is broadcast in the same SIB as the ephemeris information.
· Broadcast of the timing information on when a serving cell is going to stop serving the area is only applicable to quasi earth fixed cell (not to moving cell).
· No enhancement to R16 RLF and RRC connection Re-establishment procedures are introduced in R17.  (this does not include handling of UL synchronisation loss which is FFS and does not include non continuous coverage).
· No extension to timers and constants is required for RLF and RRC connection Re-establishment.
· No need to extend the 10 s delay for actions upon reception of RRCConnectionRelease in NB-IoT.
· It is feasible to use the legacy barring bit to block legacy UEs, and it is possible to have a new bit that assumes the functionality of the old bit. It is FFS if it is needed to use the barring bit or whether other mechanism can be assumed (new band etc).
· No enhancement to R16 CHO are introduced in R17.






In this contribution we discuss control plane aspects for IoT NTN considering the following objective in the WID:
“Support of legacy (Rel-16) Handover and RLF/reestablishment mechanisms without major enhancements. For eMTC, Rel-16 LTE CHO procedure can be considered without major enhancements. Minor adjustments to existing mobility mechanisms, such as a new parameter values, change to timing etc. can be considered to adapt functionality to NTN.”
Location provisioning 
In NR NTN, one of the major issues that have been discussed and have involved countless LS to RAN3, SA2 and SA3 is that about reporting of the UE’s location to the network, core network location awareness, and potential privacy issues related to this. The network needs to know the (approximate) location of the UE in order to meet certain regulatory requirements (e.g. lawful intercept), or to select a core network in the correct country if the cell covers multiple countries. 
In RAN2#113-e, RAN2 started these discussions by sending an LS to RAN3, SA2, SA3, and SA3-LI ([4]). In the course of these discussions, RAN2 decided to develop a solution to report the UE location to the gNB, with a guaranteed accuracy of an area of ~2km radius (so-called “coarse location reporting”). The motivation behind this decision was that such an accuracy would be similar to the cell size in a terrestrial network, and thus should not give rise to any privacy concerns, even if being reported during initial access, before AS security is activated. In RAN2#115-e, RAN2 agreed that this coarse location should be some form of artificially coarse GNSS location (e.g. truncated coordinates, details are FFS). It is RAN2’s understanding that reporting of finer location information (e.g. full GNSS coordinates) in RRC_CONNECTED can be supported after AS security is enabled. RAN2 sent two further LS to RAN3, SA2, SA3, SA3-LI, and CT1, asking for general feedback on these procedures, and specifically if user consent would be needed for fine-grained location reporting in RRC_CONNECTED ([5] and [6]). 
No negative feedback was received from other groups. On the issue of user consent, SA3 could reply only that “specific user consent may be needed […] depending on the local jurisdiction and its regulations” ([7]). This means that RAN2 should proceed as envisaged, introducing coarse location reporting to be used during initial access, and the possibility to configure reporting of the full location information after AS security has been established with user consent.
For IoT NTN, the same regulatory requirements apply (e.g. lawful intercept) and the need to select a core network in the correct country. It seems thus beneficial to follow the NR NTN example and introduce the same solutions also for IoT NTN, however due there being no AS security for CP-IoT devices, the same solutions can be introduced where possible. This means that for UP-IoT devices the same solutions as for NR NTN can be used. 
[bookmark: _Toc92796210]RAN2 to introduce same high-level solution as NR NTN for User Plane CIoT EPS Optimisation devices - coarse location before AS security and full location report after AS security to eNB.

Since there is no AS security for CP-IoT devices, the same solutions cannot be relied on. There could thus be two potential options: 
· Only coarse location provisioning 
· This could be motivated if there is not as much of a need for the network to be aware of the full position, but there is a risk that this is not sufficient for regulatory purposes etc. 
· Coarse location sent to eNB and full location report sent to MME 
· This could be useful for the eNB to select the information report in ULI, but also allow the core network to get the full location information via the MME. 
For the case when there is no AS security available, we believe that it may be enough to rely on coarse location, but we think that it should be discussed in RAN2. 
[bookmark: _Toc92796211]If AS security cannot be established, RAN2 assumes it would be sufficient to provide coarse location.
The above proposals are from a RAN2 perspective. Since it is expected that RAN3 and SA2 will also discuss these issues, we believe that it could be good to inform RAN3 and SA2 on what RAN2 has concluded. 
[bookmark: _Toc92796212]Send LS to RAN3, SA2, SA3 and SA3-LI to inform them about RAN2 agreements location provisioning in IoT NTN.

Reporting location information
The proposals above are on a high-level, i.e. that the UE shall provide coarse and detailed location information depending on whether AS security is established. Once these high-level aspects have been concluded, one needs to discuss further on how the UE shall deliver such coarse and detailed location information. 
In NR NTN, the details on how to deliver the coarse and fine location information has been agreed: 
1. If SA3 has no concern reporting coarse location during initial access, the coarse location information is reported in Msg5, i.e., via RRCSetupComplete/RRCResumeComplete message.
1. If accepted by SA3, if the gNB has user consent to obtain UE location in NTN, reporting of finer location information/full GNSS coordinates in RRC_CONNECTED can be supported after AS security is enabled
2. Periodic location reporting can also be configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED. RAN2 discuss whether it is part of existing periodic measurement report configuration or a new configuration for periodic reporting of UE location.
1. After AS security is established, gNB can obtain a GNSS-based location information from the UE using existing signalling method, i.e., by configuring includeCommonLocationInfo in the corresponding reportConfig. It is up to SA3 to decide whether User Consent is required before NW acquires location information from the UE in NTN. RAN2 discuss whether to send LS to SA3
2. Aperiodic location reporting (e.g., via DCI) is not supported.
Working assumption:
1. Event triggered-based UE location reporting are configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED

This means that coarse location info will be delivered in RRCSetupComplete and RRCResumeComplete, and that fine location info will be delivered through the use of a feature introduced by SON/MDT through measurement configuration and reporting, where locationInfo can be included in measurement reports. 
For IoT NTN, we think that just like in NR NTN it would be reasonable to deliver the location info via RRC, thus we propose: 
[bookmark: _Toc92796213]All location info (coarse and detailed) is delivered via RRC.
NR NTN determined that coarse location info should be delivered before AS security is established, in the messages RRCSetupComplete and RRCResumeComplete, which is contradictory as AS security can be considered established when RRCResumeComplete message is transmitted. Regardless, for IoT whether AS security is established or not only depends on the message, but also whether the LTE-M or NB-IoT device is using the CP-IoT or UP-IoT. For the LTE-equivalent of RRCSetupComplete, RRCConnectionSetupComplete, AS security will never be established, so coarse location may be included here. 
[bookmark: _Toc92796196]AS security context has not been established when RRCConnectionSetupComplete message is transmitted.
[bookmark: _Toc92796214]Coarse location can be provided in RRCConnectionSetupComplete message.
If AS security has been established then it could be more useful if the UE would be able to deliver the detailed location information in relevant Complete-messages. This could for instance allow the eNB to faster send the relevant ULI and determine the correct cell identifiers without first delivering the coarse and then the detailed location information. 
[bookmark: _Toc92796197]In UP solution, it is possible for the UE to provide the detailed location information in RRCConnectionResumeComplete message since AS security would have been established.
For delivering the detailed location information, as explained above, NR NTN decided that measurement reporting framework will be utilized, and in LTE, there are similar abilities for the UE to report location info for MDT where the UE is configured to include locationInfo in the MeasResults. 
[bookmark: _Toc92796198]LTE has similar location reporting abilities through measurement report as was agreed to be utilized for NR NTN to report fine location info.
However it is not clear whether this can be reused for IoT NTN, due to the fact that NB-IoT does not support SON/MDT nor measurement reporting. Another point that could make this challenging is that NR NTN has introduced measurement event that are triggered based on location, which is yet to be discussed and likely not needed due to IoT use case where connections are generally shorter and devices are simpler, both for LTE-M and NB-IoT. 
[bookmark: _Toc92796199]NR NTN solution for reporting fine location may not be suitable for IoT use case.
Given that IoT NTN targets shorter transmissions, it would like be more beneficial for the eNB to either acquire the detailed location in one-shot request or piggy-backed on other messages. For one-shot request to acquire the detailed location info, we think that UE Information Request/Response could be utilized, which is already available for both LTE-M and NB-IoT. As explained above, for some Complete-messages such as RRCConnectionResumeComplete, AS security will be activated so that UE could potentially deliver the detailed location. Given that the above requirements depend on whether AS security is activated or not, we think that could be beneficial to allow detailed or coarse location info in Complete-messages. 
[bookmark: _Toc92796215]UE Information Request/Response procedure is used to deliver detailed location information after AS security has been established.
[bookmark: _Toc92796216]In UP solution, UE provides the detailed location information in RRCConnectionResumeComplete message.
Whether user consent for IoT NTN devices is needed may need to be discussed by SA3. For SON/MDT, our understanding is that user consent is not modelled in RRC, except for whenever locationInfo is included, there is always a condition ”if available”. We believe that the same principle can be used for IoT NTN when AS security has been established. An example of how this can be implemented is seen below in the procedures for setting RRCConnectionResumeComplete as well as in ASN1 code: 
------------- 36.331 -------------
5.3.3.4a	Reception of the RRCConnectionResume by the UE
The UE shall:
...
1>	set the content of RRCConnectionResumeComplete message as follows:
2>	set the selectedPLMN-Identity to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35] for E-UTRA/EPC and TS 24.501 [95] for E-UTRA/5GC) from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1;
2>	set the dedicatedInfoNAS to include the information received from upper layers;
2> if the UE is an NTN UE: 
	3> if AS security has been activated and fine location info is available: 
		4> set the ntn-LocationInfo to the fineLocationInfo
	3> else:
		4> set the ntn-LocationInfo to the coarseLocationInfo
...

RRCConnectionResumeComplete message
-- ASN1START
	
RRCConnectionResumeComplete-r13 ::= SEQUENCE {
	rrc-TransactionIdentifier				RRC-TransactionIdentifier,
	criticalExtensions							CHOICE {
		rrcConnectionResumeComplete-r13				RRCConnectionResumeComplete-r13-IEs,
		criticalExtensionsFuture					SEQUENCE {}
	}
}

...

RRCConnectionResumeComplete-v1610-IEs ::= SEQUENCE {
	measResultListIdle-r16				MeasResultListIdle-r15			OPTIONAL,
	measResultListExtIdle-r16				MeasResultListExtIdle-r16			OPTIONAL,
	measResultListIdleNR-r16			MeasResultListIdleNR-r16		OPTIONAL,
	scg-ConfigResponseNR-r16			OCTET STRING					OPTIONAL,
	nonCriticalExtension				SEQUENCE{ RRCConnectionResumeComplete-v17x0-IEs }						OPTIONAL
}

RRCConnectionResumeComplete-v17x0-IEs ::= SEQUENCE {
	ntn-LocationInfo-r17				NTN-LocationInfo-r17			OPTIONAL,
	nonCriticalExtension				SEQUENCE{}						OPTIONAL
}


-- ASN1STOP

NTN-LocationInfo message
-- ASN1START

NTN-LocationInfo-r17 ::=		CHOICE {
	coarseLocationInfo-r17			CoarseLocation-r17,
	fineLocationInfo-r17			LocationInfo-r10-IEs
}

-- ASN1STOP

	NTN-LocationInfo field descriptions

	coarseLocationInfo
This field is used to indicate the coarse location of the UE.  

	fineLocationInfo
This field is used to indicate the fine location of the UE, which is used only when AS security has been established.  


------------- 36.331 -------------
The above would likely function well in the case of connection setup and connection resume cases, but there are also other cases where it needs to be discussed whether the location information should be delivered. 
For connection re-establishment, it could be useful for the UE to report its location so that the eNB can reconfirm the cell identity, and if a connection re-establishment is occurring then it is likely due to radio-related failures, where it could also be useful to report its location. It should thus be discussed whether the UE should report the coarse location during the connection establishment procedure. We believe that it can be implemented in a similar way as in the case for RRC Connection Resume example above. 
Similarly for handover cases, there may also be a need to deliver the location info in the RRCReconfigurationComplete message so that neighbouring eNB can perform the correct mapping and redirect the UE to another MME if needed. 
[bookmark: _Toc92796217]RAN2 to discuss whether location information should be sent in the connection re-establishment complete and connection reconfiguration complete message.
Another case where it needs to be discussed whether location information should be delivered or not is during EDT or PUR procedure. It could be useful for the network to acquire either a coarse or detailed location in order to allow for the network to redo the mapping in case the UE has moved.  
[image: ]
Figure 1. MO EDT for Control Plane CioT EPS optimization
As in the figure 1, the eNB has to send the Initial UE message to MME. The ability to determine the correct MME might dependent on the deployment, such as whether there are separate MMEs in different countries, or whether it isLEO or GEO or the beam deployment. Given this there may be a need for location to be configurable. For UP-EDT, even though AS security might be active, coarse location could be sufficient. 
[bookmark: _Toc92796218]RAN2 to discuss whether location information should be sent during EDT procedure.


RRC Connection release delay
In section 5.3.8.3 in 36.331, it is specified that the UE shall wait for a certain period of time upon the reception of RRCConnectionRelease message and before proceeding with the connection release procedure and moving to Idle mode. This delay is either 1.25s for BL UEs or UEs in CE and 10s for NB-IoT or until lower layers indicate acknowledgement of the receipt of RRCConnectionRelease message by eNB:
1>for BL UEs or UEs in CE, delay the following actions defined in this subclause 1.25 seconds from the moment the RRCConnectionRelease message was received or optionally when lower layers indicate that the receipt of the RRCConnectionRelease message has been successfully acknowledged, whichever is earlier;
1> for NB-IoT, delay the following actions defined in this subclause 10 seconds from the moment the RRCConnectionRelease message was received or optionally when lower layers indicate that the receipt of the RRCConnectionRelease message has been successfully acknowledged, whichever is earlier.
NOTE 0: For BL UEs, UEs in CE and NB-IoT, when STATUS reporting, as defined in TS 36.322 [7], has not been triggered and the UE has sent positive HARQ feedback (ACK), as defined in TS 36.321 [6], the lower layers can be considered to have indicated that the receipt of the RRCConnectionRelease message has been successfully acknowledged.
The intention with this delay is to allow sufficient time for the UE to acknowledge the receipt of the RRCConnectionRelease message to the eNB and avoid any state mismatch between UE and eNB due to transmission errors in poor radio conditions. This means that:
· The UE has sent HARQ acknowledgement for RRC Release message and it does not receive an UL grant during drx-ULRetransmissionTimer.
· The eNodeB knows that the UE has gone to Idle mode and should be paged.

[bookmark: _Toc92796200]The RRC Connection Release timer was introduced to prevent state mismatch between eNodeB and UE.
In the context of terrestrial networks, the risk of state mismatch has already been discussed in [4], [5], [6]. In RAN2#116bis-e, the issue was brought up in [7] and the following agreement was taken for NTN:
· No need to extend the 10s delay for actions upon reception of RRCConnectionRelease in NB-IoT.
Indeed, the delay for NB-IoT is quite generous even in the presence of NTN’s long propagation delays. However, in case of BL UEs or UEs in CE, the current value of 1.25 s may be insufficient.
The message sequence diagram for the RRCConnectionRelease process is depicted below. It illustrates the worst-case scenario, i.e., when RLC Status Reporting has been triggered which involves the exchange of additional messages. The dashed red box encloses an example of a HARQ retransmission, and only HARQ retransmissions for the RLC Status report are considered. Each retransmission adds an additional RTT.

[image: ]
As noted above, the RRC release timer starts whenever the RRCConnectionRelease message is received. From this point, the process takes 1,5 RTTs to complete without any HARQ retransmissions. In GEO satellites scenarios with a RTT of 541 ms [2], the following graph shows an approximate calculation of this time for different amount of retransmissions and repetitions. Note that the number of repetitions is the same for each channel and that for a high number of repetitions this calculation takes into consideration the necessary transmission gaps in UL.

* The maximum number of repetitions in PUSCH is 256.
The graph shows how the current value of this timer is insufficient for even a small number of repetitions and retransmissions.
[bookmark: _Toc92796201]The RRC Connection Release timer for BL UEs or UEs in CE is insufficient for NTN with high propagation delay (GEO scenarios).
In conclusion, this timer can be considered as a fail-safe mechanism to prevent state mismatch during RRC Release and should account for at least 2 HARQ retransmissions. Given that this analysis has considered the worst-case scenario, we should ponder over the risk of state mismatch, the shorter propagation delay of LEO scenarios and the potential detrimental effect on battery consumption that a large value of this timer would cause. Thus, an acceptable solution could be to double the current value of the timer for NTN as it offers a good compromise and allows for up to 2 HARQ retransmissions and 128 repetitions.
[bookmark: _Toc92796219]RRC Connection Release timer is increased from 1.25 s to 2.5 s for BL UEs or UEs in CE operating in NTN.

System Information
System information design
Regarding system information design, there was an e-mail discussion held last meeting where it was discussed where information elements being introduced should be placed. It was agreed that the ephemeris should be provided in a new NTN-specific SIB.  
Furthermore in [12] RAN1 introduced a number of parameters that have yet to be implemented: 
· NTACommon (-NB)
· NTACommonDrift (-NB)
· NTACommonDriftVariation (-NB)
· ntn-ServingSatUL-SyncValidityDuration (-NB)
· EpochTime (-NB)
· TransmissionDurationPRACH/NPRACH-NB
· TransmissionDurationPUSCH/NPUSCH-NB
· TransmissionDurationPUCCH
· CellspecificK-offset (-NB)
· Kmac (-NB)

For implementing these parameters, it needs to be decided where they should be placed. The parameters related to TA common, sync validity duration as well as epoch time are all related to UL synchronization, i.e how the UE shall synchronize similar to the ephemeris information that has been implemented in NTN-specific SIB. For K-offset and K-mac, these parameters can also be implemented in NTN-specific SIB. 
[bookmark: _Toc92796220]Synchronization related parameters can be implemented as part of NTN-specific SIB.
The parameters TransmissionDurationPRACH/PUSCH/PUCCH/NPRACH/NPUSCH can be implemented as part of the configuration of each channel, which would mean that TransmissionDurationPUSCH should be implemented as part of the PUSCH-ConfigCommon and TransmissionDurationPUCCH should be implemented as part of the PUCCH-ConfigCommon. If RAN1 later decides that these can be configured UE-specifically, then the configuration can be added to -ConfigDedicated IE. 
[bookmark: _Toc92796221]Transmission duration parameters can be included as part of the respective channel configuration.

For reading the NTN specific system information it needs to be specified when the UE shall read the new SIB. In RRC_IDLE the NB-IoT UE is required to read MIB, SIB1-NB to SIB5-NB as well as SIB22-NB. For LTE-M UE in RRC_IDLE, the UE is required to read MIB, SIB1-BR to SIB8 and SIB29. The NTN-specific SIB contains some crucial information required to access an NTN cell, thus it should be required that the UE needs to read the NTN-specific SIB whenever the UE wants to access the cell.  
[bookmark: _Toc92796222]NTN UE should read NTN-specific SIB before accessing the cell.
However, the question is whether the UE is required to read the NTN-specific SIB when the UE camps on a cell. The reading of the NTN-specific SIB would be needed in order for the UE to acquire the t-Service, which is used for idle mode procedures, but the t-Service may not be a mandatory feature. For the other information, such as ephemeris, it could be beneficial for the UE to read the NTN-specific SIB, but it might not be required. We therefore suggest that it should be discussed whether RRC_IDLE UE is required to read NTN-specific SIB. 
[bookmark: _Toc92796223]Discuss whether RRC_IDLE NTN UE is required to read NTN-specific SIB.

Barring non-NTN IoT UEs
A UE performs cell selection/reselection procedures for (re)selecting a cell to camp on. When a better cell than the current serving (camping) cell or simply a “suitable cell” to camp on is found, based on whether concerned cell’s carrier frequency/RAT has precedence over other candidate cells’ carrier frequencies/RATs and/or cell’s quality exceeds a configured threshold with a higher ranking value or whether cell selection criterion S is fulfilled, the UE is synchronized with the cell’s downlink transmissions, ensures that up to date system information (that is relevant for UE’s operation) for the cell is stored in the UE, monitors the PDCCH for paging transmissions and monitors the channel quality to assess the cell’s suitability as a serving cell in relation to other cells to potentially camp on (by performing cell reselection).
When camping on a cell a UE that does not support NTNs may not be able to find out whether the cell is in a non-terrestrial network until relevant system information is acquired. It would be better if it is possible for a UE to identify whether a cell is suitable to camp on as soon as possible so that the candidate cell is ruled out quickly and the UE can refrain from acquiring whole system information. Considering that parameters associated with S criterion is provided in SIB1, it would be more efficient from UE power consumption and latency standpoint if the UE finds out whether the cell is an NTN cell, for example, once MIB or MIB and SIB1 are acquired. This could be detected by an NTN-capable UE by detecting that NTN-specific SIB is signaled. 
[bookmark: _Toc92796202]An implicit indication of NTN cell could be detecting scheduling of NTN-specific SIB.

In IoT NTN, in the last meeting (RAN2#116bis) the following was agreed: 
Agreements:
1. RAN2 thinks that a UE needs to know whether the network is a TN or NTN no later than SIB1 reception

However, the issue still remains for a (legacy) UE that does not support NTN but operates on the same frequency with NTN, as it will not be possible to acquire the relevant SIB or interpret the information associated with NTN in an acquired SIB. With no indication (which is comprehensible by such UE) that the cell is an NTN cell, the legacy UE may decide to camp on that cell and in case random access procedure is triggered, keep on trying to establish a connection with no success due to e.g., invalid TA.
[bookmark: _Toc92796203]There has to be means for legacy UEs to avoid attempting to connect to a NTN

One way of solving this problem, is if all NTN cells are barred for legacy devices. In SIB1 there is already such an indication in cellBarred. The legacy UE would thus read the SIB1 and then see that the cell is barred, and then it would be specified that this indication should be ignored. This behavior can be specified either in RRC or the idle mode specifications. 
SystemInformationBlockType1 message
-- ASN1START

SystemInformationBlockType1-BR-r13 ::=	SystemInformationBlockType1

SystemInformationBlockType1 ::=		SEQUENCE {
	cellAccessRelatedInfo				SEQUENCE {
		plmn-IdentityList					PLMN-IdentityList,
		trackingAreaCode					TrackingAreaCode,
		cellIdentity						CellIdentity,
		cellBarred							ENUMERATED {barred, notBarred},
		intraFreqReselection				ENUMERATED {allowed, notAllowed},
		csg-Indication						BOOLEAN,
		csg-Identity						CSG-Identity			OPTIONAL	-- Need OR
	},
	cellSelectionInfo					SEQUENCE {
		q-RxLevMin							Q-RxLevMin,
		q-RxLevMinOffset					INTEGER (1..8)			OPTIONAL	-- Need OP
	},
	p-Max								P-Max						OPTIONAL,			-- Need OP
	freqBandIndicator					FreqBandIndicator,
	schedulingInfoList					SchedulingInfoList,
	tdd-Config							TDD-Config					OPTIONAL,	-- Cond TDD
	si-WindowLength						ENUMERATED {
											ms1, ms2, ms5, ms10, ms15, ms20,
											ms40},
	systemInfoValueTag					INTEGER (0..31),
	nonCriticalExtension				SystemInformationBlockType1-v890-IEs	OPTIONAL
}

...

SystemInformationBlockType1-r17-IEs ::=	SEQUENCE {
	cellBarredNTN-r17						ENUMERATED {barred, notBarred}    OPTIONAL,
	...
}

...


-- ASN1STOP

	SystemInformationBlockType1 field descriptions

	...

	cellBarred, cellBarred-CRS
barred means the cell is barred, as defined in TS 36.304 [4]. For a UE in a Non-Terrestrial Network, this element is ignored. 

	cellBarredNTN
barred means the cell is barred for a UE in a non-terrestrial network, as defined in TS 36.304 [4].

	...



We thus propose that this solution is used to ensure that legacy TN UEs do not attempt to access NTN cells. 
[bookmark: _Toc92796224]A UE that supports NTN ignores the cellBarred parameter provided in SIB1 and checks a parameter introduced to indicate the barring status for UEs that support NTN instead.
SIB acquisition during cell reselection in IoT NTN
Cell reselection is a mechanism for mobility in RRC Idle and RRC Inactive states. The UE finds the best cell to camp on based on some criteria such as priority, ranking and cell accessibility. Similar to initial cell search, UE searches for SS blocks to find the best cell to camp on. When the received power of a neighbouring SS block exceeds the received power of serving cell SS block by a certain configured threshold, the UE acquires SIB1 of the new cell to determine whether it is allowed to camp on that particular cell. Once it is confirmed that it is allowed to camp on the cell, UE acquires rest of the system information upon cell reselection.
Typically, an IoT device finds itself in the same cell when it wakes up to monitor for paging especially considering that it is either stationary or it has low mobility. However in a NTN, when serving satellite is categorized as low earth orbit (LEO) or medium earth orbit (MEO), it is very likely that the UE wakes up in a cell other than the serving cell when it wakes up to monitor for paging. This means that the UE would need to acquire a new set of system information every time it wakes up if the paging DRX cycle is, for example larger than ~10 seconds since cell switches would be quite frequent due to moving satellites. It would be beneficial to check whether such frequent acquisition of system information has a significant impact on UE power consumption and hence battery lifetimes.
[bookmark: _Toc92796204]In a NTN when serving satellite is categorized as low earth orbit (LEO) or medium earth orbit (MEO) it is very likely that the UE wakes up on a cell other than its last serving cell when it wakes up to monitor for paging.

[bookmark: _Toc92796205]The UE would have to acquire a new set of system information every time it wakes up causing large UE power consumption.

In order to avoid UE from acquiring full system information after cell reselection considering that it is very likely to have yet another cell reselected soon or next time the UE wakes up to monitor for paging and that the UE may not need to access the network due to pending data in the uplink, it would be beneficial if the UE could know to what extent system information from the old cell would still apply in the new cell. If it is possible to come up with a set of parameters that can be considered as essential parameters for the UE to know when camping on a cell unless it attempts for random access to establish an RRC connection, the network may indicate which of those parameters are configured differently in the cell within, for example, a tracking area. Note that it is not actually necessary to consider a tracking area, any other set of cells grouped with an ID would also be fine. To determine whether a UE should acquire full system information in a new cell, the UE would need to check whether the cell belongs to the same tracking area. 
This could in principle be done via indicating the ID of the cell group, e.g., tracking area code, in the MIB Currently the MIB only has 4 and 9 spare bits for LTE-M and NB-IoT respectively, and tracking area code in LTE, if used, is a 16-bit identifier, thus it would not be possible to insert the tracking area code as it is unless only a set of least significant bits is considered. 
[bookmark: _Toc92796225]RAN2 intends to introduce a mechanism to reduce the need to acquire full system information after cell reselection unless UE intends to access the network.

There are a couple of options for indicating the ID of a cell group, e.g., tracking area code, where essential information can be considered to have the same configuration: 
1. Use the spare bits or repurpose fields in MIB to indicate the ID of a cell group, e.g., a subset of bits indicating the tracking area code. 
2. Introduce a new SIB, scheduled by the MIB, that only indicates the essential parameters configured differently in the cell with respect to the neighboring cells needed information. 

[bookmark: _Toc92796226]RAN2 to discuss how to indicate the ID of a cell group where parameters providing essential information are provided with the same configuration. 

Synchronization handling
Radio link Failure and uplink time alignment
Radio link failure is a procedure that is triggered in a wide range of scenarios, including detecting radio signals below a threshold, failure to deliver an RLC PDU, failure to perform random access, failure to complete a handover procedure etc. In some cases a timer is first started at the detection of some problems, where upon Radio Link Failure is initiated, and in some times the Radio link failure is started directly. As an example, the RLF based on maximum number of retransmitted RLC PDUs is triggered directly when the maximum is received and while receiving the out-of-sync indications triggers a timer after which the RLF is started. The procedure after having been triggered is that the UE may store certain information related to the RLF and then either trigger RRC re-establishment or move to RRC_IDLE. 
The maintenance of the uplink time alignment is described in 36.321. this is a MAC procedure where a timer with a configurable duration is (re-)started every time the UE receives a timing advance command. Upon expiry, the UE will release all uplink resources such as PUCCH, SRS, SR and flush all HARQ buffers. The UE will then perform random access to regain the synchronization. 
Uplink sync validity
Regarding the handling of uplink synchronization validity duration, RAN1 has had extensive discussions and in the Appendix the full set of agreements are listed. The purpose of the timer is to ensure that the UE is uplink synchronized due the UE performing synchronization autonomously, which is different from current LTE/NR synchronization where the network is responsible for the synchronization. If it is not synchronized, it should not be transmitting and thus interfering with the system. 
Typically, when introducing a new timer for a new purpose, it is good to clarify the following: 
1. (Re-)Starting the timer
According the RAN1 agreements, the timer is started and re-started at the Epoch time of the assistance information. This means that the UE reads both serving satellite ephemeris and common TA parameters and start the timer at the also signalled epoch time. 
2. Expiry of timer
The main discussions regarding the timer have been regarding the action at the end of the timer. In the agreements, several items have been discussed to be done by the UE upon timer expiry, where RAN1 has yet to reach a conclusion: 
a. A new RLF-like procedure where the UE goes to idle mode. 
b. Re-acquiring satellite ephemeris and common TA. 
c. Performing random access. 
c. Signaling the validity timer about to expire. 
Here, we will briefly analyze the aforementioned alternatives and options. 
As explained in section 5.1, if RLF is used at the expiry of the uplink validity timer, with the current procedures the RLF would trigger RRC Connection re-establishment. This would mean a complete re-establishment, i.e., re-gaining system information, performing random access, releasing resources, performing cell selection and sending the RRC Connection re-establishment. The question is whether these procedures are suitable given that the problem is that the UE does not have the correct system information. 
[bookmark: _Toc92796206]RLF-like procedures trigger Connection re-establishment procedure.
[bookmark: _Toc92796227]Expiry of the validity timer does not trigger RLF and Connection re-establishment.
Looking at the maintenance of the uplink time alignment in MAC Section 5.2 [13], where resources are released if the UE does not receive a TA command for a configured interval, we find that this procedure already is quite similar to what we want to achieve for the uplink synch validity timer. This is because when the uplink synch validity timer expires, the UE should still be synchronized in the downlink as otherwise the UE would have already performed RLF given legacy RLF requirements. 
[bookmark: _Toc92796207]If uplink synch validity timer expires, the UE is still synchronized in the downlink unless RLF is triggered for other reasons.
As the uplink validity timer is restarted when reading the ephemeris and common TA parameters, it seems more suitable that the UE does exactly this instead of triggering RLF. Our suggestion is thus that upon expiry the UE releases uplink resources and then starts another timer where the UE shall read the NTN-specific SIB so that the uplink validity timer can be re-started.  
[bookmark: _Toc92796228]The expiry of the uplink validity timer triggers a separate timer where the UE shall attempt to read the ephemeris and common TA. Upon expiry of this timer the UE goes to RLF and if UE successfully acquires the ephemeris and common TA, the validity timer is re-started and the UE can continue using uplink resources. During the timer the UE is not allowed to use uplink resources. 
3. During the duration of the timer
In some cases, there are specific RAN2 procedures or actions that should not be performed while a timer is running. From the RAN1 agreements, the timer is such that the UE may proceed with normal procedures during the duration of the timer, and once the timer is not running the procedures would be different. 
[bookmark: _Toc92796208]No specified actions during the duration of validity timer.
4. Duration of the timer
The duration of the timer is configurable by the network which in the latest agreement has durations from 5 to 240 seconds. 
5. Modelling of the timer
Timers mainly exist in RRC and MAC in RRC or MAC. As the uplink validity timer is started at Epoch time after NTN-specific SIB, it seems reasonable that the procedure is modelled in RRC where also the release of uplink resources can be modelled as well as notifying lower layers to perform random access.  
[bookmark: _Toc92796229]RAN2 to discuss where the validity timer is modelled – RRC or MAC.


GNSS validity 
For the GNSS validity RAN1 has made a number of agreements regarding a new procedure to report the validity of the latest GNSS fix. The UE will autonomously determine the validity duration of a GNSS fix and report this to the network, where the duration is from 5 seconds to 120 min and also includes infinity. The agreement also states that the UE in connected mode should go back to idle mode and re-acquire GNSS position fix if GNSS becomes outdated, but it is unclear if this should be a procedure associated with the validity duration. It is also not clear what is the intended use of the timer for the network or if there will be any stage 3 text describing how the UE autonomously acquires the GNSS fix and starts this “timer” or if it is completely up to UE implementation. It could be intended that RAN2 should specify all of the UE actions here. 
[bookmark: _Toc92796209]A lot of the aspects of the GNSS validity duration are unclear, such as UE action upon end of validity duration, network actions and the start of the validity duration.
Given the few details in the LS, for Release 17 we tend to believe that a lot of these aspects can be left to UE implementation. The specification would thus not treat the GNSS validity duration as timer that has a duration and a specific action at the expiry.  Furthermore how the UE determines the GNSS validity duration the actions of the UE upon the end of the validity duration could for instance be up to UE implementation. Therefore we propose to discuss what part of the GNSS validity should be left to UE implementation.   
[bookmark: _Toc92796230]RAN2 to discuss what aspects of GNSS validity that should be left to UE or network implementation. 
While some of the aspects are unclear, it is clear that RAN2 needs to introduce some way of reporting the GNSS validity duration, therefore we propose that GNSS validity duration is reported via RRC
[bookmark: _Toc92796231]GNSS validity duration is reported via RRC.

6	Conclusion
In this contribution we discuss connected mode mobility for IoT NTN considering the following objective in the WID:
“Support of legacy (Rel-16) Handover and RLF/reestablishment mechanisms without major enhancements. For eMTC, Rel-16 LTE CHO procedure can be considered without major enhancements. Minor adjustments to existing mobility mechanisms, such as a new parameter values, change to timing etc. can be considered to adapt functionality to NTN.”

The following observations have been made: 
Observation 1	AS security context has not been established when RRCConnectionSetupComplete message is transmitted.
Observation 2	In UP solution, it is possible for the UE to provide the detailed location information in RRCConnectionResumeComplete message since AS security would have been established.
Observation 3	LTE has similar location reporting abilities through measurement report as was agreed to be utilized for NR NTN to report fine location info.
Observation 4	NR NTN solution for reporting fine location may not be suitable for IoT use case.
Observation 5	The RRC Connection Release timer was introduced to prevent state mismatch between eNodeB and UE.
Observation 6	The RRC Connection Release timer for BL UEs or UEs in CE is insufficient for NTN with high propagation delay (GEO scenarios).
Observation 7	An implicit indication of NTN cell could be detecting scheduling of NTN-specific SIB.
Observation 8	There has to be means for legacy UEs to avoid attempting to connect to a NTN
Observation 9	In a NTN when serving satellite is categorized as low earth orbit (LEO) or medium earth orbit (MEO) it is very likely that the UE wakes up on a cell other than its last serving cell when it wakes up to monitor for paging.
Observation 10	The UE would have to acquire a new set of system information every time it wakes up causing large UE power consumption.
Observation 11	RLF-like procedures trigger Connection re-establishment procedure.
Observation 12	If uplink synch validity timer expires, the UE is still synchronized in the downlink unless RLF is triggered for other reasons.
Observation 13	No specified actions during the duration of validity timer.
Observation 14	A lot of the aspects of the GNSS validity duration are unclear, such as UE action upon end of validity duration, network actions and the start of the validity duration.

Based on the discussion in the previous sections we propose the following:

Proposal 1	RAN2 to introduce same high-level solution as NR NTN for User Plane CIoT EPS Optimisation devices - coarse location before AS security and full location report after AS security to eNB.
Proposal 2	If AS security cannot be established, RAN2 assumes it would be sufficient to provide coarse location.
Proposal 3	Send LS to RAN3, SA2, SA3 and SA3-LI to inform them about RAN2 agreements location provisioning in IoT NTN.
Proposal 4	All location info (coarse and detailed) is delivered via RRC.
Proposal 5	Coarse location can be provided in RRCConnectionSetupComplete message.
Proposal 6	UE Information Request/Response procedure is used to deliver detailed location information after AS security has been established.
Proposal 7	In UP solution, UE provides the detailed location information in RRCConnectionResumeComplete message.
Proposal 8	RAN2 to discuss whether location information should be sent in the connection re-establishment complete and connection reconfiguration complete message.
Proposal 9	RAN2 to discuss whether location information should be sent during EDT procedure.
Proposal 10	RRC Connection Release timer is increased from 1.25 s to 2.5 s for BL UEs or UEs in CE operating in NTN.
Proposal 11	Synchronization related parameters can be implemented as part of NTN-specific SIB.
Proposal 12	Transmission duration parameters can be included as part of the respective channel configuration.
Proposal 13	NTN UE should read NTN-specific SIB before accessing the cell.
Proposal 14	Discuss whether RRC_IDLE NTN UE is required to read NTN-specific SIB.
Proposal 15	A UE that supports NTN ignores the cellBarred parameter provided in SIB1 and checks a parameter introduced to indicate the barring status for UEs that support NTN instead.
Proposal 16	RAN2 intends to introduce a mechanism to reduce the need to acquire full system information after cell reselection unless UE intends to access the network.
Proposal 17	RAN2 to discuss how to indicate the ID of a cell group where parameters providing essential information are provided with the same configuration.
Proposal 18	Expiry of the validity timer does not trigger RLF and Connection re-establishment.
Proposal 19	The expiry of the uplink validity timer triggers a separate timer where the UE shall attempt to read the ephemeris and common TA. Upon expiry of this timer the UE goes to RLF and if UE successfully acquires the ephemeris and common TA, the validity timer is re-started and the UE can continue using uplink resources. During the timer the UE is not allowed to use uplink resources.
Proposal 20	RAN2 to discuss where the validity timer is modelled – RRC or MAC.
Proposal 21	RAN2 to discuss what aspects of GNSS validity that should be left to UE or network implementation.
Proposal 22	GNSS validity duration is reported via RRC.
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