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Introduction
In the last RAN2#116-e meetings [1], there were some discussions and conclusions on the preparation for R17 UE capabilities and the conclusions as follows: 
	For Rel17 NR UE caps:
Aim to Work on mega CRs (one mega CR for TS38.306 and one for TS38.331) to incorporate all RAN1/RAN4 feature groups. ​There could be exceptions, case by case.
RAN2 should only implement the feature groups from the RAN1 and 4 feature list without any FFS (no highlighted yellow, [] and marked as FFS/TBD) into the CRs. Also Caps that are dependent on FFS Caps should not be implemented.
Include an annex containing the RAN2 determined UE capabilities in the feature list format in the running UE capability CRs (similar to annex containing RAN2 agreements) for easy compilation into the TR38.822 in the later stage.
For capabilities developed in R2, WIs will provide input to the mega CR.


As per conclusions, in this contribution, the RAN2 determined UE features and capabilities for Rel-17 NPN WI will be discussed and summarized.
Discussion
The Layer 2/3 feature list contains the following features specified as part of Rel-17 NPN WI:
· support SNPN with subscription or credentials by a separate entity,
· support UE onboarding and provisioning for NPN, and
· IMS voice and emergency services for SNPN
2.1 Need of UE capability for support SNPN with subscription or credentials by a separate entity
RAN2 agreed the relevant indicators for support SNPN with subscription or credentials by a separate entity and GIDs are broadcasted in SIB1. In addition, there is no impact on connected mode mobility, and the network would not transfer the information to the UE through dedicated signaling.
	RAN2#113bis-e[2]:
The following assumptions in last meeting are confirmed as agreements,
The new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
GIDs are broadcasted per SNPN in network sharing scenarios.
RAN2#115-e[3]:
RAN2 confirms that there is no impact on connected mode mobility when accessing an SNPN through CHs (was already assumed). 
RAN2 didn’t identify a need for modification to access control for SNPN access using external credential (could be discussed in other groups)


Based on the above agreements, there is no need for explicit capability to inform RAN network that the UE supports or expects to access SNPN with subscription or credentials by a separate entity.
Proposal 1: There is no need to introduce a separate AS UE capability for supporting SNPN with subscription or credentials by a separate entity.
As specified in section 5.30.2.9 of TS 23.501 [4], SNPN may support UE access using credentials owned by a Credentials Holder separate from the SNPN, and support primary authentication based on the UE subscription data and UE's SUPI. We understand that the SNPN may be aware of UE capability for support to access using credentials by separate entity based on the UE subscription. And whether to introduce a separate NAS capability for this feature is up to SA2/CT1. 
	[bookmark: _Toc91148593]5.30.2.9	SNPN connectivity for UEs with credentials owned by Credentials Holder
[bookmark: _Toc91148594]5.30.2.9.1	General
SNPNs may support UE access using credentials owned by a Credentials Holder separate from the SNPN. In this case the Session Management procedures (i.e. PDU Sessions) terminate in an SMF in the SNPN.
When an SNPN supports UE access using credentials assigned by a Credentials Holder separate from the SNPN, it is assumed that is supported homogeneously within the whole SNPN.
Credentials Holder using AAA Server for primary authentication and authorization is described in clause 5.30.2.9.2 and Credentials Holder using AUSF and UDM for primary authentication and authorization is described in clause 5.30.2.9.3.
[bookmark: _Toc91148595]5.30.2.9.2	Credentials Holder using AAA Server for primary authentication and authorization
The AUSF and the UDM in SNPN may support primary authentication and authorization of UEs using credentials from an AAA Server in a Credentials Holder (CH).
-	If the UDM decides that the primary authentication is performed by AAA Server in CH based on UE subscription data and UE's SUPI, which is de-concealed by UDM from the SUCI received from AUSF, then the UDM instructs AUSF that primary authentication by a AAA server in a CH is required, the AUSF shall discover and select the NSSAAF, and then forward EAP messages to the NSSAAF. The NSSAAF selects AAA Server based on the domain name corresponds to the realm part of the SUPI, relays EAP messages between AUSF and AAA Server (or AAA proxy) and performs related protocol conversion. The AAA server acts as the EAP Server for the purpose of primary authentication.


Observation 1: Whether to introduce a separate NAS UE capability for UE access using credentials by a separate entity is up to SA2/CT1.
2.2 Need of UE capability for support onboarding and provisioning for NPN 
RAN2 has agreed the indicator for onboarding and GIDs are broadcasted in SIB1. And the UE will send an indication for onboarding to the gNB in RRCSetupComplete message to support AMF selection. In addition, there is no impact on connected mode mobility, and the network would not transfer the information to the UE through dedicated signaling.
	RAN2#113-e[5]:
Broadcast a 1-bit indication for onboarding per O-SNPN.
R2 assumes that the 1-bit indication for onboarding is in SIB1.
The UE sends an indication for onboarding to the gNB at RRC Connection Establishment (intention to support AMF selection).
RAN2#113bis-e[2]:
No UE impact on connected mode mobility for onboarding.
A new onboarding indication is included in RRCSetupComplete message.
There is no need to introduce an onboarding request indication in RRC messages for UEs in RRC_INACTIVE. 


Since the UE will send an indication for onboarding to the gNB in RRC signaling, there is no need for a separate AS capability to inform network that the UE supports onboarding.
Proposal 2: There is no need to introduce a separate AS UE capability for onboarding and provisioning for NPN.
As specified in section 5.30.2.10 of TS 23.501 [4], a UE can be enabled to support onboarding, and shall be pre-configured with default UE credentials and ON-SNPN selection information. Thus, we think that a NAS UE capability may be needed to indicate the support for onboarding, and it is up to SA2/CT1.  
	5.30.2.10.2.4	UE Configuration Aspects
A UE enabled to support UE Onboarding, shall be pre-configured with Default UE credentials, and the UE may be pre-configured with ON-SNPN selection information.
NOTE 1:	The content of the ON-SNPN network selection information depends on UE implementation and can include SNPN network identifiers and/or GIN(s).


Observation 2: Whether to introduce a separate NAS UE capability for support onboarding is up to SA2/CT1.
2.3 Need of UE capability for IMS voice and emergency services for SNPN 
RAN2 agreements on IMS voice and emergency services for SNPN are as follows, the new IE for the support for emergency services is broadcast in SIB1. This feature mainly impacts on “acceptable cell” for idle and inactive mode UEs, and has no impacts on connected mode UE.
	RAN2#113-e[4]:
The voiceFallbackIndication field in RRCRelease and MobilityFromNRCommand is not applicable to SNPN cells.
RAN2#116-e[1]:
The new IE for the support for emergency services will be per SNPN and broadcast in SIB1. 
An SNPN cell is considered an “acceptable cell” if it supports emergency services. 
There is no prioritization between cells with or without PWS support for the selection of “acceptable cells”.


Based on the above agreements, there is no need for explicit capability to inform network that the UE supports or expects to access SNPN for IMS voice and emergency services.
Proposal 3: There is no need to introduce a separate AS UE capability for SNPN for IMS voice and emergency services.
Conclusions
The observations and proposals for UE capabilities for SNPN.
Proposal 1: There is no need to introduce a separate AS UE capability for supporting SNPN with subscription or credentials by a separate entity.
Observation 1: Whether to introduce a separate NAS UE capability for UE access using credentials by a separate entity is up to SA2/CT1.
Proposal 2: There is no need to introduce a separate AS UE capability for onboarding and provisioning for NPN.
Observation 2: Whether to introduce a separate NAS UE capability for support onboarding is up to SA2/CT1.
Proposal 3: There is no need to introduce a separate AS UE capability for SNPN for IMS voice and emergency services.
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