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1	Introduction
New WID to introduce support for NTN connectivity for eMTC and NB-IOT in WID RP-211601. RAN2 has agreed on the essential requirements for IoT-NTN connectivity until RAN2-116e. 
In RAN2-116bis meeting system information change notification for TA soft-switch was partly agreed with need for notification for TAC removal kept as open point for further discussion. The UE acquisition related procedures for new IoT-NTN SIB which is based on validity timer also needs to be clarified for the UE behaviour related to change of specific parameters in the SIB.  IoT NTN UE maintains multiple new timers for uplink synchronisation, GNSS Fix validity. Impact of maintenance of these factors and timeout scenarios requires further discussion and conclusion.  Need for location reporting via RRC signalling for improved NTN operation also requires conclusion.  In this discussion paper we analyse these open points and provide our observations and proposals.
2	Discussion
2.1	Remaining Issues for Soft TA Switching
According to RAN2 agreements in earlier meeting related to soft TA switching, system information update notification procedure is not used for TAC update for TAC addition. Need for system information update procedure for TAC removal is yet to be concluded in RAN2.
To conclude on whether system information update is needed for TAC removal, impact of not informing the system information change for TAC removal and also alternative means to mitigate the impacts should be analysed. Considering the fact that most of the IoT devices are expected to be stationary or low mobility, impact to these devices can be evaluated first. For stationary UE on one side of tracking area boundary, the UE will see change in serving cell to new NTN cell covering its tracking area but will be broadcasting another tracking area which is meant for the earlier tracking area served by the cell. As the registered tracking area of the UE is part of new system information the UE will not trigger tracking area update procedure. When the new cell completely enters into new tracking area the old TAC will be removed. This update is not essential for the stationary UE in the current tracking area as the serving TA is not modified for the UE.  Similar behaviour is also applicable for the UE in other side of tracking area where the new TAC is added when the NTN cell start serving new TA region. This change is not relevant for the stationary UE as its TAC is not changed in system information. When the cell moves out the UE will reselect to new cell which also broadcast its current TAC. And when TAC is removed in system information these UE are not served by the cell which already exit the coverage of the UE.
Observation 1: TAC removal during TA soft switch scenario is not required for stationary UE in the tracking area boundary.
For the UE which also changes the tracking area boundary along with the moving cell in similar speed, if the TAC removal is not notified to the UE, UE will still think that it is in the coverage of old tracking area but it has actually moved to new tracking area. In this case, paging towards the UE may fail as the new tracking area of the UE is not known to the network. But triggering system information update to resolve this issue for mobile UE will false wake-up stationary UE to read system information change which will not have any further impact on this UE.
Observation 2: System Information update for TAC removal is needed only for specific mobile scenarios. Triggering system information update for TAC removal have significant energy consumption issue for stationary UE.
Based on the above observations, it is preferred to avoid system information update notification for TAC removal also for TA soft switch scenario. Fast moving UE can have its implementation to read system information or MIB in predefined intervals to acquire the modified system information to ensure that it has registered the right tracking area with the core network.
Proposal 1: System Information update notification procedure is not used to inform TAC update on TAC removal.
Inclusion of time of system information update for new tracking area and timer duration until removal of the tracking area is another alternative to mitigate the impact of not triggering system information update for removal of TAC. But this will lead to inclusion of more parameter in system information which have limited space only for essential parameters. Hence we propose not to consider further system information changes related to TA soft switch scenario.
Proposal 2: Additional parameters are not included in system Information related to TA list management for IoT-NTN.
2.2	Differentiation of IoT and IoT-NTN Access to network
Whether IoT-NTN network should have capability to control access from terrestrial IoT devices or not was discussed in last RAN2 meeting but the need to have the capability and required changes were not concluded.  As the synchronisation and master information blocks of IoT-NTN reuses the IoT network channels it is possible that terrestrial IoT device without additional capability for timing pre-compensation may camp to this network but without possibility to make use of the cell.  To avoid these UE camping onto the IoT-NTN cell some system information changes may be required. But whether IoT-NTN devices and IoT terrestrial devices can operate in same band needs to be analysed prior to decide on having additional changes for the same. Possibility of deployment of IoT-NTN on the terrestrial IoT operating bands for the initial release needs to be confirmed from operators. If this is not essential for Rel-17 the additional parameter for NTN specific access can be introduced in later releases.
Proposal 3: Differentiation for access control of terrestrial IoT device and NTN device via system information is not considered in Rel-17.

2.3	System Information acquisition of new IoT-NTN SIB

In RAN2-116e following agreements were made for new system information for IoT-NTN. New system information message includes serving cell ephemeris information for L1 pre-compensation and this SIB also includes the timing information on when the serving cell will stop further transmission.
The serving cell ephemeris information (used for L1 pre-compensation) is signalled in a new SIB, which is NTN specific. 
Update to serving cell ephemeris information does not affect the system information value tag and does not trigger System information modification procedure. How to trigger re-read of this information is FFS. FFS if the UE shall reacquire the new SIB when SI update is triggered.
Updates to serving cell ephemeris information are not bound to the BCCH modification period.
The timing information on when a serving cell is going to stop serving the area is broadcast in the same SIB as the ephemeris information.
Broadcast of the timing information on when a serving cell is going to stop serving the area is only applicable to quasi earth fixed cell (not to moving cell).

As the new system information contents will get updated frequently for ephemeris information the changes in this system information needs to be obtained regularly by UE based on validity timer rather than notification or value-tag from network as per above agreements.
The common TA information which is needed for uplink synchronisation also will be part of the new system information as per RAN1 agreements. 
In IoT NTN, we understand there is no mechanism that mandates the UE to read the ephemeris and/or Common TA at specific time instants or with a specific frequency. In fact, some UEs may have a more advanced propagator model, and hence would read the SIB less frequently than other UEs which may have less accurate models for the tracking and predicting of the satellite movement. Anyhow, the UE will need to read the SIB at least not too late, so that it can restart the validity timer before the validity duration from the previous SIB reading expires.
Proposal 4: RAN2 to confirm it is UE’s implementation to decide when to read the SIB in RRC_IDLE state in order to restart the validity timer before the validity duration from the previous SIB reading expires. 
In case if the network changes the information other than ephemeris information and common TA parameters in the new SIB such as the timer information indicating stop of serving cell transmissions, if the UE only reads after its validity timer expires, there may be out of sync between the values between UE and network during this time. This will impact UE uplink synchronisation and also triggering of cell reselection. This problem can be mitigated if the paging for system information notification includes additional information that it is meant for new SIB contents. 
Proposal 5: Change of information not related to ephemeris and common TA parameters can trigger system information notification procedure with additional indication in the paging message itself.

2.4	Handling of UL Synchronisation validity timer and timer expiry
RAN1 has discussed validity timer for UL synchronization for several meetings in IoT NTN WI as well as NR NTN WI. According to RAN1 discussions, a validity timer is defined as the maximum time during which the UE can apply the acquired information without having acquired new one. 
	RAN1-106 meeting agreement:
· A validity duration configured by the network for satellite ephemeris data indicates the maximum time during which the UE can apply the satellite ephemeris without having acquired new satellite ephemeris.



Per RAN1 agreements reached in RAN1-107 meeting (copy as below), RAN1 has concluded many aspects on validity timer for UL synchronization.
	[bookmark: _Hlk92452930]Validity timer for UL synchronization:
 Agreement
The serving satellite ephemeris and common TA related parameters are signalled in the same SIB message and have the same epoch time.
 Agreement
A single validity duration for both serving satellite ephemeris and common TA related parameters is broadcast on the SIB.
 Agreement
Validity timer for UL synchronization should be started/restarted with configured timer validity duration at the epoch time of the assistance information.
 Agreement
Validity timer duration is configured per cell and indicated to the UE in X bits with:
· Value range {5, 10, 15, 20, 25, 30, 35, 40, 45, 50, 55, 60, 120, 180, 240}
· Unit is second
· FFS Additional values for GEO



Based on above, we have the following observations:
Observation 3: The validity duration is broadcasted on the SIB, and is defined as the maximum time during which the UE can apply the acquired information without having acquired new one.
Observation 4: A single validity timer is used for both serving satellite ephemeris and common TA related parameters. The serving satellite ephemeris and common TA related parameters are signalled in the same SIB message and have the same epoch time.
Observation 5: The validity timer should be started/restarted with configured timer validity duration at the epoch time (i.e. time when the information can be first applied) of the serving satellite ephemeris and common TA related parameters.
 
At RAN1-106bis meeting, following agreement was reached as well. Please note the agreement is for NR NTN but we think it is common for IoT NTN.
	Agreement:
The UE assumes that it has lost uplink synchronization if new or additional assistance information (i.e. serving satellite ephemeris data or Common TA parameters) is not available within the associated validity duration.
· FFS: details on how to acquire new or additional assistance information



Observation 6: The UE assumes that it has lost uplink synchronization if new or additional assistance information (i.e. serving satellite ephemeris data or Common TA parameters) is not available within the associated validity duration.
The ephemeris information and common TA parameters are very important for UE time and frequency synchronization. The accuracy of them will directly impact on the accuracy of the UL synchronization. After the validity time expires, the previously acquired ephemeris and common TA may be already inaccurate because of UE movement or satellite perturbation. If UE still wants to do UL transmission, new acquisition for ephemeris and common TA should be done to guarantee UL synchronization before any UL transmission. When ephemeris and common TA are not valid, it means UL sync for UE is missed and UE should stop UL transmission before achieving new one.
Observation 7: When the validity timer is expired, the UE should stop UL transmission before achieving new ephemeris information and common TA related parameters.
Given it is UE’s implementation to guarantee re-read SIB within validity timer to make sure its ephemeris and common TA are valid, and the update of SIB (containing ephemeris and common TA) does not trigger SI modification procedure, the eNB is not able to know the exact time of the most recent acquisition of ephemeris (or Common TA) information by the UE and consequently know when the validity timer would expire.
Furthermore, the IoT devices are half-duplex. Therefore, there are limitations on when the UE can read SIB. For example, if UE is scheduled with UL transmission repetitions, it cannot read the SIB for latest ephemeris and common TA during the transmission period. Even the NW broadcast ephemeris/common TA via SIB in a reasonable frequency, the UE cannot guarantee it can always maintain the validity timer (i.e. no timer expiry happens at all) due to NW scheduled UL transmissions which may collide with SIB reading.
Observation 8: The eNB has no knowledge of the time when the validity timer expires in UE if there is no feedback from UE regarding the validity timer status.
The lack of knowledge of the eNB about whether or not the UE is or will be at a certain point in time outside of the validity duration could be problematic for network performance. Consider the eNB scheduling a UE for PUSCH transmission, and the UE does not have valid ephemeris/Common TA information (to calculate UE-specific TA or to perform UL Doppler frequency compensation). Or, correspondingly, consider a UE being scheduled with PDSCH, but which cannot provide HARQ-ACK feedback on the PUCCH/PUSCH because of not having a valid ephemeris/Common TA information (any more). In such case the UL transmission will be dropped by UE. From this point of view, the eNB and UE must have a common understanding on the validity timer for satellite ephemeris and common TA. Without common understanding, the blindly schedule by NW will cause failure since the UE may have lost its UL synchronization.
Observation 9: There would be unexpected operation of UE for eNB scheduling if there is no common understanding on validity timer status between UE and the eNB, causing scheduling failure after expiration of the validity timer.
Proposal 6: RAN2 to confirm if there is no common understanding on validity time status between UE and eNB, it will cause scheduling failure after expiration of the validity timer. 
One may argue that the duration of sporadic short transmission is no longer than the “validity timer for UL synchronization”, hence it is sufficient if the eNB know the validity duration at the time of initial access and there is no need for UE to further report validity timer status after that. 
	Agreement:
· Satellite ephemeris read on SIB are valid for the duration of sporadic short transmission in RRC_CONNECTED.
· Common TA parameters if indicated and read on SIB are valid for the duration of sporadic short transmission in RRC_CONNECTED.
· Note: The duration of the short transmission is not longer than the “validity timer for UL synchronization” referred to in the WID objective (but which still needs further discussion for specifying further details)



However, even for sporadic short transmission, the data transmission may not be completed within the validity timer because the UE may be scheduled to start the data transmission in any time within the validity timer. If the data transmission is started/scheduled near the end of the started validity timer, it may not be able to complete the data transmission within the validity timer. (i.e. The fact that the data transmission time is less than the length of the validity timer does not mean that the data transmission can be completed within the validity timer, as they have different starting points). 
Please note there are plenty of UEs served in one NTN cell. It is possible network scheduling one UE much later than the start of the validity timer considering e.g. traffic congestion in the cell, number of UEs with data in the buffer etc. Also, the UE’s packet may be divided into several MAC payloads consider the limited TBS can be supported in scheduling (e.g. link adaptation). It is network scheduling along with status of cell, status of UE, which cannot be known in advance for the system performance. Then, it cannot be guaranteed that the UE’s packet can be completed in the validity timer, and no one can guarantee that in advance. So, a common understanding will be needed on the status of validity timer between UE and network.
Observation 10: Even for sporadic short transmission, the data transmission may not be completed within the validity timer since it is totally up to NW scheduling decision based on cell load and UE status.
Based on analysis and observations above, we propose:
Proposal 7: There should be a common understanding on validity timer status between UE and network, which should be specified in IoT NTN even for sporadic short transmission. The eNB must know whether the UE is within the validity duration or whether the validity timer has expired or is about to expire soon at the UE side.
One way to reach a common understanding between UE and network is that when UE reads a new satellite ephemeris/Common TA data, UE should inform network via UE reporting so that both UE and network reset the validity timer and keep common understanding. Like Time Alignment Timer (TAT) maintenance, a similar design can also be used for validity timer for satellite ephemeris/common TA reading. However, signalling overhead for UE reporting should be considered. Another way to reach a common understanding between UE and network and avoid undesirable situations as mentioned above, is that the UE sends an “alert signal” to the eNB, informing that it will lose synchronization soon, The UE knows its validity timer state combined with the SIB transmission configuration and can therefore predict whether it is about to lose synchronization soon. This “alert signal” will inform the eNB to stop any traffic that causes UL transmissions immediately or with short notice to acknowledge and inform the UE that scheduling will stop. 
Therefore, we recommend that RAN2 discusses on how the UE reports on its validity status to the network to ensure that a common basic understanding can be reached and to avoid that UL transmissions get lost. 
Proposal 8: RAN2 to discuss how UE reports the validity timer status to network to ensure a common understanding of the validity timer between UE and network.
When the validity timer is expired for UE in RRC Connected mode, in LS [1], RAN1 provides some possible way-forward and ask RAN2 to specify the UE behavior. The topic has been discussed in RAN2-116 meeting [2], there are three options on table:
· Option 1: UE triggers RLF based on a new RLF timer (e.g., t317) for synchronization recovery. 
· Option 2: UE re-acquires the SIB and triggers RACH procedure to recover from UL out of synchronization.
· Option 3: UE explicitly notifies the network about the expiry of validity timer and the network will release the UE to RRC_IDLE state.
In our view, Option2 is straightforward. It has less impact to specification. When the validity timer expires, it is only the UL synchronization that is unavailable, but the DL synchronization is kept. The UE should stay in RRC_CONNECTED mode which is similar to the maintenance of uplink time alignment when UL synchronization status is “non-synchronised”. After the timer expiry, UE should reacquire the SIB to read the latest ephemeris and common TA. If the UL synchronization status is recovered, UE should inform the NW, it can be done via a contention free random access based on network configuration (e.g. CFRA as indicated by PDCCH order) or CBRA initiated by UE. Additionally, it will reduce the latency and power/resource consumption if RRC CONNECTED mode can also be kept considering it is not a wireless failure but just assistance information update.
For Option1 and Option3, where UE goes back to IDLE mode and initiate a new random access, it will result in long latency and power/resource consumption which could be an issue for IoT UE. 
Proposal 9: To save power and resource consumption, once the validity timer has expired, UE should remain in RRC Connected mode. The UE can therefore read the new ephemeris data for UL synchronisation and report it to the network (e.g. via CFRA as indicated by PDCCH order or CBRA initiated by UE).

2.5	Handling of GNSS fix validity
[bookmark: _Hlk92194184]Similar to ephemeris and common TA, the GNSS information is important for UE automatic T/F synchronization which should be used for UL transmission. According to RAN1 discussion, a GNSS validity duration is defined as the maximum time during which the UE can apply the acquired GNSS information without having acquired new one. After the GNSS validity duration expires, the previously acquired GNSS may be already inaccurate (i.e. outdated) because of UE movement or satellite perturbation. If UE still wants to do UL transmission, new acquisition for GNSS should be done to guarantee UL synchronization before any UL transmission.
Observation 11: When the GNSS validity duration is expired, the UE should stop UL transmission before achieving new GNSS information.
In LS [3], RAN1 inform RAN2 to take the following RAN1 agreements into consideration to specify the aspects related to GNSS position validity.
	· For sporadic short transmission, UE in RRC_CONNECTED should go back to idle mode and re-acquire a GNSS position fix if GNSS becomes outdated 
· The UE autonomously determines its GNSS validity duration X and reports information associated with this valid duration to the network via RRC signalling.
· X = {10s, 20s, 30s, 40s, 50s, 60s, 5 min, 10 min, 15 min, 20 min, 25 min, 30 min, 60 min, 90 min, 120 min, infinity}
· Note: The duration of the short transmission is not longer than the “validity timer for UL synchronization” referred to in the WID objective (but which still needs further discussion for specifying further details)



Among above, RAN1 mentioned the duration of the short transmission is no longer than the “validity timer for UL synchronization”. Similar to the discussion in validity timer for ephemeris and common TA, even for sporadic short transmission, the data transmission may not be completed within the GNSS validity duration because the UE may be scheduled to start the data transmission in any time within the validity duration. (i.e. The fact that the data transmission time is less than the length of the GNSS validity duration does not mean that the data transmission can be completed within the validity duration, as they have different starting points).
Observation 12: Even for sporadic short transmission, the data transmission may not be completed within the GNSS validity duration since it is totally up to NW scheduling decision based on cell load and UE status.
In addition, RAN1 agreed that the GNSS validity duration is determined by UE autonomously and the UE should report the information associated with valid duration to the NW via RRC. We understand NW and UE will have a common understanding on the start time and expire time of the GNSS validity duration, which is to facilitate the NW to schedule the UE based on whether it is capable for UL transmission.
Observation 13: UE should report the GNSS validity duration to NW via RRC. NW and UE will have a common understanding on the GNSS validity duration status, to facilitate the NW to schedule the UE based on whether it is capable for UL transmission.
Based on the common understanding of the GNSS validity duration, the eNB can exactly know whether the scheduling decision is feasible. That is, if the short data transmission can be completed within GNSS validity duration, then eNB may continue to schedule the UE. Otherwise, eNB may skip scheduling this UE. This is because RAN1 agreed the UE will go to RRC idle when the GNSS validity duration expired (i.e. UE in RRC_CONNECTED should go back to idle mode and re-acquire a GNSS position fix if GNSS becomes outdated). Obviously, it will bring restrictions on NW implementation especially for short GNSS validity duration (e.g. 10 seconds). 
In our understanding, before idle UE do initial access to NW, UE should read the GNSS to acquire the GNSS positioning fix. So, UE should report the GNSS valid duration in Msg3/Msg5 or subsequent UL RRC messages.
Proposal 10: UE should report the GNSS valid duration in Msg3/Msg5 or subsequent UL RRC messages.
However, if UE only reads the GNSS before initial access, the NW has limited scheduling opportunity for the UE to transmit limited data size because when the GNSS validity duration expired the UE will go RRC idle. In this case, if there is still left data in buffer, UE has to perform initial access again. It not only restricts the NW scheduling, but also waste UE’s power for repeat RACH in order to transmit the remaining data which is not good for IoT device.
Observation 14: Since the UE in RRC_CONNECTED should go back to idle mode when GNSS becomes outdated, if UE only reads the GNSS before initial access it will not only restrict NW scheduling but also waste UE’s power. 
One possible implementation to remove the restrictions is that, the UE should be kept in the GNSS validity status when UE is in RRC Connected state. This requires UE update the latest GNSS validity status (e.g. via GNSS validity duration report) to NW before the previous validity duration expired, which is similar to the TAT timer maintenance in legacy.
Proposal 11: For UE in RRC Connected mode, the GNSS validity should be kept in order to complete the data transmission before the UE go back to idle state.

2.6	Location reporting via RRC
At RAN2#115 (August 2021) RAN2 has sent multiple liaison statements concerning UE location reporting and use those were mainly targeting SA WG3 and the intention was to verify if the user consent shall be given prior to any reporting of UE’s location. SA3 have provided the answers to the questions in [4], [5] and [6]. Though it is for NR NTN, we think it can be applied for IoT NTN as baseline.
In the LS response [4], SA3 confirm NTN specific user consent may be required (in some countries/jurisdictions, for example), before the RAN can request the UE to report its location. In the LS response [5] and [6], SA3 express further concerns, related to UE location reporting in unprotected manner. Among the others, it is claimed that:
· GNSS-based UE location information shall be provided after AS security is established as this ensures integrity protection.
· SA3 thinks there may be a privacy concern when UE sends unprotected location information.
Based on SA3 responses, it is our understanding that, if the AS security is established (to avoid unprotected location information) and the NTN specific user consent is stored in RAN/eNB, then eNB can request UE report its location. 
Proposal 12: For UE in RRC Connected mode, eNB can request UE to report its location if the AS security is established and the NTN specific user consent is stored in the eNB.
In discussion paper [7], we concluded that NW could configure UE to report the UE location for the purpose of TA (Timing Advance) reporting in connected mode. RRC signalling is used to report UE location information and the content of UE location is finer location information/full GNSS coordinates.
In addition, similar to NR NTN, we understand the reported UE location can be used for Cell ID mapping in earth moving cell and MME selection which is requested by RAN3 and SA2. 
Proposal 13: For IoT NTN, RRC signalling is used to report UE location. The reported UE location can be used for Cell ID mapping, MME selection and Timing Advance estimation.
3	Conclusion
In this discussion paper we discuss remaining open issues on control plane requirements for IoT-NTN connectivity. Following are the proposals based on the discussion points.
On Soft TA Switching Procedure
Observation 1: TAC removal during TA soft switch scenario is not required for stationary UE in the tracking area boundary.
Observation 2: System Information update for TAC removal is needed only for specific mobile scenarios. Triggering system information update for TAC removal have significant energy consumption issue for stationary UE.
Proposal 1: System Information update notification procedure is not used to inform TAC update on TAC removal.
Proposal 2: Additional parameters are not included in system Information related to TA list management for IoT-NTN.
On Access Control for TN UE in NTN Cell 
Proposal 3: Differentiation for access control of terrestrial IoT device and NTN device via system information is not considered in Rel-17.
On IoT-NTN System Information acquisition 
Proposal 4: RAN2 to confirm it is UE’s implementation to decide when to read the SIB in RRC_IDLE state in order to restart the validity timer before the validity duration from the previous SIB reading expires. 
Proposal 5: Change of information not related to ephemeris and common TA parameters can trigger system information notification procedure with additional indication in the paging message itself.
On Uplink Synchronisation Validity Timer 
Observation 3: The validity duration is broadcasted on the SIB, and is defined as the maximum time during which the UE can apply the acquired information without having acquired new one.
Observation 4: A single validity timer is used for both serving satellite ephemeris and common TA related parameters. The serving satellite ephemeris and common TA related parameters are signalled in the same SIB message and have the same epoch time.
Observation 5: The validity timer should be started/restarted with configured timer validity duration at the epoch time (i.e. time when the information can be first applied) of the serving satellite ephemeris and common TA related parameters.
Observation 6: The UE assumes that it has lost uplink synchronization if new or additional assistance information (i.e. serving satellite ephemeris data or Common TA parameters) is not available within the associated validity duration.
Observation 7: When the validity timer is expired, the UE should stop UL transmission before achieving new ephemeris information and common TA related parameters.
Observation 8: The eNB has no knowledge of the time when the validity timer expires in UE if there is no feedback from UE regarding the validity timer status.
Observation 9: There would be unexpected operation of UE for eNB scheduling if there is no common understanding on validity timer status between UE and the eNB, causing scheduling failure after expiration of the validity timer.
Proposal 6: RAN2 to confirm if there is no common understanding on validity time status between UE and eNB, it will cause scheduling failure after expiration of the validity timer. 
Observation 10: Even for sporadic short transmission, the data transmission may not be completed within the validity timer since it is totally up to NW scheduling decision based on cell load and UE status.
Proposal 7: There should be a common understanding on validity timer status between UE and network, which should be specified in IoT NTN even for sporadic short transmission. The eNB must know whether the UE is within the validity duration or whether the validity timer has expired or is about to expire soon at the UE side.
Proposal 8: RAN2 to discuss how UE reports the validity timer status to network to ensure a common understanding of the validity timer between UE and network.
Proposal 9: To save power and resource consumption, once the validity timer has expired, UE should remain in RRC Connected mode. The UE can therefore read the new ephemeris data for UL synchronisation and report it to the network (e.g. via CFRA as indicated by PDCCH order or CBRA initiated by UE).

On GNSS Fix Validity 
Observation 11: When the GNSS validity duration is expired, the UE should stop UL transmission before achieving new GNSS information.
Observation 12: Even for sporadic short transmission, the data transmission may not be completed within the GNSS validity duration since it is totally up to NW scheduling decision based on cell load and UE status.
Observation 13: UE should report the GNSS validity duration to NW via RRC. NW and UE will have a common understanding on the GNSS validity duration status, to facilitate the NW to schedule the UE based on whether it is capable for UL transmission.
Proposal 10: UE should report the GNSS valid duration in Msg3/Msg5 or subsequent UL RRC messages.
Observation 14: Since the UE in RRC_CONNECTED should go back to idle mode when GNSS becomes outdated, if UE only reads the GNSS before initial access it will not only restrict NW scheduling but also waste UE’s power. 
Proposal 11: For UE in RRC Connected mode, the GNSS validity should be kept in order to complete the data transmission before the UE go back to idle state.
Location Reporting via RRC Signalling
Proposal 12: For UE in RRC Connected mode, eNB can request UE to report its location if the AS security is established and the NTN specific user consent is stored in the eNB.
Proposal 13: For IoT NTN, RRC signalling is used to report UE location. The reported UE location can be used for Cell ID mapping, MME selection and Timing Advance estimation.
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