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1. Introduction 
RAN2 has made following agreements regarding UE location report in RAN2#115e meeting.
Agreements:
1. If SA3 replies with concern on reporting UE location with any granularity during initial access, RAN2 will revisit agreement/solution for reporting UE location during initial access.
2. UE coarse location information refers to coarse GNSS coordinates (FFS on the details, e.g. X MSB bits out of 24 bits of longitude/latitude or GNSS coordinates with ~2km accuracy). FFS if any enhancements to validate the UE’s coarse location information is needed. FFS whether this is only used in initial access or also in connected
3. If SA3 has no concern reporting coarse location during initial access, the coarse location information is reported in Msg5, i.e., via RRCSetupComplete/RRCResumeComplete message.
4. For coarse UE location reporting during initial access, the location granularity is not indicated to UE via SIB
5. Enhancements to validate the UE ’s coarse location information is not needed from RAN2 perspective. Whether this is needed by the network is up to other WGs.
6. After AS security is established, gNB can obtain a GNSS-based location information from the UE using existing signalling method, i.e., by configuring includeCommonLocationInfo in the corresponding reportConfig. It is up to SA3 to decide whether User Consent is required before NW acquires location information from the UE in NTN. RAN2 discuss whether to send LS to SA3
7. Aperiodic location reporting (e.g., via DCI) is not supported.
8. If accepted by SA3, if the gNB has user consent to obtain UE location in NTN, reporting of finer location information/full GNSS coordinates in RRC_CONNECTED can be supported after AS security is enabled
9. Periodic location reporting can also be configured by gNB to obtain UE location update of mobile UEs in RRC_CONNECTED. RAN2 discuss whether it is part of existing periodic measurement report configuration or a new configuration for periodic reporting of UE location.


However, RAN2 received LS reply in [1] from SA3 with concern on reporting coarse UE location information during initial access as it is not protected. In this document, we provide the details on the reporting coarse UE location information.
2. Discussion 
UE location report during initial access
The UE location information is important during initial access as NG-RAN needs to construct CGI to be used in ULI or select a correct TAC that belongs to the area where the UE is present.

In addition, there are also two important aspects to consider for coarse UE location reporting during initial access.
· RNA update procedure for RRC INACTIVE 
· Registration update procedure

When in RRC INACTIVE state, no location information is reported during RNA update procedure if we follow existing procedure. Since AS security would be established, it may be possible to report coarse UE location information during initial access as it may be possible the NG-RAN has no user consent to obtain GNSS-based finer location report.

However, as per SA3 recommendation in SA3 reply [1], UE location information should not be sent unprotected to the network. The registration update is the procedure where UE’s registration area is configured and updated based on UE’s mobility and hence based on UE’s location. When UE is performing registration update only, no AS security is established, unless the UE was in RRC INACTIVE state, as it is simply a NAS procedure. It means, UE would not be able to report it’s location without AS security. Without location information, registration area updated would not be as accurate as intended.

UE mapping its geo-location to virtual cell ID or TAC ID and reporting the cell ID/TAC ID is same in principle with reporting UE’s coarse location information. Some simple solution can be considered, for example
#1: send the location information via NAS message during initial access
#2: send encrypted location information to NG-RAN in Msg5

However, for option#2, SA3 involvement may be necessary on the use of encryption key. The use of location information during initial access is mainly for core network, for example, to know the UE is in the location where access is authorized for the PLMN, provide an accurate CGI (e.g. which may be needed for charging, lawful intercept or emergency services) and correctly configure the UE’s registration area. Therefore, option#1: sending UE location information via NAS message can be simple solution for Rel-17. This solution had been discussed previously in other working groups during study phase. However, it impacts other working groups like SA2, CT1 and RAN3 and it may not be possible in Rel-17.

Therefore, due to lack of time, further discussion on reporting coarse UE location information during initial access can be postponed to Rel-18. 

Following is the response from SA3 [1].

SA3 discussed the assumption of RAN2, and could not agree on specific security issues caused by the UE sending location information to the gNB.

However, SA3 believes that allowing the UE to send unprotected location information will expose the UE to more risks than not sending it. If a permanent/temporary ID (e.g. SUPI/IMSI, 5G GUTI) is sent together with the location information unprotected at initial access, SA3 is of the view that there could be a privacy issue.

This would mean that there could be some privacy issue if the UE is using ID such as SUPI/IMSI, 5G GUTI. It is to note that SA3 could not agree on specific security issues caused by the UE sending location information to the gNB, there RAN2 could stick to its agreement on reporting coarse location information in Msg5.

The UE’s ID can be itself encoded and instead Subscription Concealed Identifier (SUCI) can be used. SUCI is a privacy preserving identifier containing the concealed SUPI. In this case, the clear message from SA3 is that there should be no privacy issue. However, use of SUCI is limited and may not be of much help in this context. It is possible to conceal the location information in Msg5 but it could require work in SA3 and we may not have sufficient time for this in Rel-17.

Therefore, we propose RAN2 make decision whether to stick to RAN2 agreement on coarse location reporting in Msg5 or defer the discussion to Rel-18 and find a better solution.
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UE location update in RRC_CONNECTED
Currently RAN does not operate as an LCS client and has no LMF functionality. Therefore, the existing LCS framework is not useful for RAN to determine a UE location. After AS security has been enabled, the NG-RAN can use a more granular UE location information as agreed that the UE can directly report the GNSS location information in RRC message as per network configuration. As part of SON/MDT, such UE location reporting configuration is already possible and same mechanism can be re-used in NTN, i.e., includeCommonLocationInfo can be configured in the corresponding reportConfig for a measurement object. NG-RAN can be allowed to configure UE location reporting, for example, considering subscription-based user consent.   
In RRC_CONNECTED, RAN2 has received reply from SA3 in [2] that user consent is needed for gNB to configure UE to report GNSS-based location report in dedicated RRC message. However, we should also address the following scenario.
· gNB has no user consent (i.e., UE does not provide user consent) for GNSS location information
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It has already been discussed and clear that NG-RAN would need some level of location information for NTN access to work efficiently, for example, the purposes of UE location report include
· Scheduling UE specific Koffset
· Proper measurement configuration
· Constructing more accurate geo-mapped CGI
· Handover including AMF change
· Paging optimization, preparing recommended cells and 
· Selecting tracking area
However, for these purposes the NG-RAN does not need to have UE’s accurate location but just coarse location information. Since 1ms (or a time slot) change in propagation delay results in around 300km change in propagation distance, coarse UE location information in accuracy of even 10km (not 2 km) will be sufficient.

Such blurred UE location information, for example, in accuracy of 10km, can still be sufficient for NG-RAN to update the UE specific scheduling Koffset, SMTC/measurement configuration, geo-mapped CGI, selection of tracking area and paging optimization. Note that CGIs might then need to be defined with lower granularity (e.g. also 10 kms) but that is still comparable with cells for TN. Also, tracking areas are likely to be quite large (e.g. 100-1000 kms across) so there would be no mapping problem.
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If RAN2 reverts its agreement to report the UE’s coarse location information in Msg5 and RAN would not also have user consent to configure UE to report the GNSS-based location information, then it should be discussed what to do, i.e., whether RAN works without UE’s location information (i.e., best effort service with impaired performance) or a new mechanism for the UE to send UE’s coarse location assistance information (e.g., deny NTN service or release UE to TN) is defined.
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3. Conclusion
Following observations are made.
Observation 1.	RAN2 should discuss what to do when NG-RAN has no user consent to configure UE to report UE’s GNSS location information.
Observation 2.	NG-RAN does not need UE’s accurate GNSS location information in RRC_CONNECTED. Coarse UE location information with accuracy of more than 2km radius, for example, or accuracy of 10km, can be sufficient.

Following proposals are made.
Proposal 1	RAN2 decide whether to stick to RAN2 agreement on coarse location reporting in Msg5 or defer the discussion to Rel-18 to find a better solution for reporting concealed UE coarse location information report during initial access.
Proposal 2	RAN2 address the case when RAN has no user consent to configure the UE to report GNSS-based location information in RRC_CONNECTED.
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