

[bookmark: _Ref452454252][bookmark: _GoBack]3GPP TSG-RAN WG2 Meeting #116bis-e	R2-2200427
Electronic, 17st – 25th Jan., 2022

Agenda item:	8.11.5
Source:	Huawei, HiSilicon
Title:	Remaining issues on positioning integrity
[bookmark: _Hlk506366071]Document for:	Discussion and Decision
1. Introduction
According to the agreements of RAN2#116-e [1], RAN2 has made great progress on positioning integrity and reached the following agreements. 
	Agreements:
Proposal 1. Request feedback from RTCM SC134 on the specific technical attributes:
- overbounding of GNSS errors: zero-mean assumption (provision of standard deviation only) or non-zero mean assumption (provision of mean in addition to standard deviation); paired overbounding vs single overbounding.
- additional items are FFS for now and depend on progress during RAN2 #116.
Proposal 2. RAN2 to proceed with the Rel-17 work scope. What is achieved is FFS and depends on contributions and proposals under discussions in R2-2110181.
Proposal 3. RAN2 agrees to leverage in the future on standards for GNSS integrity message produced by RTCM SC134 when this become available.
Proposal 4. Include in the draft LS all our agreements/conclusions dealing with GNSS integrity.



	Agreements:
Proposal1-1 (modified): WA: The paired overbounding technique is supported for bounding the error probability distribution for GNSS integrity as a baseline. 
Proposal1-2 (modified): Error representation by SSR is supported for GNSS integrity. FFS alignment with the assistance data for OSR in RTCM (also FFS alignment with SSR, if RTCM produce something in that direction in the Rel-17 time frame).



	Agreements:
Proposal2-9: Assistance data for GNSS integrity can be sent periodically. 
Proposal2-11: The assistance data in GNSS-RealTimeIntegrity can be reused for GNSS integrity in R17.



	Agreements:
Pursue LMF-based integrity on a best-effort basis in Rel-17.




After the meeting, we have an email discussion focusing on integrity assistance data as stage 2 baseline. 
[bookmark: _Hlk87352063][Post116-e][602][POS] Stage 2 baseline for integrity assistance data (Swift)
	Scope:
· Phase I: Discuss the principles of operation and the needed assistance data for integrity, starting from the text proposals in sections 2.1.2-2.1.4 of R2-2110141.
· Phase II: Develop agreeable TPs to 36.305/38.305 on the information to be transferred.
	Intended outcome: Agreeable draft CRs to next meeting
	Deadline:  Long

However, we think there are some remaining issues to be discussed. In this contribution, we mainly provide our views on integrity signalling and alignment with other work groups to address the remaining issues. 

2. Discussion
2.1. Integrity Signalling for LPP
According to the discussion on the integrity signalling during WI Phase, RAN2 has made significant progress on integrity signalling for GNSS positioning methods. 
	RAN2#114 Agreements:
· Proposal 1 (modified): RAN2 confirms that LPP messages RequestCapabilities and ProvideCapabilities are used to transfer capability information of GNSS positioning integrity support. FFS the contents of capability information for GNSS positioning integrity support.



	RAN2#115 Agreements:
· Proposal 2 (modified): Agree that all for A-GNSS positioning methods, positioning integrity determination is supported in LPP.
· Proposal 3: Agree that additional IEs are needed in LPP to support A-GNSS positioning integrity determination.
· Proposal 6: RAN2 agrees that the PL will be reported in the Integrity Results. It is FFS whether Mode 2 and the TIR, AL, TTA that were used in the integrity calculation will also be reported in the integrity results.
· Proposal 11: RAN2 agrees to use Common Positioning IEs to transfer the KPIs and Integrity Results.
· Proposal 12: RAN2 agrees that the LPP procedures can be used to transfer the KPIs and Integrity Results. For UE-assisted, the LCS procedures remain FFS in the case of MO-LR.
· Proposal 4 (modified):	RAN2 confirms that LPP messages RequestLocationInformation and ProvideLocationInformation are used to transfer integrity KPIs/results, respectively, for GNSS positioning at least for UE-based mode.
· Proposal 5 (modified):	RAN2 confirms that LPP messages RequestAssistanceData and ProvideAssistanceData are used to transfer integrity assistance data for GNSS positioning at least for UE-based mode.



Accordingly, we provide a summary for the current state of Integrity Signalling in Table 1.
Figure 1 Progress Summary on Integrity Signalling for GNSS Positioning Integrity Support
	Positioning Integrity Mode
	LCS type
	Integrity capability information transfer
	Integrity KPIs transfer
	Integrity results delivery
	Integrity assistance data transfer

	Network assisted (UE-based): Positioning integrity result is derived by the UE

	MO-LR
	· Integrity capability information transfer from UE to LMF can be achieved by LPP Capability Transfer.
· The contents of capability information is FFS
	UE internal implementation
	UE internal implementation 
	Integrity assistance data transfer from LMF to UE can be achieved by LPP Assistance Data Transfer [Note 1]

	
	MT-LR
	· Integrity capability information transfer from UE to LMF can be achieved by LPP Capability Transfer.
· The contents of capability information is FFS
	Integrity KPIs transfer from LMF to UE can be achieved by LPP Location Information Transfer
	· Integrity results transfer from LMF to UE can be achieved by LPP Location Information Transfer.
· The content of integrity results include:
· PL
· Integrity Event Flagging (FFS)
· TIR, AL, TTA (FFS)
	Integrity assistance data transfer from LMF to UE can be achieved by LPP Assistance Data Transfer [Note 1]

	UE assisted (LMF-based): Positioning integrity result is derived by the LMF
	MO-LR
	· Integrity capability information transfer from UE to LMF can be achieved by LPP Capability Transfer.
· The contents of capability information is FFS
	TBD
e.g. LCS request
	TBD
e.g. LCS response
	TBD [Note 2]

	
	MT-LR
	· Integrity capability information transfer from UE to LMF can be achieved by LPP Capability Transfer.
· The contents of capability information is FFS
	TBD
e.g. LMF implementation

	TBD
e.g. LMF internal implementation
	TBD [Note 2]

	Note 1: UE feared events and LMF feared events will be handled in the implementation for UE-based (network-assisted) methods of positioning integrity determination.
Note 2: LMF feared events can be handled via implementation for UE-assisted (LMF-based) methods of positioning integrity determination.



As summarized in Table 1, we highlight the potential open issues in yellow while the agreed part is highlighted with green. Accordingly, we think the remaining issues can be categorized by the following three aspects. Further, we provide our opinions and potential solutions on these issues respectively.
1) Whether to study LMF-based integrity in Rel-17.
2) Integrity results delivery: 
· Whether to support Mode 2 reporting (Integrity Event Flagging) 
· Whether to include the TIR, AL, TTA that were used in the integrity calculation in the integrity results.
3) Integrity capability information

2.1.1. Integrity Results Reporting
1. Mode 2 reporting
In the current TP [2], two modes of integrity result reporting are identified below for consideration in the WI:
	· Mode 1 of Integrity Result Reporting : PL Reporting
The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the calculated PL is directly reported to where the LCS client resides (Network or UE). Hence, the integrity computing entity does not judge whether the positioning system is still available, it simply provides whatever PL value it has obtained. It is left to the LCS client itself to determine if the positioning system is still available based on the reported PL.
· Mode 2 of Integrity Result Reporting : Integrity Event Flagging
The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the integrity computing entity further compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. Thus, the integrity computing entity may only have to report a binary flag (0 and 1) to indicate whether the positioning system is available or not. Thus, in this case the LCS client can be directly informed about the system availability, without conducting further evaluation by itself.



Based on the discussion at RAN2#115 meeting, Mode 1 (PL Reporting) has been agreed while Mode 2 (Integrity Event Flagging) remains FFS. 
	Agreements:
Proposal 6: RAN2 agrees that the PL will be reported in the Integrity Results. It is FFS whether Mode 2 and the TIR, AL, TTA that were used in the integrity calculation will also be reported in the integrity results.



For the above two modes, we think both of them show benefit in different cases. Mode1 can be useful when the LCS client does not want to expose the integrity KPIs to the LMF/UE, e.g., AL. In this case, the LMF/UE does not need to know the AL, which might be considered as private within the LCS client, and the LCS client itself to determine if the positioning system is still available. Meanwhile, for Mode 2, we believe it can reduce the complexity for LCS client.
Proposal 1: Support Mode 2 for integrity results reporting. 
For Mode 2, we think the integrity results reporting can be refined. According to the text proposal [2], the system operation state is roughly divided into two categories: System Available (PL<AL) and System Unavailable (PL>AL). In order to evaluate the system availability more properly, more refined integrity results should be introduced, especially for the case of “System Available (PL<AL)”. When the PL gets very close to AL, or it’s highly possible that PL may exceed AL, the LCS client itself or integrity computing entity should identify there is potential integrity risk and makes an alert (if needed). For example, different alarm levels can be introduced to accommodate for different cases. We can refine the integrity results by the following categories:
· Alarm level 3 (Extremely High): System Unavailable (PL>AL)
· Alarm level 2 (High): System Available with high risk 
· [bookmark: OLE_LINK52][bookmark: OLE_LINK53]Alarm level 1 (Low): System Available with low risk 
· No Alarm: System Available  
Then with the refined integrity results, the LCS client may know how to react according to different alarm levels, e.g., shutting down the system or making some adjustment. For Mode 2 integrity reporting, the integrity computing entity should specify the degrees of integrity risk (Extremely High/High/Low/No risk) in the integrity report for LCS client. Accordingly, we have the following proposal:
Proposal 2: For Mode2, refine the integrity results to indicate the degrees of integrity risk (e.g. Extremely High/High/Low/No risk) with different alarm levels.

2. The content of integrity results
For whether to include the TIR, AL, TTA that were used in the integrity calculation in the integrity results, we don’t think it’s necessary since LMF is aware of the information about integrity KPIs in MT-LR case. More importantly, we also don’t see any benefit for LMF to obtain the integrity KPIs reported from UE since LMF already received the integrity results (e.g., PL). Therefore, we have the following proposals for MT-LR UE-based mode:
Proposal 3: No need to report TIR, AL, TTA used in the integrity calculation in the integrity results.

2.1.2. Integrity Capability Information
RAN2#114 has confirmed that LPP messages RequestCapabilities and ProvideCapabilities are used to transfer capability information of GNSS positioning integrity support while the contents are FFS. To support GNSS positioning integrity, we think LMF need to know whether UE can support GNSS positioning integrity and the specific capability information. Accordingly, the existing procedures related to capability transfer can be enhanced for the positioning integrity capability transfer/indication:
· LPP RequestCapabilities can be reused by the LMF to request the capability of the UE to support GNSS positioning integrity and to request GNSS positioning integrity capabilities from the UE.
· LPP ProvideCapabilities can be reused by the UE to indicate its capability to support GNSS positioning integrity and to provide its positioning integrity capabilities including GNSS integrity capability (e.g., paired error bounding), integrity related measurement capability (e.g.,PPP, RTK, PPP-RTK, etc), integrity results reporting capability (e.g., Mode 1).
Therefore, we have the following proposal:
Proposal 4: The capability information for GNSS positioning integrity should include: 
· The capability to support GNSS positioning integrity (e.g., pair-error bounding)
· Difference types of error boundings for GNSS Integrity (e.g., Orbit, Clock, Code Bias, Phase Bias, Ionospherre, Troposphere) 
· Integrity results reporting capability (e.g., Mode 1)
2.2. Alignment with Other WGs
Based on the discussion on the positioning integrity, significant progress has been made in RAN2 on positioning integrity for GNSS positioning methods. Relevant agreements that may have some impacts on SA work group are listed as follows. Accordingly, we think RAN2 should send an LS to SA to inform the progress.
	Agreements:
Proposal 6: RAN2 agrees that the PL will be reported in the Integrity Results. It is FFS whether Mode 2 and the TIR, AL, TTA that were used in the integrity calculation will also be reported in the integrity results.
Proposal 12: RAN2 agrees that the LPP procedures can be used to transfer the KPIs and Integrity Results. For UE-assisted, the LCS procedures remain FFS in the case of MO-LR.



Agreements:
Proposal 1: The support of GNSS integrity is enabled by using existing NG-RAN positioning architecture. 
Proposal 2: Any additional functional elements, positioning/integrity modes, etc. should be introduced only when needed. 

After RAN2#116, we had the following email discussion for stage2 aspects for GNSS integrity:
[Post116-e][602][POS] Stage 2 baseline for integrity assistance data (Swift)
	Scope:
· Phase I: Discuss the principles of operation and the needed assistance data for integrity, starting from the text proposals in sections 2.1.2-2.1.4 of R2-2110141.
· Phase II: Develop agreeable TPs to 36.305/38.305 on the information to be transferred.
	Intended outcome: Agreeable draft CRs to next meeting
	Deadline:  Long

With the email discussion, we had been able to establish a common understanding of the stage2 baseline for GNSS integrity. 

With the above, we think we should send a liaison to SA2 and SA1 to let them think about what spec impact they should have in their spec. Hence, we propose the following:
Proposal 5: Send the stage 2 baseline agreements, including the integrity results reporting to SA2 and the QoS requirement to SA1.

3. Conclusion
In this contribution, we provide our views on integrity signalling for LPP and alignment with other work groups. Based on the above analysis and discussion, we have the following proposals:
Proposal 1: Support Mode 2 for integrity results reporting. 
Proposal 2: For Mode2, refine the integrity results to indicate the degrees of integrity risk (e.g. Extremely High/High/Low/No risk) with different alarm levels.
Proposal 3: No need to report TIR, AL, TTA used in the integrity calculation in the integrity results.
Proposal 4: The capability information for GNSS positioning integrity should include: 
· The capability to support GNSS positioning integrity (e.g., pair-error bounding)
· Difference types of error boundings for GNSS Integrity (e.g., Orbit, Clock, Code Bias, Phase Bias, Ionospherre, Troposphere) 
· Integrity results reporting capability (e.g., Mode 1)
Proposal 5: Send the stage 2 baseline agreements, including the integrity results reporting to SA2 and the QoS requirement to SA1.
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