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1	Introduction
Based on the investigation in the SI phase, specification support for GNSS-based positioning integrity will be examined as an objectives of Rel-17 WI [1]:
	RP-210903: Revised WID on NR Positioning Enhancements (RAN Plenary #91e, March 2021)
……
· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
[bookmark: _Hlk67595233]Note: This objective is applicable to NR and E-UTRA.
……



In RAN2 #115e, extensive agreements have been made for this topic:
Agreements:
Proposal 1: Agree that the GNSS feared events will be addressed in the WI.
Proposal 2 (modified): Agree that all for A-GNSS positioning methods, positioning integrity determination is supported in LPP.
Proposal 3: Agree that additional IEs are needed in LPP to support A-GNSS positioning integrity determination.
Proposal 4: The specific algorithms used for positioning integrity shall be up to implementation.
Proposal 5: For interoperability, the use of “hard-coded” parameters should be minimized and instead the needed parameters should be sent explicitly in the assistance data.
Proposal 6: RAN2 agrees that the PL will be reported in the Integrity Results. It is FFS whether Mode 2 and the TIR, AL, TTA that were used in the integrity calculation will also be reported in the integrity results.
Proposal 8: Agree that the UE feared events will be handled in the implementation for UE-based (network-assisted) methods of positioning integrity determination. 
Proposal 10: Agree that the LMF feared events can be handled via implementation for the UE-based (network-assisted) and UE-assisted (LMF-based) methods of positioning integrity determination.
Proposal 11: RAN2 agrees to use Common Positioning IEs to transfer the KPIs and Integrity Results.
Proposal 12: RAN2 agrees that the LPP procedures can be used to transfer the KPIs and Integrity Results. For UE-assisted, the LCS procedures remain FFS in the case of MO-LR.

Agreements:
In Rel-17, we do not address the data transmission feared event (i.e. we rely on the system’s existing methods for assuring data integrity).

Agreements:
Proposal 1:	The support of GNSS integrity is enabled by using existing NG-RAN positioning architecture. 
Proposal 2:	Any additional functional elements, positioning/integrity modes, etc. should be introduced only when needed. 

Agreements:
Proposal 3 (modified):	Separate procedures for "A-GNSS Positioning Integrity" as proposed in R2-2107503 will not be defined; the existing A-GNSS (and general location) Procedures are applicable/sufficient.
Proposal 4 (modified):	RAN2 confirms that LPP messages RequestLocationInformation and ProvideLocationInformation are used to transfer integrity KPIs/results, respectively, for GNSS positioning at least for UE-based mode.
Proposal 5 (modified):	RAN2 confirms that LPP messages RequestAssistanceData and ProvideAssistanceData are used to transfer integrity assistance data for GNSS positioning at least for UE-based mode.

Moreover, in RAN2 #116e, the following agreements are reached:

Agreements:
Proposal 1. Request feedback from RTCM SC134 on the specific technical attributes:
- overbounding of GNSS errors: zero-mean assumption (provision of standard deviation only) or non-zero mean assumption (provision of mean in addition to standard deviation); paired overbounding vs single overbounding.
- additional items are FFS for now and depend on progress during RAN2 #116.
Proposal 2. RAN2 to proceed with the Rel-17 work scope. What is achieved is FFS and depends on contributions and proposals under discussions in R2-2110181.
Proposal 3. RAN2 agrees to leverage in the future on standards for GNSS integrity message produced by RTCM SC134 when this become available.
Proposal 4. Include in the draft LS all our agreements/conclusions dealing with GNSS integrity.

Agreements:
Proposal1-1 (modified): WA: The paired overbounding technique is supported for bounding the error probability distribution for GNSS integrity as a baseline. 
Proposal1-2 (modified): Error representation by SSR is supported for GNSS integrity. FFS alignment with the assistance data for OSR in RTCM (also FFS alignment with SSR, if RTCM produce something in that direction in the Rel-17 time frame). 

Agreements:
Proposal2-9: Assistance data for GNSS integrity can be sent periodically. 
Proposal2-11: The assistance data in GNSS-RealTimeIntegrity can be reused for GNSS integrity in R17

Agreement:
Pursue LMF-based integrity on a best-effort basis in Rel-17.

To summarize, RAN2 has already confirmed the basic framework for integrity support in LPP, including some primary assistance data for e.g. paired overbounding techniques. Since the assistance data issues will be further discussed based on the proposals drawn from the email discussion [1], in this paper we focus on the following issues instead:
· Whether the UE can also report integrity event flag (i.e. Mode 2) and other integrity metrics for the integrity results to be conveyed by ProvideLocationInformation.
· What KPIs can be included in the LPP message of RequestLocationInformation.
2	Discussions
2.1	Integrity Results
In TR 38.857, we have identified two modes of positioning integrity result reporting:
	· Mode 1 of Integrity Result Reporting : PL Reporting
	The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the calculated PL is directly reported to where the LCS client resides (Network or UE). Hence, the integrity computing entity does not judge whether the positioning system is still available, it simply provides whatever PL value it has obtained. It is left to the LCS client itself to determine if the positioning system is still available based on the reported PL.
-	Mode 2 of Integrity Result Reporting : Integrity Event Flagging
	The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the integrity computing entity further compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. Thus, the integrity computing entity may only have to report a binary flag (0 and 1) to indicate whether the positioning system is available or not.  Thus, in this case the LCS client can be directly informed about the system availability, without conducting further evaluation by itself.



RAN2 has agreed that at least Mode 1 (PL reporting) will be supported, but this is FFS on whether Mode 2 should be supported too. We think both of these modes should be supported, and the mode could be selected based on the request. Several companies have argued that Mode 2 is not needed because the LCS client can derive by itself. Nevertheless, we think Mode 2 is beneficial in terms of latency reduction, where the LMF can quickly learn that there is an integrity event and some positioning quality boosting mechanism should be done (e.g. by implementation the LMF may determine that RAT-D positioning schemes should be involved as well), without having to further interact with the LCS client.
For UE-based integrity in MT-LR cases, the LMF may first send a request of reporting to the UE via LPP, which indicates the reporting mode that the UE should apply. Upon the reception of this request, the UE derives and reports the integrity result (PL or flagging) accordingly. Thus, from our perspective there are three new signalling that can be introduced in LPP in Rel-17 to support integrity result reporting, namely: integrity result reporting request, PL value (for Reporting Mode 1), and integrity event flagging (For Reporting Mode 2).
Proposal 1: In addition to PL reporting, LPP should be enhanced also support the integrity result reporting mode of “integrity event flagging”. The LMF may indicate which reporting mode is enabled in the LPP message RequestLocationInformation.

2.2	KPIs
According to TR 38.857, the following integrity KPIs have been identified:
	Target Integrity Risk (TIR): The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA). 
NOTE: The TIR is usually defined as a probability rate per some time unit (e.g., per hour, per second or per independent sample).
Alert Limit (AL): The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, the positioning system should be declared unavailable for the intended application to prevent loss of positioning integrity.
NOTE: When the AL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Alert Limit (HAL) or Vertical Alert Limit (VAL), respectively.
Time-to-Alert (TTA): The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert.
Integrity Availability: The integrity availability is the percentage of time that the PL is below the required AL.




By following the preceding section, it is noted that the entity deriving integrity metric may be requested to report PL, which means this entity should acquire the information that is needed for PL calculation. In TR 38.857, it is stated that PL represents a statistical upper bound that satisfies the following inequality:
Prob per unit of time [((PE> AL) & (PL<=AL)) for longer than TTA] < required TIR
Note that exactly how PL is calculated is an implementation issue, but from specification point of view it seems at least AL, TTA, and TIR should be provided as the integrity requirement, because they are involved in the defined inequality. Thus, it is anticipated this positioning integrity requirement information should be useful for derivation of PL, regardless of what algorithm is applied in implementation.
For the integrity availability, in our understanding it can be estimated from the observation of the PL values from multiple positioning data, and their comparisons with AL. However, we do not see how such information can make any difference from 5G point of view. More particularly, no matter what the required integrity availability is, the 3GPP system would just estimate the position, derive the integrity result, and report it to LMF/LCS client; the knowledge of the required integrity availability does not really change how the 3GPP system should behave. In the end, it is up to the LCS client or the application layer to handle the situation where the integrity availability cannot be satisfied. Therefore, we do not see the need to signal the requirement of integrity availability in LPP.
Proposal 2: The positioning integrity requirement information (a.k.a. KPI) including AL, TTA, and TIR can be transferred to the UE via LPP message of RequestLocationInformation. Integrity Availability is not needed.

3	Conclusion
In this paper, we have discussed our views on GNSS positioning integrity support in Rel-17. The following proposals are drawn:
Proposal 1: In addition to PL reporting, LPP should be enhanced also support the integrity result reporting mode of “integrity event flagging”. The LMF may indicate which reporting mode is enabled in the LPP message RequestLocationInformation.
Proposal 2: The positioning integrity requirement information (a.k.a. KPI) including AL, TTA, and TIR can be transferred to the UE via LPP message of RequestLocationInformation. Integrity Availability is not needed.

4	References
[1] R2-2200012, Report of [Post116-e][602][POS] Stage 2 baseline for integrity assistance data (Swift), Swift Navigation, RAN2 #116bis-e, Jan. 2022.



