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1. Introduction
In this contribution we discuss the necessary RAN2 work to support disaster roaming access.  
2. Discussion
2.1 UAC for disaster roaming access
There are two solutions available on the table from TR 24.811:
	Solution#38: Prevention of signalling overload via barring factor for Access Identity 3
Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.



	Solution#40: Enhancements to UAC barring information to prevent congestion in disaster roaming PLMN 
… The usage of new Access Identity 3 allows network to differentiate inbound roamers from own subscribers..A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.
The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5.
A disaster roaming UE computes the uac-BarringFactor for its access category as
uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))




In the RAN2#115, RAN 2 discussed the necessary requirements of each solution but encountered some degree of unclarity about the solutions. RAN2 therefore sent an LS to CT1 to ask two questions to better understand the requirements. CT1 replies the LS, answering the questions as captured below.  
	Q1: whether MINT UE should be independently configured for Access Identity 3 for each Access Category (compared to Access Identity 0)?
Answer 1: The barring factors to use with Access Identity 3 are indicated per Access Category. For solution #38 the RAN provides an additional barring factor specifically for Access Identity 3 per Access Category, and for solution #40, RAN provides a barring factor which offsets the legacy barring factor per Access Category.

Q2: whether access control for Access Identity 3 applies both: barring factor and barring time?
Answer 2: For both solution #38 and solution #40, access control for Access Identity 3 applies specific barring factors only. Therefore, the existing IE uac-BarringTime for an Access Category will govern the barring time if an access attempt of a UE configured for Access Identity 3 is barred for the Access Category.




The first question from RAN2 intends to understand if the solutions are required to support per Access Category access control as legacy UAC or if they only need to support a single set of barring parameters that are specific to Access Identity 3 but common for all Access Categories. 
According to the answer to the first question, it is now clear that both solutions should support independent access control per AC for disaster roaming access. That is, no per-AI (lower granularity access control than per AC access control) is indented. Then, the following observation can be made immediately. 
Observation 1: Both solutions require per-AC access control for disaster roaming access. 
According to the second answer, both solutions need to introduce Access Identity 3 specific barring factors only and they reuse the existing barring time chosen for the selected Access Category. That is, the solution #38 introduces additional barring factors and solution #40 introduces barring offsets, and these parameters are all per AC parameters. Provided that the signaling overhead of a single barring factor is almost the same as that of a single barring offset, we can conclude that two solution consumes almost identical signaling overheads in broadcasting extra barring parameters. 
Observation 2: Both solutions only need to introduce per-AC barring factors specific to Access Identity 3. Therefore, two solutions consume almost identical signaling overheads in broadcasting extra barring parameters.  
Now we compare the complexity of the specification implementations for both solutions.
For the comparison, let us assume that a UE is configured with Access Identity 3 and a certain Access Category for disaster roaming access. The UE attempts to access a V-PLMN and hence performs UAC. 
We observe that there are common specification impacts required by both solutions, which include:
· Disaster roaming information is broadcast in a certain SIB
· UE AS needs to forwards the acquired disaster roaming information to NAS for PLMN selection, 
However, there are different specification impacts regarding how to implement the access barring in procedural text across solutions. We present text proposal for each solution in [FFS or Annex]
· In the current 38.331, the UE chooses a barring factor and a barring time according to the clause 5.3.14.2. Then the UE performs access barring check based on the chosen baring parameters according to the clause 5.3.14.5.  
· In solution#38, UE needs to perform access barring check by jointly considering the barring factor in the UAC-BarringInfoSetDisaster corresponding to the Access Category. Implementation of these behaviours in 38.331 requires changes on the clause 5.3.14.2. However, the clause 5.3.15.5 can remain unchanged because the UE have chosen a proper barring factor and a proper barring time and these two parameters are directly applicable for barring check.  
· In solution#40, however, UE needs to calculate an actual barring factor by calculating max(0, UAC-BarringFactor – UAC-BarringFactorOffset), and implementation of calculating the barring factor introduce extra changes on clause 5.3.15.5 or 5.3.14.2, compared to the solution #38. 
Based on the comparison of the specification impacts, we can make the following observation.
Observation 3: solution#40 incurs extra specification impacts to implement calculation of a barring factor (and hence a slight increase of UE complexity), compared to the solution#38. However, the extra specification impact does not come with any extra benefit. 
Based on the observations made so far, we can conclude the followings:
· There is little difference in signaling overhead between two solutions, as observed in the observation 1 and 2. 
· However, as shown in the observation 3, solution#40 incurs slightly more specification impacts and higher UE complexity without any functional gain. Hence, we conclude that it is reasonable to adopt solution#38. 
Proposal 1: RAN2 adopts the solution #38, i.e., per-AC barring factors (not barring factor offset) specific to Access Identity 3 are introduced. 
2.2 Solution details 
To support access control per Access Category (AC) for disaster roaming access, RAN2 needs to signal per-AC access control parameters that are applicable for disaster roaming access (i.e., access configured with Access Identity 3). The barring parameters for each category are currently provided in the IE UAC-BarringInfoSet. Since the IE is not extensible, we need to introduce a new IE dedicated for Disaster Roaming access. Then the IE is used to provide baring parameter(s) for disaster roaming with a certain Access Category. In the new IE, uac-BarringFactor should be included. Note that uac-BarringTime needs not be included in the new IE since the existing barring time applicable for the Access Category is used according to the reply LS from CT1. The new IE does not need to include the uac-BarringForAccessIdentity either since the new IE is dedicated to Access Identity 3. The following is an example of the new IE, named UAC-BarringInfoSetDisaster-r17. 
[bookmark: _Toc60777416][bookmark: _Toc76423702]–	UAC-BarringInfoSetList
The IE UAC-BarringInfoSetList provides a list of access control parameter sets. An access category can be configured with access parameters according to one of the sets.
UAC-BarringInfoSetList information element
-- ASN1START
-- TAG-UAC-BARRINGINFOSETLIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))
}

UAC-BarringInfoSetListDisaster-r17 ::=  SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSetDisaster


UAC-BarringInfoSetDisaster-r17 ::=  SEQUENCE {
    uac-BarringFactor                  ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                   p50, p60, p70, p75, p80, p85, p90, p95}
}


-- TAG-UAC-BARRINGINFOSETLIST-STOP
-- ASN1STOP

Proposal 2: Introduce a new IE, UAC-BarringInfoSetListDisaster-r17 to indicate a set of uac-BarringFactors (but without uac-BarringTime and uac-BarringForAccessIdentity) dedicated to disaster roaming access (Access Identity 3). 
Proposal 3: UE configured with Access Identity 3 selects existing uac-BarringInfoSet corresponding to the Access Category to determine the barring time and also selects a new uac-BarringInfoSetDisaster corresponding to the Access Category to determine the barring factor. 

Given the new IE to signal the necessary barring parameter(s) dedicated to disaster roaming access, we need to introduce a new IE similar to existing IE UAC-BarringPerCat such that mapping between Access Category and uac-BarringInfoSetDisaster can be signalled. The following is an example of the new IE, named UAC-BarringPerCatDisaster-r17. 
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The IE UAC-BarringPerCatList provides access control parameters for a list of access categories.
UAC-BarringPerCatList information element
-- ASN1START
-- TAG-UAC-BARRINGPERCATLIST-START

UAC-BarringPerCatList ::=           SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}

UAC-BarringPerCatDisaster-r17 ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}

-- TAG-UAC-BARRINGPERCATLIST-STOP
-- ASN1STOP

Proposal 4: Introduce an IE, UAC-BarringPerCatDisaster-r17 to indicate mapping between Access Category and uac-BarringInfoSetDisaster. 

2.3 Disaster Roaming information to broadcast 
Next we discuss disaster roaming information that should be broadcast by a cell of a PLMN offering disaster roaming access. If a UE experiences connection failure in its registered PLMN, the UE searches for other network offering disaster roaming access by using the disaster roaming information. According to the TS 23.501, the disaster roaming information comprises accessibility indication and an optional list of PLMNs for which disaster roaming is offered. For a cell belonging to a PLMN broadcasting the disaster roaming information, the UE considers the concerned PLMN as an accessible PLMN for disaster roaming access if UE’s RPLMN/EPLMN matches at least one PLMN within the disaster roaming information, 
Proposal 5: Disaster roaming information comprises accessibility indication and a list of PLMNs allowed for disaster roaming access per PLMN in the SIB1.
There are two options to broadcast the disaster roaming information. One way is to extend a SIB1 to carry the information, and the other is to introduce a new SIB. We prefer to introduce a new SIB for the following reasons. First, SIB1 is increasingly populated. Therefore, non-essential accessibility information should not be included in SIB1, whenever possible. In our view, the disaster roaming does not have to be signalled in SIB1 since such information is used by UE NAS for network selection, and this process is not delay-critical. Note that a similar approach is already taken in eNPN WI, where GIN list per PLMN is carried in a new SIB. In case the network offering disaster roaming access is deployed with RAN sharing, signaling overehead of the disaster roaming is not trivial given that the maximuum signaling overhead of the disaster roaming information roughly amounts to maxPLMN x maxPLMN. 
Proposal 6: Disaster roaming information is broadcast in a new SIB. 
Upon reading the disaster roaming information from a cell, UE AS should forward the information to UE NAS such that UE NAS can select a network offering disaster roaming access via PLMN selection. In particular, the UE AS needs to forward a list of PLMNs, in the new SIB, allowed for disaster roaming for each PLMN in the SIB1.  
Proposal 7: Upon reading the Disaster Roaming information, UE AS forwards to NAS accessibility indication and a list of PLMNs, if available, with a corresponding PLMN for each PLMN in SIB1. 
3. Other issues
Once UE NAS selects a PLMN supporting disaster roaming, the UE AS only needs to select a cell belonging to the PLMN. The accessibility information for disaster roaming is homogeneous within a registration area. Therefore, UE AS needs no further consideration on top of what is currently specified as for suitability criteira. 
Proposal 8: Do not introduce any modification of cell suitability criteria for disaster roaming access. 
It is a general understanding that, for disaster roaming, the UE is configured with Access Identity 3. However it is not clear how to handle Access Identity 1, 2 and 11 to 15 in case of disaster roaming. Given the current assumption that Access Identity 1 and 2 are normally valid outside home country, they could be considered valid for disaster roaming access as well. Access Identity 11 to 15 is valid for domestic roaming, and they could be retained for disaster roaming access as well. If Access Identity 1,2 and 11 to 15 are retained for disaster roaming access, RAN2 should discuss how UAC handles such cases, i.e., whether the corresponding Access Identity bit of bitstring within UAC-barringInfo for the concerned Access Category should be applied as legacy or whether the Access Identity 3 specific access control should be applied. But this is out of RAN2 scope. We do not believe that RAN2 needs to send an LS to SA2 and CT1, to ask what Access Identity should be used for disaster roaming access cases, where the access was originally configured with Access Identity 1,2 or 11 to 15, and also to ask what UAC mechanism shall apply between legacy UAC or Access Identity 3-specific barring. In fact, we identify that there is no clear requirement in SA2 on this. Until RAN2 receives any input from other WGs (SA2/CT1), it seems reasonable to assume that Access Identity 3 specific access barring applies for Access Identity 1,2 and 11 to 15. If different requirements are requested, RAN2 can simply take actions to resolve the request in RAN2 specification, which we think is a minor change in any case.  
Proposal 9: If UE attempting for disaster roaming access is configured with AI 1, 2 or 11 to 15 and 3, Access Identity 3 specific barring is applied. 
On the support of disaster roaming by NPN, we do not see any special requirement. In particular we have not identified no requirement to support disaster roaming in SNPN. However, it is not clear if PNI-NPN can support disaster roaming. We think PNI-NPN cannot support disaster roaming as NPN, but it can support disaster roaming as PLMN. So RAN2 can conclude that NPN does not support disaster roaming. 
Proposal 10: NPN does not support disaster roaming access 

Text proposals based on solution #38 and #40 are provided in R2-2111147. 
3. Conclusion 
In this contribution we discussed the necessary RAN2 work to support disaster roaming access. We suggest the following proposals:
(Text proposals based on solution #38 and #40 are provided in R2-2111147)
Selection of solution for UAC  
Observation 1: Both solutions require per-AC access control for disaster roaming access. 
Observation 2: Both solutions only need to introduce per-AC barring factors specific to Access Identity 3. Therefore, two solutions consume almost identical signaling overheads in broadcasting extra barring parameters.  
Observation 3: solution#40 incurs extra specification impacts to implement calculation of a barring factor (and hence a slight increase of UE complexity), compared to the solution#38. However, the extra specification impact does not come with any extra benefit. 
Proposal 1: RAN2 adopts the solution #38, i.e., per-AC barring factors (not barring factor offset) specific to Access Identity 3 are introduced. 
Solution details for UAC
Proposal 2: Introduce a new IE UAC-BarringInfoSetListDisaster-r17 to indicate a set of uac-BarringFactors (but without uac-BarringTime and uac-BarringForAccessIdentity) dedicated to disaster roaming access. 
Proposal 3: UE configured with Access Identity 3 selects existing uac-BarringInfoSet corresponding to the Access Category to determine the barring time and also selects a new uac-BarringInfoSetDisaster corresponding to the Access Category to determine the barring factor. 
Proposal 4: Introduce a new IE UAC-BarringPerCatDisaster-r17 to indicate mapping between Access Category and uac-BarringInfoSetDisaster 
Disaster Roaming information to broadcast
Proposal 5: Disaster roaming information comprises accessibility indication and a list of PLMNs allowed for disaster roaming access per PLMN in the SIB1.
Proposal 6: Disaster roaming information is broadcast in a new SIB. 
Proposal 7: Upon reading the Disaster Roaming information, UE AS forwards to NAS a list of PLMNs allowed for disaster roaming access for each PLMN in SIB1. 
Other issues
Proposal 8: Do not introduce any modification of cell suitability criteria for disaster roaming access. 
Proposal 9: If UE attempting for disaster roaming access is configured with AI 1, 2 or 11 to 15 and 3, Access Identity 3 specific barring is applied. 
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