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1 Introduction
In the last RAN2#115e meeting, agreements regarding supporting positioning integrity in 5G NR have been made as follows:

In this contribution, we aim to present our views on supporting transmission of the integrity KPI/results on the LCS related msg, and the LMF-based integrity approach.
2 Discussion

2.1 Transmission of Integrity KPI and result 
According to [1], integrity KPI consists of following parameters: Target Integrity Risk (TIR), Alert Limit (AL), Time-to-Alert (TTA), Integrity Availability (IA). These parameters are used to judge whether or not the positioning system is still available to offer trustable positioning estimation. In addition, according to [1], there exist two modes of integrity result report: PL Reporting and Integrity Event flagging:
· Mode 1 of Integrity Result Reporting: PL Reporting
The calculated PL is directly reported to where the LCS client resides (Network or UE). It is left to the LCS client itself to determine if the positioning system is still available based on the reported PL.

· Mode 2 of Integrity Result Reporting: Integrity Event Flagging
The integrity computing entity compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. LCS client can be directly informed about the system availability, without conducting.
Note that the LCS Service Request could be coming from either UE, AMF or the external client. As the integrity KPI should be determined by the node sending out the LCS service request and the LMF should be notified, the integrity KPI should be carried in the LCS Service Request. Finally, when the integrity results have been derived out, they should be transmitted back to the node originating the LCS service request. In our opinion, the LCS service response msg is the most proper one.
Proposal 1: RAN2 to agree that LCS service request and LCS service response msg should be used to transmit the integrity KPI and integrity results between the LMF and the LCS client.
2.2 Whether or not the LMF-based integrity approach is needed?
In the last meeting, there raised discussion whether or not we should pursue the LMF-based integrity approach in R17. In our opinion, we should make full analysis before making a further decision on it. First of all, the core benefit of applying the LMF-based integrity approach is to save the UE power consumption for integrity result calculation. Note that the integrity should be declared as failure if PL always exceeds AL after the TTA is to be expired. Therefore, during the TTA timer running period, the PL might need to be further re-calculated several times upon any occurrence/disappear of monitored feared events, which will consume lots of UE power. On the other hand, if LMF-based integrity approach could be applied, UE only takes the role of transmitting any emerging UE feared event towards the LMF and avoid such calculation job. Considering this, we prefer to keep the LMF-based integrity approach in the R17 scope. 

However, current spec seems not supporting LMF-based approach properly. For instance, it is questionable how the LMF will request from the UE the UE feared event information and how the UE could send them towards the LMF. In TS 37.355, the LPP RequestAssistanceData is standardised to be always destinated at target (UE) and the LPP ProvideAssistanceData msg is always destinated at the server (LMF). In our opinion, we could make further enhancement to the TS 37.355 to enable UE to send the UE feared event IE towards the LMF using such assistance data transfer procedure or to design a new set of LPP msg enabling such operation.
On the other hand, regarding sending the positioning integrity result for the LMF-based integrity approach, we find that no RAN2 spec impact is foreseen, since the integrity results shall only be transmitted from the LMF towards the UE or external client in the NAS signalling e.g., LCS service response msg. Overall, the RAN2 spec impact is limited.
Proposal 2: RAN2 to agree that LMF-based integrity approach should be supported in R17 5G NR, for the benefit of saving the UE power consumption for integrity result calculation, and limited RAN2 spec impact is foreseen.
3 Conclusions

In this paper, the following observations and proposal are given:
Proposal 1: RAN2 to agree that LCS service request and LCS service response msg should be used to transmit the integrity KPI and integrity results between the LMF and the LCS client.
Proposal 2: RAN2 to agree that LMF-based integrity approach should be supported in R17 5G NR, for the benefit of saving the UE power consumption for integrity result calculation, and limited RAN2 spec impact is foreseen.
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Agreements:


1: Agree that the GNSS feared events will be addressed in the WI.


2: (modified) Agree that all for A-GNSS positioning methods, positioning integrity determination is supported in LPP.


3: Agree that additional IEs are needed in LPP to support A-GNSS positioning integrity determination.


4: The specific algorithms used for positioning integrity shall be up to implementation.


5: For interoperability, the use of “hard-coded” parameters should be minimized and instead the needed parameters should be sent explicitly in the assistance data.


6: RAN2 agrees that the PL will be reported in the Integrity Results. It is FFS whether Mode 2 and the TIR, AL, TTA that were used in the integrity calculation will also be reported in the integrity results.


7: Agrees that the UE feared events will be handled in the implementation for UE-based (network-assisted) methods of positioning integrity determination.


8: Agree that the LMF feared events can be handled via implementation for the UE-based (network-assisted) and UE-assisted (LMF-based) methods of positioning integrity determination.


9: RAN2 agrees to use Common Positioning IEs to transfer the KPIs and Integrity Results.


10: RAN2 agrees that the LPP procedures can be used to transfer the LPIs and Integrity Results. For UE-assisted, the LCS procedures remain FFS in the case of MO-LR.


11: In Rel-17, we do not address the data transmission feared event (i.e., we rely on the system’s existing methods for assuring data integrity).


12: The support of GNSS integrity is enabled by using existing NG-RAN positioning architecture


13: Any additional functional elements, positioning/integrity modes, etc, should be introduced only when needed.


14: Separate procedures for “A-GNSS Positioning Integrity” as proposed in R2-2107503 will not be defined; the existing A-GNSS (and general location) Procedures are applicable/sufficient.


15: RAN2 confirms that LPP messages RequestLocationInformation and ProvideLocationInformation are used to transfer integrity KPIs/results, respectively, for GNSS positioning at least for UE-based mode.


16: RAN2 confirms that LPP messages RequestAssistanceData and ProvideAssistanceData are used to transfer integrity assistance data for GNSS positioning at least for UE-based mode.








