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	Reason for change:
	
In RAN2#107bis, RAN2 made the following agreements:
The EHC function is in PDCP
The EHC header is located after the SDAP header, and it is ciphered 

However, it is not clear whether to cipher the EHC header in the current PDCP specification.
 

	
	

	Summary of change:
	To add a NOTE “All fields other than PDCP PDU header and MAC-I belong to Data field” to Section 6.3.3 to clarify that EHC header is ciphered. 

Impact analysis
Impacted functionality: 
Ethernet header compression

Inter-operability: 
If the network is implemented according to the CR while the UE is not, it is not clear which part of PDCP PDCP UE should cipher, i.e. the UE may not cipher the EHC header, which can cause the deciphering failure in the network side.
If the UE is implemented according to the CR while the network is not, it is not clear which part of PDCP PDCP the network should cipher, i.e. the network may not cipher the EHC header, which can cause the deciphering failure in the UE side.


	
	

	Consequences if not approved:
	It is not clear whether to cipher the EHC header in the current PDCP specification, which may cause unnecessary deciphering failure.
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<Start of modification>
[bookmark: _Toc46523589]6.3.3	Data
Length: Variable
The Data field may include either one of the following:
-	Uncompressed PDCP SDU (user plane data, or control plane data); or
-	Compressed PDCP SDU (user plane data only); or
-	UDC header and UDC Data Block if UDC is configured.
NOTE:	All fields other than PDCP PDU header and MAC-I belong to Data field.‎
<End of modification>
