3GPP TSG-RAN2 #116-e  	R2-2111147
Electronic meeting, November, 2021
[bookmark: Source]Agenda item:		8.24.3 
Source:	LG Electronics Inc.
Title: 	Text proposal to 38.331 for supporting disaster roaming (sol#38 and sol#40)
[bookmark: DocumentFor]Document for:	Discussion and Decision
1. Introduction
In this contribution we provide text proposals to 38.331 for supporting disaster roaming. We present two set of text proposals, one based on solution#38 and the other based on solution#40 in TR 24.811.
 2. Description of text proposals 
Summary of changes in the text proposal based on solution #38 in Section 3
· Introduce changes on UAC procedural text
· Introduce changes on SI acquisition procedural text
· Introduce a new IE to signal a new barring factor per AC, dedicated to Access Identity 3
· Introduce a new IE to signal a mapping between AC and the barring factor 
· Introduce a new IE carrying disaster roaming access information in a new SIB
Summary of changes in the text proposal based on solution #40 in Section 4
· Introduce changes on UAC procedural text
· Introduce changes on SI acquisition procedural text
· Introduce a new IE to signal a new barring factor offset per AC, dedicated to Access Identity 3
· Introduce a new IE to signal a mapping between AC and the barring factor 
· Introduce a new IE carrying disaster roaming access information in a new SIB
The above text proposal does not enclose all necessary changes but can be taken as a baseline of a running CR to 38.331. 
[bookmark: _GoBack]We also present a discussion paper in R2-2111146 to compare the approaches (sol#38 and #40)
3. Text proposal for solution #38
[bookmark: _Toc60776702][bookmark: _Toc76422988][bookmark: _Toc46439061][bookmark: _Toc46443898][bookmark: _Toc46486659][bookmark: _Toc52836537][bookmark: _Toc52837545][bookmark: _Toc53006185][bookmark: _Toc20425633][bookmark: _Toc29321029][bookmark: _Toc36756613][bookmark: _Toc36836154][bookmark: _Toc36843131][bookmark: _Toc37067420]5.2	System information
[bookmark: _Toc60776704][bookmark: _Toc76422990]5.2.2	System information acquisition
5.2.2.4.xy	Actions upon reception of SIBXX
Upon receiving SIBXX, the UE shall:
1>	forward the FFS with the corresponding PLMN identities to upper layers;

[bookmark: _Toc60776735][bookmark: _Toc76423021]5.3	Connection control
[bookmark: _Toc60776844][bookmark: _Toc76423130]5.3.14	Unified Access Control
[bookmark: _Toc60776845][bookmark: _Toc76423131]5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer. This procedure does not apply to IAB-MT.
After a PCell change in RRC_CONNECTED the UE shall defer access barring checks until it has obtained SIB1 (as specified in 5.2.2.2) from the target cell.
[bookmark: _Toc60776846][bookmark: _Toc76423132]5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	else if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List that contains a UAC-BarringPerPLMN for the selected PLMN or SNPN:
1. 4>	if the procedure in 5.2.2.4.2 for a selected PLMN resulted in use of information in npn-IdentityInfoList and UAC-BarringPerPLMN has an entry with the plmn-IdentityIndex corresponding to used information in this list:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to used information in the npn-IdentityInfoList;
1. 4>	else:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the selected PLMN and the PLMN-IdentityInfo, if any, or the selected SNPN and the npn-IdentityInfoList;
3>	if any UAC-BarringPerPLMN entry is selected:
1. 4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
1. 4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>	else:
1. 4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicates that uac-ExplicitACBarringList is used:
1. 4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contains a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6> if access identity 3 is not indicated according to 24.501[23]:
67>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
6>	else:  
7>	if the uac-BarringInfoSetListDisaster contains a UAC-BarringInfoSetDisaster entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCatDisaster:
8>	select the UAC-BarringInfoSetDisaster entry;
8> perform access barring check for the Access Category as specified in 5.3.14.5, using the barring time within the selected UAC-BarringInfoSet and the barring factor within the selected UAC-BarringInfoSetDisaster as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
1. 4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-ACBarringListType indicates that uac-ImplicitACBarringList is used:
1. 4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
1. 4>	if the uac-BarringInfoSetList contains the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
1. 4>	else:
5>	consider the access attempt as allowed;
3>	else:
1. 4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
1. 4>	if timer T390 is running for Access Category '2':
5>	inform the upper layer that access barring is applicable for all access categories except categories '0', upon which the procedure ends;
1. 4>	else
5>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
1. 4>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends.
[bookmark: _Toc60776849][bookmark: _Toc76423135]5.3.14.5	Access barring check
The UE shall:
1>	if one or more Access Identities are indicated according to TS 24.501 [23], and
1>	if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:
2>	consider the access attempt as allowed;
1>	else:
2>	if the establishment of the RRC connection is the result of release with redirect with mpsPriorityIndication (either in NR or E-UTRAN); and 
2>	if the bit corresponding to Access Identity 1 in the uac-BarringForAccessIdentity contained in the "UAC barring parameter" is set to zero:
3>	consider the access attempt as allowed;
2>	else:
3>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
3>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":
1. 4>	consider the access attempt as allowed;
3>	else:
1. 4>	consider the access attempt as barred;
1>	if the access attempt is considered as barred:
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "UAC barring parameter":
	T390 = (0.7+ 0.6 * rand) * uac-BarringTime.
[bookmark: _Toc60777137][bookmark: _Toc76423423]6.3	RRC information elements
[bookmark: _Toc60777140][bookmark: _Toc76423426]6.3.1	System information blocks

–	SIBxx
SIBxx contains information for disaster roaming. Description is FFS.
SIBxx information element
-- ASN1START
-- TAG-SIBxx-START

SIBxx-r17 ::=                      SEQUENCE {
	disasterRoamingInfoList-r17			SEQUENCE (SIZE (1..maxPLMN)) OF DisasterRoamingInfoList-r17	, 
    lateNonCriticalExtension            OCTET STRING                          OPTIONAL,
    ...
}

DisasterRoamingInfoList-r17	::=  	SEQUENCE {
	disasterRoamingSupport				ENUMERATED {true}, 
	plmn-IdentityInfoDisaterRoaming     SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityList	OPTIONAL, -- Need R
    ...
}


-- TAG-SIBxx-STOP
-- ASN1STOP

	SIBxx field descriptions

	plmn-IdentityInfoDisaterRoaming
This field indicates a list of PLMNs allowed for disaster roaming for each PLMN in SIB1. FFS the association between the PLMNs in the list and the PLMNs in SIB1



Editor’s Note: FFS whether disasterRoamingSupport is placed in SIB1 or here
[bookmark: _Toc60777158][bookmark: _Toc76423444][bookmark: _Hlk54206873]6.3.2	Radio resource control information elements
[bookmark: _Toc60777386][bookmark: _Toc76423672]–	SI-SchedulingInfo
The IE SI-SchedulingInfo contains information needed for acquisition of SI messages.
SI-SchedulingInfo information element
-- ASN1START
-- TAG–SI-SCHEDULINGINFO-START

SI-SchedulingInfo ::=               SEQUENCE {
    schedulingInfoList                  SEQUENCE (SIZE (1..maxSI-Message)) OF SchedulingInfo,
    si-WindowLength                     ENUMERATED {s5, s10, s20, s40, s80, s160, s320, s640, s1280},
    si-RequestConfig                    SI-RequestConfig                                                OPTIONAL,  -- Cond MSG-1
    si-RequestConfigSUL                 SI-RequestConfig                                                OPTIONAL,  -- Cond SUL-MSG-1
    systemInformationAreaID             BIT STRING (SIZE (24))                                          OPTIONAL,   -- Need R
    ...
}

SchedulingInfo ::=                  SEQUENCE {
    si-BroadcastStatus                  ENUMERATED {broadcasting, notBroadcasting},
    si-Periodicity                      ENUMERATED {rf8, rf16, rf32, rf64, rf128, rf256, rf512},
    sib-MappingInfo                     SIB-Mapping
}

SIB-Mapping ::=                     SEQUENCE (SIZE (1..maxSIB)) OF SIB-TypeInfo

SIB-TypeInfo ::=                    SEQUENCE {
    type                                ENUMERATED {sibType2, sibType3, sibType4, sibType5, sibType6, sibType7, sibType8, sibType9,
                                                     sibType10-v1610, sibType11-v1610, sibType12-v1610, sibType13-v1610, sibType14-v1610,
                                                    spare3sibTypeXX-v17ab, spare2, spare1,... },
    valueTag                            INTEGER (0..31)                                                  OPTIONAL, -- Cond SIB-TYPE
    areaScope                           ENUMERATED {true}                                                OPTIONAL -- Need S
}

-- TAG-SI-SCHEDULINGINFO-STOP
-- ASN1STOP

	SchedulingInfo field descriptions

	areaScope
Indicates that a SIB is area specific. If the field is absent, the SIB is cell specific.

	si-BroadcastStatus
Indicates if the SI message is being broadcasted or not. Change of si-BroadcastStatus should not result in system information change notifications in Short Message transmitted with P-RNTI over DCI (see clause 6.5). The value of the indication is valid until the end of the BCCH modification period when set to broadcasting.

	si-Periodicity
Periodicity of the SI-message in radio frames. Value rf8 corresponds to 8 radio frames, value rf16 corresponds to 16 radio frames, and so on.



	SI-SchedulingInfo field descriptions

	si-RequestConfig
Configuration of Msg1 resources that the UE uses for requesting SI-messages for which si-BroadcastStatus is set to notBroadcasting.

	si-RequestConfigSUL
Configuration of Msg1 resources that the UE uses for requesting SI-messages for which si-BroadcastStatus is set to notBroadcasting.

	si-WindowLength
The length of the SI scheduling window. Value s5 corresponds to 5 slots, value s10 corresponds to 10 slots and so on. The network always configures si-WindowLength to be shorter than or equal to the si-Periodicity.

	systemInformationAreaID
Indicates the system information area that the cell belongs to, if any. Any SIB with areaScope within the SI is considered to belong to this systemInformationAreaID. The systemInformationAreaID is unique within a PLMN/SNPN.



	Conditional presence
	Explanation

	MSG-1
	The field is optionally present, Need R, if si-BroadcastStatus is set to notBroadcasting for any SI-message included in SchedulingInfo. It is absent otherwise.

	SIB-TYPE
	The field is mandatory present if the SIB type is different from SIB6, SIB7 or SIB8. For SIB6, SIB7 and SIB8 it is absent.

	SUL-MSG-1
	The field is optionally present, Need R, if supplementaryUplink is configured in ServingCellConfigCommonSIB and if si-BroadcastStatus is set to notBroadcasting for any SI-message included in SchedulingInfo. It is absent otherwise.



[bookmark: _Toc60777415][bookmark: _Toc76423701]–	UAC-BarringInfoSetIndex
The IE UAC-BarringInfoSetIndex provides the index of the entry in uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on. An index value referring to an entry not included in uac-BarringInfoSetList indicates no barring.
UAC-BarringInfoSetIndex information element
-- ASN1START
-- TAG-UAC-BARRINGINFOSETINDEX-START

UAC-BarringInfoSetIndex ::=                INTEGER (1..maxBarringInfoSet)

-- TAG-UAC-BARRINGINFOSETINDEX-STOP
-- ASN1STOP

[bookmark: _Toc60777416][bookmark: _Toc76423702]–	UAC-BarringInfoSetList
The IE UAC-BarringInfoSetList provides a list of access control parameter sets. An access category can be configured with access parameters according to one of the sets.
UAC-BarringInfoSetList information element
-- ASN1START
-- TAG-UAC-BARRINGINFOSETLIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))
}

UAC-BarringInfoSetListDisaster-r17 ::=  SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSetDisaster


UAC-BarringInfoSetDisaster-r17 ::=  SEQUENCE {
    uac-BarringFactor                  ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                   p50, p60, p70, p75, p80, p85, p90, p95}
}


-- TAG-UAC-BARRINGINFOSETLIST-STOP
-- ASN1STOP

	UAC-BarringInfoSetList field descriptions

	uac-BarringInfoSetList
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set by uac-barringInfoSetIndex. Association of an access category with an index that has no corresponding entry in the uac-BarringInfoSetList is valid configuration and indicates no barring.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12, bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, and bit 6 in the bit string corresponds to Access Identity 15. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringFactor
Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringTime
The average time in seconds before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category, see 5.3.14.5.



[bookmark: _Toc60777417][bookmark: _Toc76423703]–	UAC-BarringPerCatList
The IE UAC-BarringPerCatList provides access control parameters for a list of access categories.
UAC-BarringPerCatList information element
-- ASN1START
-- TAG-UAC-BARRINGPERCATLIST-START

UAC-BarringPerCatList ::=           SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}

UAC-BarringPerCatDisaster-r17 ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}

-- TAG-UAC-BARRINGPERCATLIST-STOP
-- ASN1STOP

	UAC-BarringPerCatList field descriptions

	accessCategory
The Access Category according to TS 22.261 [25].



[bookmark: _Toc60777418][bookmark: _Toc76423704]–	UAC-BarringPerPLMN-List
The IE UAC-BarringPerPLMN-List provides access category specific access control parameters, which are configured per PLMN/SNPN.
UAC-BarringPerPLMN-List information element
-- ASN1START
-- TAG-UAC-BARRINGPERPLMN-LIST-START

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                                                                     OPTIONAL     -- Need S
}

-- TAG-UAC-BARRINGPERPLMN-LIST-STOP
-- ASN1STOP

	UAC-BarringPerPLMN-List field descriptions

	uac-ACBarringListType
Access control parameters for each access category valid only for a specific PLMN or SNPN. UE behaviour upon absence of this field is specified in clause 5.3.14.2.

	plmn-IdentityIndex
Index of the PLMN or SNPN across the plmn-IdentityList and npn-IdentityInfoList fields included in SIB1.





4. Text proposal for solution #40
5.2	System information
5.2.2	System information acquisition
5.2.2.4.xy	Actions upon reception of SIBXX
Upon receiving SIBXX, the UE shall:
1>	forward the FFS with the corresponding PLMN identities to upper layers;

5.3	Connection control
5.3.14	Unified Access Control
5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	else if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List that contains a UAC-BarringPerPLMN for the selected PLMN or SNPN:
4>	if the procedure in 5.2.2.4.2 for a selected PLMN resulted in use of information in npn-IdentityInfoList and UAC-BarringPerPLMN has an entry with the plmn-IdentityIndex corresponding to used information in this list:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to used information in the npn-IdentityInfoList;
4>	else:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the selected PLMN and the PLMN-IdentityInfo, if any, or the selected SNPN and the npn-IdentityInfoList;
3>	if any UAC-BarringPerPLMN entry is selected:
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>	else:
4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicates that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contains a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6> if access identity 3 is not indicated according to 24.501[23]:
67>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
6>	else:  
7>	if the uac-BarringInfoSetListDisaster contains a UAC-BarringInfoSetDisaster entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCatDisaster:
8>	select the UAC-BarringInfoSetDisaster entry;
8> perform access barring check for the Access Category as specified in 5.3.14.5, using the barring time and the barring factor within the selected UAC-BarringInfoSet and also using the barring factor offset within the selected UAC-BarringInfoSetDisaster as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-ACBarringListType indicates that uac-ImplicitACBarringList is used:
4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
4>	if the uac-BarringInfoSetList contains the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
4>	else:
5>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
4>	if timer T390 is running for Access Category '2':
5>	inform the upper layer that access barring is applicable for all access categories except categories '0', upon which the procedure ends;
4>	else
5>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
4>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends.
[bookmark: _Toc76423134][bookmark: _Toc60776848]5.3.14.4	T302, T390 expiry or stop (Barring alleviation)
The UE shall:
1>	if timer T302 expires or is stopped:
2>	for each Access Category for which T390 is not running:
3>	consider the barring for this Access Category to be alleviated:
1>	else if timer T390 corresponding to an Access Category other than '2' expires or is stopped, and if timer T302 is not running:
2>	consider the barring for this Access Category to be alleviated;
1>	else if timer T390 corresponding to the Access Category '2' expires or is stopped:
2>	consider the barring for this Access Category to be alleviated;
1>	when barring for an Access Category is considered being alleviated:
2>	if the Access Category was informed to upper layers as barred:
3>	inform upper layers about barring alleviation for the Access Category.
2>	if barring is alleviated for Access Category '8'; or
2>	if barring is alleviated for Access Category '2':
3>	perform actions specified in 5.3.13.8;
5.3.14.5	Access barring check
The UE shall:
1>	if one or more Access Identities are indicated according to TS 24.501 [23], and
1>	if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:
2>	consider the access attempt as allowed;
1>	else:
2>	if the establishment of the RRC connection is the result of release with redirect with mpsPriorityIndication (either in NR or E-UTRAN); and 
2>	if the bit corresponding to Access Identity 1 in the uac-BarringForAccessIdentity contained in the "UAC barring parameter" is set to zero:
3>	consider the access attempt as allowed;
2>	else:
3>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
3> if Access Identitity 3 is not indicated according to TS 24.501[23]:
4>	if 'rand' is lower than the value calculated as max(0, UAC-BarringFactor – UAC-BarringFactorOffset) included in "UAC barring parameter":
5>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as barred;
3> else
34>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":
45>	consider the access attempt as allowed;
34>	else:
45>	consider the access attempt as barred;
1>	if the access attempt is considered as barred:
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "UAC barring parameter":
	T390 = (0.7+ 0.6 * rand) * uac-BarringTime.
6.3	RRC information elements
6.3.1	System information blocks

–	SIBxx
SIBxx contains information for disaster roaming. Description is FFS.
SIBxx information element
-- ASN1START
-- TAG-SIBxx-START

SIBxx-r17 ::=                      SEQUENCE {
	disasterRoamingInfoList-r17		SEQUENCE (SIZE (1..maxPLMN)) OF DisasterRoamingInfoList-r17	, 
    lateNonCriticalExtension         OCTET STRING                          OPTIONAL,
    ...
}

DisasterRoamingInfoList-r17	::=  	SEQUENCE {
	disasterRoamingSupport				ENUMERATED {true}, 
	plmn-IdentityInfoDisaterRoaming     SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityList	OPTIONAL, -- Need R 
    ...
}

-- TAG-SIBxx-STOP
-- ASN1STOP

	SIBxx field descriptions

	plmn-IdentityInfoDisaterRoaming
This field indicates a list of PLMNs allowed for disaster roaming for each PLMN in SIB1. FFS the association between the PLMNs in the list and the PLMNs in SIB1



Editor’s Note: FFS whether disasterRoamingSupport is placed in SIB1 or here

6.3.2	Radio resource control information elements
–	SI-SchedulingInfo
The IE SI-SchedulingInfo contains information needed for acquisition of SI messages.
SI-SchedulingInfo information element
-- ASN1START
-- TAG–SI-SCHEDULINGINFO-START

SI-SchedulingInfo ::=               SEQUENCE {
    schedulingInfoList                  SEQUENCE (SIZE (1..maxSI-Message)) OF SchedulingInfo,
    si-WindowLength                     ENUMERATED {s5, s10, s20, s40, s80, s160, s320, s640, s1280},
    si-RequestConfig                    SI-RequestConfig                                                OPTIONAL,  -- Cond MSG-1
    si-RequestConfigSUL                 SI-RequestConfig                                                OPTIONAL,  -- Cond SUL-MSG-1
    systemInformationAreaID             BIT STRING (SIZE (24))                                          OPTIONAL,   -- Need R
    ...
}

SchedulingInfo ::=                  SEQUENCE {
    si-BroadcastStatus                  ENUMERATED {broadcasting, notBroadcasting},
    si-Periodicity                      ENUMERATED {rf8, rf16, rf32, rf64, rf128, rf256, rf512},
    sib-MappingInfo                     SIB-Mapping
}

SIB-Mapping ::=                     SEQUENCE (SIZE (1..maxSIB)) OF SIB-TypeInfo

SIB-TypeInfo ::=                    SEQUENCE {
    type                                ENUMERATED {sibType2, sibType3, sibType4, sibType5, sibType6, sibType7, sibType8, sibType9,
                                                     sibType10-v1610, sibType11-v1610, sibType12-v1610, sibType13-v1610, sibType14-v1610,
                                                    spare3sibTypeXX-v17ab, spare2, spare1,... },
    valueTag                            INTEGER (0..31)                                                  OPTIONAL, -- Cond SIB-TYPE
    areaScope                           ENUMERATED {true}                                                OPTIONAL -- Need S
}

-- TAG-SI-SCHEDULINGINFO-STOP
-- ASN1STOP

	SchedulingInfo field descriptions

	areaScope
Indicates that a SIB is area specific. If the field is absent, the SIB is cell specific.

	si-BroadcastStatus
Indicates if the SI message is being broadcasted or not. Change of si-BroadcastStatus should not result in system information change notifications in Short Message transmitted with P-RNTI over DCI (see clause 6.5). The value of the indication is valid until the end of the BCCH modification period when set to broadcasting.

	si-Periodicity
Periodicity of the SI-message in radio frames. Value rf8 corresponds to 8 radio frames, value rf16 corresponds to 16 radio frames, and so on.



	SI-SchedulingInfo field descriptions

	si-RequestConfig
Configuration of Msg1 resources that the UE uses for requesting SI-messages for which si-BroadcastStatus is set to notBroadcasting.

	si-RequestConfigSUL
Configuration of Msg1 resources that the UE uses for requesting SI-messages for which si-BroadcastStatus is set to notBroadcasting.

	si-WindowLength
The length of the SI scheduling window. Value s5 corresponds to 5 slots, value s10 corresponds to 10 slots and so on. The network always configures si-WindowLength to be shorter than or equal to the si-Periodicity.

	systemInformationAreaID
Indicates the system information area that the cell belongs to, if any. Any SIB with areaScope within the SI is considered to belong to this systemInformationAreaID. The systemInformationAreaID is unique within a PLMN/SNPN.



	Conditional presence
	Explanation

	MSG-1
	The field is optionally present, Need R, if si-BroadcastStatus is set to notBroadcasting for any SI-message included in SchedulingInfo. It is absent otherwise.

	SIB-TYPE
	The field is mandatory present if the SIB type is different from SIB6, SIB7 or SIB8. For SIB6, SIB7 and SIB8 it is absent.

	SUL-MSG-1
	The field is optionally present, Need R, if supplementaryUplink is configured in ServingCellConfigCommonSIB and if si-BroadcastStatus is set to notBroadcasting for any SI-message included in SchedulingInfo. It is absent otherwise.



–	UAC-BarringInfoSetIndex
The IE UAC-BarringInfoSetIndex provides the index of the entry in uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on. An index value referring to an entry not included in uac-BarringInfoSetList indicates no barring.
UAC-BarringInfoSetIndex information element
-- ASN1START
-- TAG-UAC-BARRINGINFOSETINDEX-START

UAC-BarringInfoSetIndex ::=                INTEGER (1..maxBarringInfoSet)

-- TAG-UAC-BARRINGINFOSETINDEX-STOP
-- ASN1STOP

–	UAC-BarringInfoSetList
The IE UAC-BarringInfoSetList provides a list of access control parameter sets. An access category can be configured with access parameters according to one of the sets.
UAC-BarringInfoSetList information element
-- ASN1START
-- TAG-UAC-BARRINGINFOSETLIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))
}

UAC-BarringInfoSetListDisaster ::=  SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSetDisaster


UAC-BarringInfoSetDisaster-r17 ::=  SEQUENCE {
    uac-BarringFactorOffset            ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                   p50, p60, p70, p75, p80, p85, p90, p95}
}


-- TAG-UAC-BARRINGINFOSETLIST-STOP
-- ASN1STOP

	UAC-BarringInfoSetList field descriptions

	uac-BarringInfoSetList
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set by uac-barringInfoSetIndex. Association of an access category with an index that has no corresponding entry in the uac-BarringInfoSetList is valid configuration and indicates no barring.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12, bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, and bit 6 in the bit string corresponds to Access Identity 15. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringFactor
Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringTime
The average time in seconds before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category, see 5.3.14.5.



–	UAC-BarringPerCatList
The IE UAC-BarringPerCatList provides access control parameters for a list of access categories.
UAC-BarringPerCatList information element
-- ASN1START
-- TAG-UAC-BARRINGPERCATLIST-START

UAC-BarringPerCatList ::=           SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}

UAC-BarringPerCatDisaster-r17 ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}

-- TAG-UAC-BARRINGPERCATLIST-STOP
-- ASN1STOP

	UAC-BarringPerCatList field descriptions

	accessCategory
The Access Category according to TS 22.261 [25].



–	UAC-BarringPerPLMN-List
The IE UAC-BarringPerPLMN-List provides access category specific access control parameters, which are configured per PLMN/SNPN.
UAC-BarringPerPLMN-List information element
-- ASN1START
-- TAG-UAC-BARRINGPERPLMN-LIST-START

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                                                                     OPTIONAL     -- Need S
}

-- TAG-UAC-BARRINGPERPLMN-LIST-STOP
-- ASN1STOP

	UAC-BarringPerPLMN-List field descriptions

	uac-ACBarringListType
Access control parameters for each access category valid only for a specific PLMN or SNPN. UE behaviour upon absence of this field is specified in clause 5.3.14.2.

	plmn-IdentityIndex
Index of the PLMN or SNPN across the plmn-IdentityList and npn-IdentityInfoList fields included in SIB1.
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