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1	Introduction
From RAN2 perspective, there are two aspects of MINT:
· UAC for disaster roaming UEs
· Signalling of disaster PLMNs
In this paper we address these aspects.
[bookmark: _Ref178064866]2	Discussion
2.1	UAC for MINT UEs
MINT is a feature for a scenario where one or more PLMNs gets disabled, e.g. in a disaster. The users of the disabled PLMN(s) should be allowed to roam in another PLMN. This is called disaster roaming. Disaster roaming is enabled by that the hosting PLMN broadcasts the disabled PLMNs' IDs in system information. UEs of the disabled PLMN can then roam in the hosting PLMNs network. UEs that are disaster roaming will use Access Identity 3. 
CT1 thinks that it should be possible to bar disaster roaming UEs with higher probability than normal UEs. CT1 describes in C1-213527 two solutions they are considering for MINT. Namely, Solution #38 and Solution #40 in 24.811. Annex A has the descriptions of these solutions.
Solution #38 and #40 define two different ways in which the network can avoid overload by barring disaster roaming UEs. Solution #38 relies on that the network provides barring factors that are specific to Access Identity 3, while Solution #40 relies on that the UE adds an offset to the already existing barring factors.
At RAN2#115, it was discussed which of these solutions would be simpler from RAN2 point of view. No conclusion was reached.
In RRC today, barring is evaluated per Access Category, not Access Identity. Solution #38 therefore requires that ASN.1 is updated to allow signalling of a separate set of barring factors for Access Identity 3. But more importantly, procedural text would need to be changed so that the UE will select barring factors based on Access Identity rather than based on the Access Category. Solution #38 therefore changes the current framework for UAC and would have large impact on procedural text. It is further clarified in the LS in C1-216253 that the barring times for Access Identity 3 should be the legacy barring times (i.e. not separate), this means that RAN2 cannot even reuse the existing ASN.1 IEs to provide the barring factors since those also contain barring times.
For Solution #40 on the other hand, the UE would still select Barring Factors based on the Access Category. The UE would then apply the offset value to end up with the resulting barring factor. RAN2 impact of this is to add signalling of the barring factors in SIB1, and specify that the UE offsets the barring factor with the signalled offsets. A text proposal for Solution #40 is found in Annex B.[footnoteRef:1] [1:  	It should be noted that a limitation of Solution #40 is that it does not allow the network to bar MINT-UEs without also barring normal UEs. This because the p100 code-point does not exist. This means that the network would have to bar normal UEs at least 5% (by sending p95) and bar the MINT-UEs more by using the offset. We believe that this restriction is not a major issue though.

	RAN2 could overcome this limitation but it would require RAN2 to either add signalling of p100 (= no barring) or specify that if the network does not provide any barring factor, the disaster-UEs should assume value p100 when doing the calculation of the barring factor. However, the UE must apply some barring time and since the (normal) barring factor and the barring time is signalled in the same IE, RAN2 would have to enable signalling of a barring time separately, and going this path would increase the complexity of the solution which we don’t think is justified.] 

In the TP, we have not implemented the flexibility to allow different PLMN (in case of RAN sharing) to have different offsets, but that has not been explicitly requested by CT1, so that should be fine.
Based on the above, we think Solution#40 is the simplest solution, so we propose:
[bookmark: _Toc85486377]RAN2 suggests to CT1 to adopt Solution #40 for UAC for MINT UEs

Proposed LS text:
	1. Overall Description:
RAN2 thanks CT1 for their LS on "UAC enhancements for minimization of service interruption when disaster condition applies" (R2-2106902/C1-213527). 
RAN2 has further discussed Solution#38 and Solution#40 and reached the conclusion that, from a RAN2 specification point of view, Solution #40 is simpler.

2. Actions:
To CT1 group:
ACTION:  RAN2 asks CT1 to take the above into account.





2.2	Signal the disaster PLMNs
RAN2 received an LS in C1-216297 stating:
[bookmark: _Hlk74909347]Thus, for available PLMN(s), NAS will need to obtain from RRC:
a)	disaster related indication, for which CT1 still discusses whether it indicates (a) solely that the available PLMN is accessible for disaster inbound roamers or (b) that the available PLMN is accessible for disaster inbound roamers and all other PLMNs have disaster condition; or
b)	"list of one or more PLMN(s) with disaster condition for which disaster roaming is offered by the available PLMN" where each PLMN with disaster condition is identified by its PLMN ID. The list will need to be able to hold at least the same amount of PLMN IDs as number of PLMNs which can share an NR cell.
For bullet a above, RAN2 would need to wait for further CT1 input.
For bullet b it seems CT1 has reached consensus. Bullet b allows two operators that share a RAN node to provide disaster roaming for different disaster PLMNs. For example, if operator A and operator B shares RAN node, the following would be possible.
Example 1:
Operator A: PLMN 1, PLMN 2, PLMN 3, PLMN 4
Operator B: PLMN 5, PLMN 6, PLMN 7, PLMN 8
But it would not be unthinkable that the two operators that share a RAN node would also offer disaster roaming for the same PLMNs, e.g. this would be a probable configuration.
Example 2:
Operator A: PLMN 1, PLMN 2, PLMN, 3, PLMN 4, PLMN 5, PLMN 6, PLMN 7, PLMN 8
Operator B: PLMN 1, PLMN 2, PLMN, 3, PLMN 4, PLMN 5, PLMN 6, PLMN 7, PLMN 8
It would of course waste a lot of SIB1 overhead to repeat the 8 PLMNs two times (or as many times as number of "available PLMNs").
So even if the CT1 LS says it should be possible to signal the disaster PLMNs "for available PLMN(s)", we think RAN2 shouldn’t waste SIB1 signalling if a probable scenario is that all operators sharing the RAN would have the same disaster PLMNs. Hence, we propose:
[bookmark: _Toc85486378]RAN2 signalling should, in addition to signal disaster PLMN(s) per available PLMN, also allow to signal shared disaster PLMNs.
3	Conclusion
Based on the discussion above we propose:
Proposal 1	RAN2 suggests to CT1 to adopt Solution #40 for UAC for MINT UEs
Proposal 2	RAN2 signalling should, in addition to signal disaster PLMN(s) per available PLMN, also allow to signal shared disaster PLMNs.

[bookmark: _Ref174151459][bookmark: _Ref189809556]Annex A - Description of Solution #38 and #40
Excerpts from 24.811 showing solutions #38 and #40 which are considered in CT1 for MINT.
	[bookmark: _Toc66462403][bookmark: _Toc70619049][bookmark: _Toc75782760]6.38	Solution #38: Prevention of signalling overload via barring factor for Access Identity 3
[bookmark: _Toc66462404][bookmark: _Toc70619050][bookmark: _Toc75782761]6.38.1	Description
Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.
During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
NOTE:	The change in the UAC-BarringInfoSet proposed in this solution is subject to RAN2 agreement.
The 5GSM level congestion can be prevented by properly setting the values of the barring factor for Access Identity 3 each of which is associated with an access category. For example, if access attempts of disaster inbound roamers related to DNN X should be reduced, the barring factor for Access Identity 3 associated with an operator-defined access category for DNN X can be adjusted.




	[bookmark: _Toc66462413][bookmark: _Toc70619059][bookmark: _Toc75782770]6.40	Solution #40: Enhancements to UAC barring information to prevent congestion in disaster roaming PLMN
[bookmark: _Toc66462414][bookmark: _Toc70619060]This solution addresses the Key Issue #7 "Prevention of signalling overload in PLMNs without Disaster Condition".
[bookmark: _Toc75782771]6.40.1	Detailed description
It is important for the PLMN providing disaster roaming to avoid degradation of service levels to its own subscribers due to the activities of incoming UEs. For this reason, the network needs a method by which it can set differential access barring levels for own subscribers and disaster roamers.
The usage of new Access Identity 3 allows network to differentiate inbound roamers from own subscribers. But this alone would not be useful to mitigate congestion caused by a sudden inflow of inbound roamers.
A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.
The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.
The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5.
A disaster roaming UE computes the uac-BarringFactor for its access category as
uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))
[bookmark: _Toc66462415][bookmark: _Toc70619061]NOTE:	The addition of a new parameter to UAC Barring information is subject to RAN2 agreement.
[bookmark: _Toc75782772]6.40.2	Impacts on existing nodes and functionality
Unified access control: definition of a new offset for BarringFactor
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Annex B - Text proposal for 38.331
[bookmark: _Toc60776844][bookmark: _Toc76423130]5.3.14	Unified Access Control
[bookmark: _Toc60776845][bookmark: _Toc76423131]5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer. This procedure does not apply to IAB-MT.
After a PCell change in RRC_CONNECTED the UE shall defer access barring checks until it has obtained SIB1 (as specified in 5.2.2.2) from the target cell.
[bookmark: _Toc60776846][bookmark: _Toc76423132]5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	else if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List that contains a UAC-BarringPerPLMN for the selected PLMN or SNPN:
4>	if the procedure in 5.2.2.4.2 for a selected PLMN resulted in use of information in npn-IdentityInfoList and UAC-BarringPerPLMN has an entry with the plmn-IdentityIndex corresponding to used information in this list:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to used information in the npn-IdentityInfoList;
4>	else:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the selected PLMN and the PLMN-IdentityInfo, if any, or the selected SNPN and the npn-IdentityInfoList;
3>	if any UAC-BarringPerPLMN entry is selected:
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>	else:
4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicates that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contains a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-ACBarringListType indicates that uac-ImplicitACBarringList is used:
4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
4>	if the uac-BarringInfoSetList contains the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
4>	else:
5>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
4>	if timer T390 is running for Access Category '2':
5>	inform the upper layer that access barring is applicable for all access categories except categories '0', upon which the procedure ends;
4>	else
5>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
4>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends.
[bookmark: _Toc60776847][bookmark: _Toc76423133]5.3.14.3	Void
[bookmark: _Toc60776848][bookmark: _Toc76423134]5.3.14.4	T302, T390 expiry or stop (Barring alleviation)
The UE shall:
1>	if timer T302 expires or is stopped:
2>	for each Access Category for which T390 is not running:
3>	consider the barring for this Access Category to be alleviated:
1>	else if timer T390 corresponding to an Access Category other than '2' expires or is stopped, and if timer T302 is not running:
2>	consider the barring for this Access Category to be alleviated;
1>	else if timer T390 corresponding to the Access Category '2' expires or is stopped:
2>	consider the barring for this Access Category to be alleviated;
1>	when barring for an Access Category is considered being alleviated:
2>	if the Access Category was informed to upper layers as barred:
3>	inform upper layers about barring alleviation for the Access Category.
2>	if barring is alleviated for Access Category '8'; or
2>	if barring is alleviated for Access Category '2':
3>	perform actions specified in 5.3.13.8;
[bookmark: _Toc60776849][bookmark: _Toc76423135]5.3.14.5	Access barring check
The UE shall:
1>	if one or more Access Identities are indicated according to TS 24.501 [23], and
1>	if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:
2>	consider the access attempt as allowed;
1>	else:
2>	if the establishment of the RRC connection is the result of release with redirect with mpsPriorityIndication (either in NR or E-UTRAN); and 
2>	if the bit corresponding to Access Identity 1 in the uac-BarringForAccessIdentity contained in the "UAC barring parameter" is set to zero:
3>	consider the access attempt as allowed;
2>	else:
3>	if Access Identity '3' has been indicated, the UE shall in the remainder of this procedure assume uac-BarringFactor to be the signalled uac-BarringFactor minus the uac-BarringFactorOffset associated with the Access Category (if any);
3>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
3>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":
4>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as barred;
1>	if the access attempt is considered as barred:
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "UAC barring parameter":
	T390 = (0.7+ 0.6 * rand) * uac-BarringTime.
Unchanged parts omitted

[bookmark: _Toc60777125][bookmark: _Toc76423411]–	SIB1
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)                                              OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin                                                  OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin                                                   OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)                                              OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl                                           OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo                                               OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB                                      OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}                                               OPTIONAL,   -- Need R
    ue-TimersAndConstants               UE-TimersAndConstants                                           OPTIONAL,   -- Need R
    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                           OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                         OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                                   OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R
    useFullResumeID                     ENUMERATED {true}                                               OPTIONAL,   -- Need R
    lateNonCriticalExtension            OCTET STRING                                                    OPTIONAL,
    nonCriticalExtension                SIB1-v1610-IEs                                                  OPTIONAL
}

SIB1-v1610-IEs ::=               SEQUENCE {
    idleModeMeasurementsEUTRA-r16    ENUMERATED{true}                                                   OPTIONAL,  -- Need R
    idleModeMeasurementsNR-r16       ENUMERATED{true}                                                   OPTIONAL,  -- Need R
    posSI-SchedulingInfo-r16         PosSI-SchedulingInfo-r16                                           OPTIONAL,  -- Need R
    nonCriticalExtension             SIB1-v1630-IEs                                                     OPTIONAL
}

SIB1-v1630-IEs ::=               SEQUENCE {
    uac-BarringInfo-v1630            SEQUENCE {
        uac-AC1-SelectAssistInfo-r16     SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AC1-SelectAssistInfo-r16
    }                                                                                                   OPTIONAL,  -- Need R
    nonCriticalExtension             SIB1-v17xy-IEs                                                     OPTIONAL
}

SIB1-v17xy-IEs ::=	SEQUENCE {
	uac-BarringFactorOffsetList		SEQUENCE (SIZE (1..maxAccessCat-1)) OF ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
																				p50, p60, p70, p75, p80, p85, p90, p95}	OPTIONAL, -- Need R
    nonCriticalExtension             SEQUENCE {}                                                        OPTIONAL
}

UAC-AccessCategory1-SelectionAssistanceInfo ::=    ENUMERATED {a, b, c}

UAC-AC1-SelectAssistInfo-r16 ::=     ENUMERATED {a, b, c, notConfigured}

-- TAG-SIB1-STOP
-- ASN1STOP

	SIB1 field descriptions

	cellSelectionInfo
Parameters for cell selection related to the serving cell.

	eCallOverIMS-Support
Indicates whether the cell supports eCall over IMS services as defined in TS 23.501 [32]. If absent, eCall over IMS is not supported by the network in the cell.

	idleModeMeasurementsEUTRA
This field indicates that a UE that is configured for EUTRA idle/inactive measurements shall perform the measurements while camping in this cell and report availability of these measurements when establishing or resuming a connection in this cell. If absent, a UE is not required to perform EUTRA idle/inactive measurements.

	idleModeMeasurementsNR
This field indicates that a UE that is configured for NR idle/inactive measurements shall perform the measurements while camping in this cell and report availability of these measurements when establishing or resuming a connection in this cell. If absent, a UE is not required to perform NR idle/inactive measurements.

	ims-EmergencySupport
Indicates whether the cell supports IMS emergency bearer services for UEs in limited service mode. If absent, IMS emergency call is not supported by the network in the cell for UEs in limited service mode.

	q-QualMin
Parameter "Qqualmin" in TS 38.304 [20], applicable for serving cell. If the field is absent, the UE applies the (default) value of negative infinity for Qqualmin.  

	q-QualMinOffset
Parameter "Qqualminoffset" in TS 38.304 [20]. Actual value Qqualminoffset = field value [dB]. If the field is absent, the UE applies the (default) value of 0 dB for Qqualminoffset. Affects the minimum required quality level in the cell.

	q-RxLevMin
Parameter "Qrxlevmin" in TS 38.304 [20], applicable for serving cell.

	q-RxLevMinOffset
Parameter "Qrxlevminoffset" in TS 38.304 [20]. Actual value Qrxlevminoffset = field value * 2 [dB]. If absent, the UE applies the (default) value of 0 dB for Qrxlevminoffset. Affects the minimum required Rx level in the cell.

	q-RxLevMinSUL
Parameter "Qrxlevmin" in TS 38.304 [20], applicable for serving cell.

	servingCellConfigCommon
Configuration of the serving cell.

	uac-AccessCategory1-SelectionAssistanceInfo
Information used to determine whether Access Category 1 applies to the UE, as defined in TS 22.261 [25]. If plmnCommon is chosen, the UAC-AccessCategory1-SelectionAssistanceInfo is applicable to all the PLMNs and SNPNs in plmn-IdentityList and npn-IdentityInfoList. If individualPLMNList is chosen, the 1st entry in the list corresponds to the first network within all of the PLMNs and SNPNs across the plmn-IdentityList and the npn-IdentityInfoList, the 2nd entry in the list corresponds to the second network within all of the PLMNs and SNPNs across the plmn-IdentityList and the npn-IdentityInfoList and so on. If uac-AC1-SelectAssistInfo-r16 is present, the UE shall ignore the uac-AccessCategory1-SelectionAssistanceInfo.

	uac-AC1-SelectAssistInfo
Information used to determine whether Access Category 1 applies to the UE, as defined in TS 22.261 [25]. The 1st entry in the list corresponds to the first network within all of the PLMNs and SNPNs across the plmn-IdentityList and npn-IdentityInfoList, the 2nd entry in the list corresponds to the second network within all of the PLMNs and SNPNs across the plmn-IdentityList and the npn-IdentityInfoList and so on. Value notConfigured indicates that Access Category1 is not configured for the corresponding PLMN/SNPN.

	uac-BarringForCommon
Common access control parameters for each access category. Common values are used for all PLMNs/SNPNs, unless overwritten by the PLMN/SNPN specific configuration provided in uac-BarringPerPLMN-List. The parameters are specified by providing an index to the set of configurations (uac-BarringInfoSetList). UE behaviour upon absence of this field is specified in clause 5.3.14.2.

	uac-BarringOffsetList
A list of barring factor offsets used by UEs in disaster roaming conditions (i.e., Access Identity 3) to calculate the applicable barring factor, as specified in sub-clause 5.3.14.5. The first entry is the offset for Access Category 1, the second is the offset for Access Category 2, and so on.

	ue-TimersAndConstants
Timer and constant values to be used by the UE. The cell operating as PCell always provides this field.

	useFullResumeID
Indicates which resume identifier and Resume request message should be used. UE uses fullI-RNTI and RRCResumeRequest1 if the field is present, or shortI-RNTI and RRCResumeRequest if the field is absent.



	Conditional Presence
	Explanation

	Standalone
	The field is mandatory present in a cell that supports standalone operation, otherwise it is absent.




