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Discussion and decision
1 Introduction
CT1 approved the LS reply [1] wherein they provide answers to the two questions with regards to barring for Access Identity 3 which RAN2 raised as outcome of the first discussion on the MINT UAC solutions #38 and #40 in RAN2#115-e meeting. Furthermore, they ask RAN2 to decide on selecting solution #38 or #40 for normative specification update taking the given answers into account.

In view of the CT1 LS reply we address in this contribution how the solutions #38 and #40 can be implemented in NR and make a proposal on the solution to select.
2 Discussion
2.1 CT1 answers to the two questions with regards to barring for Access Identity 3
Referring to the answers given to the two questions as shown below the following key messages need to be taken into account in the specification of barring information for Access Identity 3:
1. For each Access Category which is applicable for Access Identity 3 only a specific barring factor for Access Identity 3 (acc. to solution #38) or a specific barring factor offset for Access Identity 3 (acc. to solution #40) needs to be indicated.
2. Both solutions #38 and #40 apply the existing barring time.

	Q1: whether MINT UE should be independently configured for Access Identity 3 for each Access Category (compared to Access Identity 0)?

Answer 1: The barring factors to use with Access Identity 3 are indicated per Access Category. For solution #38 the RAN provides an additional barring factor specifically for Access Identity 3 per Access Category, and for solution #40, RAN provides a barring factor which offsets the legacy barring factor per Access Category.

Q2: whether access control for Access Identity 3 applies both: barring factor and barring time?

Answer 2: For both solution #38 and solution #40, access control for Access Identity 3 applies specific barring factors only. Therefore, the existing IE uac-BarringTime for an Access Category will govern the barring time if an access attempt of a UE configured for Access Identity 3 is barred for the Access Category.


2.2 Implementation of the MINT solutions #38 and #40 in NR
A. Implementation of solution #38
Acc. to NR RRC specification [2] UAC barring information is signaled in SIB1 in which each configured Access Category is associated with a set of access control parameters given by UAC-BarringInfoSet, and in each UAC-BarringInfoSet the uac-BarringFactor, uac-BarringTime applies for Access Identity 0 whereas the 7-bit bitmap uac-BarringForAccessIdentity applies for the special/high-priority Access Identities 1, 2, 11 to 15.
Acc. to the answers from CT1, we think that for solution #38 the new specific barring factor for Access Identity 3 can be simply introduced in SIB1 by an optional R17 NCE of uac-BarringInfoSetList as shown below in red. 
The extended IE UAC-BarringInfoSet-v17xy contains the optional field uac-BarringFactorForAI3-r17 which can be configured by network if the concerned Access Category should be applicable for Access Identity 3. The presence of the R17 NCE of uac-BarringInfoSetList in SIB1 is condition to the support of Disaster Inbound Roamers in the cell. Otherwise, it is absent. Furthermore, in the ASN.1 example below we assumed the value range of uac-BarringFactorForAI3-r17 is same as the existing uac-BarringFactor.
SIB1-v1630-IEs ::=               SEQUENCE {

    uac-BarringInfo-v1630            SEQUENCE {

        uac-AC1-SelectAssistInfo-r16     SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AC1-SelectAssistInfo-r16

    }                                                                      OPTIONAL,  -- Need R

    nonCriticalExtension             SIB1-v17xy-IEs                        OPTIONAL
}
SIB1-v17xy-IEs ::=               SEQUENCE {

    uac-BarringInfo-v17xy            SEQUENCE {

        uac-BarringInfoSetList-v17xy
UAC-BarringInfoSetList-v17xy   
   OPTIONAL, -- Cond MINT
    }                                                                      OPTIONAL, -- Need R

    nonCriticalExtension             SEQUENCE {}                           OPTIONAL

}
UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSetList-v17xy ::= SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet-v17xy
UAC-BarringInfoSet ::=              SEQUENCE {

    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                    p50, p60, p70, p75, p80, p85, p90, p95},

    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))

}

UAC-BarringInfoSet-v17xy ::= SEQUENCE {

    uac-BarringFactorForAI3-r17

ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                p50, p60, p70, p75, p80, p85, p90, p95}



















OPTIONAL  -- Need S
}
And in the procedure text for Access barring check as specified in 5.3.14.5 the implementation of solution #38 can be done as shown below in red, i.e. new conditions for the barring factor to apply for Access Identity 3 need to be specified.
	The UE shall:
1>
if one or more Access Identities are indicated according to TS 24.501 [23], and

1>
if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:

2>
consider the access attempt as allowed;

1>
else:

2>
if the establishment of the RRC connection is the result of release with redirect with mpsPriorityIndication (either in NR or E-UTRAN); and

2>
if the bit corresponding to Access Identity 1 in the uac-BarringForAccessIdentity contained in the "UAC barring parameter" is set to zero:

3>
consider the access attempt as allowed;

2>
if Access Identity 0 is indicated:
3>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

3>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":

4>
consider the access attempt as allowed;

3>
else:

4>
consider the access attempt as barred;
2>
else if Access Identity 3 is indicated:

3>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

3>
if 'rand' is lower than the value indicated by uac-BarringFactorForAI3 included in "UAC barring parameter":

4>
consider the access attempt as allowed;

3>
else:

4>
consider the access attempt as barred;

1>
if the access attempt is considered as barred:

2>
draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;

2>
start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "UAC barring parameter":


T390 = (0.7+ 0.6 * rand) * uac-BarringTime.


B. Implementation of solution #40

Similar to solution #38, for solution #40 the new specific barring factor offset for Access Identity 3 can be simply introduced in SIB1 by an optional R17 NCE of uac-BarringInfoSetList as shown below in red. 
SIB1-v1630-IEs ::=               SEQUENCE {

    uac-BarringInfo-v1630            SEQUENCE {

        uac-AC1-SelectAssistInfo-r16     SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AC1-SelectAssistInfo-r16

    }                                                                      OPTIONAL,  -- Need R

    nonCriticalExtension             SIB1-v17xy-IEs                        OPTIONAL
}
SIB1-v17xy-IEs ::=               SEQUENCE {

    uac-BarringInfo-v17xy            SEQUENCE {

        uac-BarringInfoSetList-v17xy
UAC-BarringInfoSetList-v17xy   
   OPTIONAL, -- Cond MINT
    }                                                                      OPTIONAL, -- Need R

    nonCriticalExtension             SEQUENCE {}                           OPTIONAL

}
UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSetList-v17xy ::= SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet-v17xy
UAC-BarringInfoSet ::=              SEQUENCE {

    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                    p50, p60, p70, p75, p80, p85, p90, p95},

    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))

}

UAC-BarringInfoSet-v17xy ::= SEQUENCE {

    uac-DisasterOffsetToBarringFactor-r17
ENUMERATED {s5, s10, s15, s20, s25, s30, s35, s40, s45, s50, s55, s60, s65, s70, s75, s80, s85, s90, s95}
OPTIONAL  -- Need S
}
And in the procedure text for Access barring check as specified in 5.3.14.5 the implementation of solution #40 can be done as shown below in red, i.e. new conditions for the barring factor to apply for Access Identity 3 need to be specified.
	The UE shall:
1>
if one or more Access Identities are indicated according to TS 24.501 [23], and

1>
if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:

2>
consider the access attempt as allowed;

1>
else:

2>
if the establishment of the RRC connection is the result of release with redirect with mpsPriorityIndication (either in NR or E-UTRAN); and

2>
if the bit corresponding to Access Identity 1 in the uac-BarringForAccessIdentity contained in the "UAC barring parameter" is set to zero:

3>
consider the access attempt as allowed;

2>
if Access Identity 0 is indicated:
3>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

3>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":

4>
consider the access attempt as allowed;

3>
else:

4>
consider the access attempt as barred;
2>
else if Access Identity 3 is indicated:

3>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

3>
if 'rand' is lower than the calculated value of uac-BarringFactor, using uac-BarringFactor and uac-DisasterOffsetToBarringFactor included in "UAC barring parameter":
            uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))

4>
consider the access attempt as allowed;

3>
else:

4>
consider the access attempt as barred;

1>
if the access attempt is considered as barred:

2>
draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;

2>
start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "UAC barring parameter":


T390 = (0.7+ 0.6 * rand) * uac-BarringTime.


2.3 Selection of MINT UAC solution
As discussed and concluded in last RAN2#115-e meeting both solutions #38 and #40 are feasible. And referring to the implementation examples shown in clause 2.2, the complexity of both solutions to ASN.1 and procedure text is low. However, we still think that solution #40 has some minor drawbacks compared to solution #38:
· An additional step for calculating the final uac-BarringFactor for Access Identity 3 needs to be specified. 

· The barring for Access Identity 3 is always tied to Access Identity 0 and cannot be set independently. For instance, if access for Access Identity 0 is completely barred (“p00”) then access for Access Identity 3 is completely barred as well. Furthermore, it is not possible to prioritize access for Access Identity 3 over Access Identity 0.

Due to above minor drawbacks, we prefer solution #38 over solution #40 as it allows independent and flexible barring for Access Identity 3, and we can trust network to set the barring factor for Access Identity 3 properly. Furthermore, we understood from another LS from CT1 [5] that the MINT feature applies to both NR connected to 5GC and LTE connected to 5GC. Therefore, the changes to ASN.1 and procedure text in LTE are principally the same as in NR. The only difference in LTE is that UAC barring information is signaled in SIB25.
Proposal: RAN2 to agree on UAC solution #38 for NR and LTE for normative work.
3 Conclusion

In this contribution we addressed how the solutions #38 and #40 can be implemented in NR and made the following proposal:
Proposal: RAN2 to agree on UAC solution #38 for NR and LTE for normative work.
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5 Annex
Reference: TS 22.261 [3]
Table 6.22.2.2-1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3 
	UE for which Disaster Condition applies (note 4)

	4-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, and visited PLMNs of the home country.
Access Identity 1 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.

NOTE 2:
Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN and visited PLMNs of the home country. Access Identity 2 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose, the home country is defined as the country of the MCC part of the IMSI. 

NOTE 4:
The configuration is valid for PLMNs that indicate to potential Disaster Inbound Roamers that the UEs can access the PLMN. See clause 6.31.


Reference: TR 24.811 [4]

6.38
Solution #38: Prevention of signalling overload via barring factor for Access Identity 3

6.38.1
Description

Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.

During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.

NOTE:
The change in the UAC-BarringInfoSet proposed in this solution is subject to RAN2 agreement.

The 5GSM level congestion can be prevented by properly setting the values of the barring factor for Access Identity 3 each of which is associated with an access category. For example, if access attempts of disaster inbound roamers related to DNN X should be reduced, the barring factor for Access Identity 3 associated with an operator-defined access category for DNN X can be adjusted.

6.38.2
Impacts on existing nodes and functionality

UE

-
The UE needs to be able to read information related to Access identity 3 in the barring information including barring factor for Access Identity 3.

-
The UE needs to determine whether an access attempt associated with Access Identity 3 is allowed based on the value of the barring factor for Access Identity 3

NG-RAN

-
The NG-RAN node needs to be able to include information related to Access Identity 3 in the barring information including barring factor for Access Identity 3.
6.40
Solution #40: Enhancements to UAC barring information to prevent congestion in disaster roaming PLMN

This solution addresses the Key Issue #7 "Prevention of signalling overload in PLMNs without Disaster Condition".
6.40.1
Detailed description

It is important for the PLMN providing disaster roaming to avoid degradation of service levels to its own subscribers due to the activities of incoming UEs. For this reason, the network needs a method by which it can set differential access barring levels for own subscribers and disaster roamers.

The usage of new Access Identity 3 allows network to differentiate inbound roamers from own subscribers. But this alone would not be useful to mitigate congestion caused by a sudden inflow of inbound roamers.

A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.

The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.

The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5.

A disaster roaming UE computes the uac-BarringFactor for its access category as

uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))

NOTE:
The addition of a new parameter to UAC Barring information is subject to RAN2 agreement.

6.40.2
Impacts on existing nodes and functionality

Unified access control: definition of a new offset for BarringFactor
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