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1. Introduction
During RAN2#115_e meeting, the following agreements were made for IMS emergency service in SNPN[1]:

Introduce a new IE/field to indicate the support of IMS emergency service for SNPN.
eCall over IMS is not supported in SNPNs in Rel-17.
PWS can be supported in SNPNs in Rel-17.

However, there is no conclusion on the granularity of supporting IMS emergency service for SNPN, i.e. per cell or per SNPN.  In this contribution, we’d like to discuss this issue and the corresponding signaling design.
1. Discussion 
According to the latest running CR of TS 38.331[2], the new IE to indicate the support of IMS emergency service for SNPN is named as ims-SNPN-EmergencySupport. However, ims-SNPN-EmergencySupport is not defined in ASN.1 for the reason that it is FFS if UEs that are not in SNPN access mode can also use this flag and whether ims-SNPN-EmergencySupport is per cell or per SNPN.
For the first question, we think RAN2 is nearly reaching the agreement that the UEs that are not in SNPN access mode can not use this flag and can not get the emergency services in SNPN. The LS we sent to SA2 and CT1 for confirmation, the details is shown as follow[3]:
RAN2 tends to reach the conclusion that R17 SNPN-capable UEs that are not in SNPN Access Mode and R17 Non-SNPN capable UEs cannot camp on an SNPN cell supporting emergency services to obtain emergency services via any SNPN.
Thus, we think the only remaining key issue for ims-SNPN-EmergencySupport design is the granularity. In RAN2#115_e meeting, different companies hold the different opinions on this. From the perspective of operators, we provide our consideration in the following aspects.
[bookmark: OLE_LINK3]Network deployment:
RAN sharing is common for SNPN network deployment to reduce the capital expenditure. It is a common case that different SNPNs share the same cell. If ims-SNPN-EmergencySupport is per cell, it is not clear for which SNPN supports emergency service. We notice some companies think UE could performs trials and errors attempts to find the SNPN supporting emergency service. According to R16, the maximum number of network IDs of one sharing cell is twelve, which means the maximum of attempts is twelve. Considering the urgency of emergency services, the cost of attempts is not acceptable.
Observation 1: RAN sharing is common for SNPN network deployment. Considering the urgency of emergency services, the cost of trials and errors attempts is not acceptable.
The requirement of SNPNs:
Since the SNPN is mainly used for vertical industry, the requirement varies for different fields. Emergency services are not necessary for all SNPNs. Thus, it is more flexible to distinguish this requirement by setting ims-SNPN-EmergencySupport per SNPN. We also think some SNPNs have the requirement for the isolation from outside. They only provide emergency service to the UEs belonging to them for security purposes. 
Observation 2: SNPNs have the requirement for the isolation from outside.
SA2 and CT1 views
SA2 implies the granularity is per SNPN in TR 23.700-7[4], the statement is shown as follow:
if the NG-RAN is shared by more than one network, and the networks do not have the same support for Emergency Services, the broadcast indicator is related to those networks that supports Emergency Services.
According to the LS from CT1[5], CT1 expresses their opinion as follow:
In order for a UE, which is in the limited service state and needs to obtain emergency services, to select an SNPN which supports emergency services, if not all SNPNs sharing a cell support emergency services, the UE needs to be aware of which SNPNs support emergency services.

We think it is obvious CT1 prefers per SNPN granularity of emergency service indicator.
Observation 3: SA2 and CT1 have the preference of per SNPN granularity for emergency service.
[bookmark: _Hlk85127752]Based on the observations above, we think the new IE to indicate the support of IMS emergency service for SNPN is indicated per SNPN.
Proposal 1: The new IE to indicate the support of IMS emergency service for SNPN is indicated per SNPN.
Based on the latest TS 38.331 running CR, the access information of R17 SNPN is defined in snpn-AccessInfoList-r17. The IE of supporting emergency service indicator could be also included in it to support per SNPN granularity. The signal design is highlighted in yellow as follow:
CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}             OPTIONAL,   -- Need R
    ...,
    [[
    cellReservedForFutureUse-r16        ENUMERATED {true}             OPTIONAL,   -- Need R
    npn-IdentityInfoList-r16            NPN-IdentityInfoList-r16      OPTIONAL    -- Need R
    ]]
    [[
    snpn-AccessInfoList-r17             SEQUENCE (SIZE (1..maxNPN-r16)) OF SNPN-AccessInfo-r17    OPTIONAL    -- Need R
    ]]
}


SNPN-AccessInfo-r17 ::=         SEQUENCE {
    extCH-Supported-r17                 ENUMERATED {true}             OPTIONAL,   -- Need R
    extCH-WithoutConfigAllowed-r17      ENUMERATED {true}             OPTIONAL,   -- Need R
onboardingEnabled-r17               ENUMERATED {true}             OPTIONAL,   -- Need R
ims-SNPN-EmergencySupport-r17       ENUMERATED {true}             OPTIONAL    -- Need R
}

	SNPN-AccessInfo field descriptions

	extCH-Supported
Indicates whether the SNPN supports the access using credentials from a Credentials Holder as specified in TS 23.501 [32].

	extCH-WithoutConfigAllowed
Indicates whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN as specified in TS 23.501 [32].

	onboardingEnabled
Indicates whether the SNPN allows registration for onboarding in the cell as specified in TS 23.501 [32].

	ims-SNPN-EmergencySupport
Indicates whether the SNPN allows for emergency service as specified in TS 23.501 [32].



Proposal 2: RAN2 approve the ASN.1 design for ims-SNPN-EmergencySupport as mentioned above.
1. Conclusion
In conclusion, we have the following observations and proposals:
Observation 1: RAN sharing is common for SNPN network deployment. Considering the urgency of emergency services, the cost of trials and errors attempts is not acceptable.
Observation 2: SNPNs have the requirement for the isolation from outside.
Observation 3: SA2 and CT1 have the preference of per SNPN granularity for emergency service.
Proposal 1: To enable limited service over SNPN, RAN2 to discuss and down select from the following two options:
Proposal 2: RAN2 approve the ASN.1 design for ims-SNPN-EmergencySupport as mentioned above.
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