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1. Introduction
When PDCP entity is re-established, the transmitting PDCP entity of the DRBs transmits PDCP SDUs that has not been submitted and/or successfully delivered. However, if PDCP entity of DRB associated to the deactivated SCG is re-established but the deactivated SCG is not activated by reconfiguration with sync, the PDCP entity should not transmits the PDCP SDUs. We propose that RAN2 should discuss how to avoid transmitting PDCP SDUs triggered by PDCP entity re-establishment for the DRBs associated to the deactivated SCG.
2. Discussions
PDCP entity re-establishment is triggered whenever the security key for this radio bearer is changed. In the PDCP re-establishment procedure, the transmitting PDCP entity of the DRBs transmits PDCP SDUs that has not been submitted and/or successfully delivered as follows [1].
	-
for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers, and;
-
for AM DRBs for Uu interface whose PDCP entities were suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, for each PDCP SDU already associated with a PDCP SN:

-
consider the PDCP SDUs as received from upper layer;

-
perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer, as specified in clause 5.2.1;

-
for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:

-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;

-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.


Observation: When PDCP entity re-establishment is triggered, the PDCP entity of the DRBs transmits PDCP SDUs that has not been submitted and/or successfully delivered.
The security key change is always performed with reconfiguration with sync. However, in the Post-115e [212] RRC running CR discussion [2], it has been discussing whether a part of reconfiguration procedure (such as RACH procedure) would not be performed for the deactivated SCG, i.e., the deactivated SCG may not be activated by reconfiguration with sync. If the deactivated SCG would not be activated by reconfiguration with sync, the PDCP entity of the DRBs associated to the SCG should not transmit PDCP SDUs by PDCP entity re-establishment. We propose that RAN2 should discuss how to avoid transmitting PDCP SDUs triggered by PDCP entity re-establishment for the DRBs associated to the deactivated SCG.
Proposal: RAN2 discusses how to avoid transmitting PDCP SDUs triggered by PDCP entity re-establishment for the DRBs associated to the deactivated SCG.
3. Conclusion
Observation: When PDCP entity re-establishment is triggered, the PDCP entity of the DRBs transmits PDCP SDUs that has not been submitted and/or successfully delivered.
Proposal: RAN2 discusses how to avoid transmitting PDCP SDUs triggered by PDCP entity re-establishment for the DRBs associated to the deactivated SCG.
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