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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
The following agreements were made for DAPS HO at RAN2#115-e meeting [1]
	Agreements on DAPS:
1	In case the RLF occurs in source cell after fallback, the timeConnSourceFailure is used to represent the time elapsed between the DAPS HO execution and the RLF in the source.
2	For the case of HOF while performing DAPS HO followed by a fallback to the source cell, following signalling is applied: The detailed handover failure related information are included in the RLF-Report and this RLF report can be fetched like any other RLF report.
2	The legacy timeConnFailure can be reused to represent in the RLF report the scenario of DAPS HOF or RLF in target cell (after DAPS HO).
3	For the case of RLF in source cell while performing DAPS HO (i.e. before fallback), the follow time information is included in the RLF-Report:
a.	timeConnSourceFailure: The time elapsed since DAPS HO execution until RLF occurs in source cell while performing DAPS HO before the fallback
4	The RLF report is used to log the failure related measurement in these scenarios:
	a.	Failure at the source (RLF) while performing access to DAPS target cell and failing to access the target (HOF)
	b.	Failure at the target cell (HOF) and failing to perform fallback (RLF at source)


If DAPS HO fails and UE falls back to the source cell, RAN2 agreed that the detailed HO failure related information will be included in the RLF report, rather to enhance the failureInformation to accommodate such information. Though the RLF report can be fetched later like any other RLF reports, possibility resides that the RLF report may be replaced by other failure events if NW does not fetch the report timely (due to the unavailability of indication to the network at the earliest convenience).
In this paper, we would like to discuss the indication on the availability of rlf-Report via failureInformation for DAPS HO failure and provide two candidate solutions to enable the prompt feedback on the existence of RLF report from the UE side.
2. Discussion
For legacy report-fetching mechanism, UE will include the availability indicator of RLF report in the specified RRC messages at every transition to RRC Connected mode, so the NW can be aware of the existence of RLF report (and other reports) at its earliest opportunity. 
At RAN2#115-e meeting, it was agreed that UE would also create a RLF report for fallback case in DAPS HO failure event, the RLF report will be fetched later in the same manner as the other reports do. However, after taking a closer scrutiny over the situation, we found it not possible for UE to signal the existence of such RLF report as there is no transition of RRC states. 
An excerpt in TS 38.300 (shown below) indicates that when UE falls back to the source cell, no RRC connection re-establishment procedure will be triggered.
	[bookmark: _Toc20387980][bookmark: _Toc29376060][bookmark: _Toc37231951][bookmark: _Toc46502006][bookmark: _Toc51971354][bookmark: _Toc52551337][bookmark: _Toc67860736]TS 38.300 9.2.3	Mobility in RRC_CONNECTED
[bookmark: _Toc20387981][bookmark: _Toc29376061][bookmark: _Toc37231952][bookmark: _Toc46502007][bookmark: _Toc51971355][bookmark: _Toc52551338][bookmark: _Toc67860737]9.2.3.1	Overview
*<text omitted>*
Timer based handover failure procedure is supported in NR. RRC connection re-establishment procedure is used for recovering from handover failure except in certain CHO or DAPS handover scenarios:
-	When DAPS handover fails, the UE falls back to the source cell configuration, resumes the connection with the source cell, and reports DAPS handover failure via the source without triggering RRC connection re-establishment if the source link has not been released.
-	When initial CHO execution attempt fails or HO fails, the UE performs cell selection, and if the selected cell is a CHO candidate and if network configured the UE to try CHO after handover/CHO failure, then the UE attempts CHO execution once, otherwise re-establishment is performed.


The procedural text in TS 38.331 (extracted below) further justifies the observation: if any DAPS bearer if configured, and the source cell still remains in a good connection, the UE would revert back to the previous configuration without triggering connection re-establishment procedure; only if no DAPS bearer has been configured, UE would initiate the connection re-establishment procedure upon T304 expiry.
	[bookmark: _Toc60776784][bookmark: _Toc68014724]TS 38.331 5.3.5.8.3	T304 expiry (Reconfiguration with sync Failure) 
The UE shall:
1>	if T304 of the MCG expires:
2>	release dedicated preambles provided in rach-ConfigDedicated if configured;
2>	release dedicated msgA PUSCH resources provided in rach-ConfigDedicated if configured;
2>	if any DAPS bearer is configured, and radio link failure is not detected in the source PCell, according to subclause 5.3.10.3:
3>	reset MAC for the target PCell and release the MAC configuration for the target PCell;
3>	for each DAPS bearer:
4>	release the RLC entity or entities as specified in TS 38.322 [4], clause 5.1.3, and the associated logical channel for the target PCell;
4>	reconfigure the PDCP entity to release DAPS as specified in TS 38.323 [5];
3>	for each SRB:
4>	if the masterKeyUpdate was not received:
5>	configure the PDCP entity for the source PCell with state variables continuation as specified in TS 38.323 [5], the state variables as the PDCP entity for the target PCell;
4>	release the PDCP entity for the target PCell;
4>	release the RLC entity as specified in TS 38.322 [4], clause 5.1.3, and the associated logical channel for the target PCell;
4>	trigger the PDCP entity for the source PCell to perform SDU discard as specified in TS 38.323 [5];
4>	re-establish the RLC entity for the source PCell;
3>	release the physical channel configuration for the target PCell;
3>	revert back to the SDAP configuration used in the source PCell;
3>	discard the keys used in target PCell (the KgNB key, the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key), if any;
3>	resume suspended SRBs in the source PCell;
3>	for each non DAPS bearer:
4>	revert back to the UE configuration used for the DRB in the source PCell, includes PDCP, RLC states variables, the security configuration and the data stored in transmission and reception buffers in PDCP and RLC entities ;
3>	revert back to the UE measurement configuration used in the source PCell;
3>	initiate the failure information procedure as specified in subclause 5.7.5 to report DAPS handover failure.
2>	else:
3>	revert back to the UE configuration used in the source PCell;
3>	store the handover failure information in VarRLF-Report as described in the subclause 5.3.10.5;
3>	initiate the connection re-establishment procedure as specified in subclause 5.3.7.
*<text omitted>*


Observation 1 [bookmark: _Ref85040226]UE would not trigger connection re-establishment procedure when falling back to source cell upon DAPS HO failure.
Observation 2 [bookmark: _Ref61338685]The availability of the RLF report (due to DAPA HO failure) cannot be indicated to the NW via the legacy mechanism as there is no transition of RRC states.
The two observations above imply it is possible that the RLF report may be replaced by other failure events if NW does not fetch the report timely (due to the unavailability of indication to the network at the earliest convenience). Take the following timeline as an example:
· T1: UE created the RLF report for the DAPS HO failure upon fallback to the source cell;
· T2: another RLF occurred before UE has received any RRC Reconfiguration message;
At the time instant T2, UE would clear the information included in VarRLF-Report (if any) and to record the latest failure event. 
Observation 3 [bookmark: _Ref85040270]The RLF report for DAPS failure fallback may be replaced by other failure events if NW does not fetch the report timely (due to the unavailability of indication to the network at the earliest convenience).
In order to signal the existence of such DAPS failure report, the failureInformation message can be enhanced to imply the availability of rlf-Report with either below alternatives: 
a)  Option 1: with a flag (rlf-InfoAvailable-r17). The corresponding ASN.1 is given below, besides a modification to the procedural text (i.e., when to include the indicator) is also needed.
	*<text omitted>*
FailureInformation-IEs ::=     SEQUENCE {
    failureInfoRLC-Bearer          FailureInfoRLC-Bearer        OPTIONAL,
    lateNonCriticalExtension       OCTET STRING                 OPTIONAL,
    nonCriticalExtension           FailureInformation-v1610-IEs OPTIONAL
}

FailureInfoRLC-Bearer ::=      SEQUENCE {
    cellGroupId                    CellGroupId,
    logicalChannelIdentity         LogicalChannelIdentity,
    failureType                    ENUMERATED {rlc-failure, spare3, spare2, spare1}
}

FailureInformation-v1610-IEs ::= SEQUENCE {
    failureInfoDAPS-r16              FailureInfoDAPS-r16        OPTIONAL,
    nonCriticalExtension             FailureInformation-r17-IEs SEQUENCE {}     OPTIONAL
}

FailureInfoDAPS-r16 ::=          SEQUENCE {
    failureType-r16                  ENUMERATED {daps-failure, spare3, spare2, spare1}
}

FailureInformation-r17-IEs ::=   SEQUENCE {
    rlf-InfoAvailable-r17            ENUMERATED {true}        OPTIONAL,
    nonCriticalExtension             SEQUENCE {}                OPTIONAL
}
*<text omitted>*


b) [bookmark: _Ref85040165]Option 2: to specify the same network behavior upon reception of daps-failure in failureInformation and rlf-InfoAvailable, i.e., the network would consider that an RLF report is available upon reception of the failureInformation including daps-failure. 
The TP below is given as an example:
	[bookmark: _Toc60776974][bookmark: _Toc68014914]5.7.5.3	Actions related to transmission of FailureInformation message
The UE shall:
1>	if initiated to provide RLC failure information, set FailureInfoRLC-Bearer as follows:
2>	set logicalChannelIdentity to the logical channel identity of the failing RLC bearer;
2>	set cellGroupId to the cell group identity of the failing RLC bearer;
2>	set the failureType as rlc-failure;
1>	if initiated to provide DAPS failure information, set FailureInfoDAPS as follows:
2>	set the failureType as daps-failure, which implies that handover failure information is available in VarRLF-Report;
1>	if used to inform the network about a failure for an MCG RLC bearer or DAPS failure information:
2>	submit the FailureInformation message to lower layers for transmission via SRB1;
1>	else if used to inform the network about a failure for an SCG RLC bearer:
2>	if SRB3 is configured;
3>	submit the FailureInformation message to lower layers for transmission via SRB3;
2>	else;
3>	if the UE is in (NG)EN-DC:
4>	submit the FailureInformation message via E-UTRA SRB1 embedded in E-UTRA RRC message ULInformationTransferMRDC as specified in TS 36.331 [10].
3>	else if the UE is in NR-DC:
4>	submit the FailureInformation message via SRB1 embedded in NR RRC message ULInformationTransferMRDC as specified in clause 5.7.2a.3.


Though alternative 2) potentially has less specification implications compared to 1), it may not be backward-compatible for Rel-16 UEs. Assume network receives a FailureInformation message carrying daps-failure field, it is questionable whether network should interpret this message as a simple notification of DAPS HO failure (as in Rel-16) or should also understand the message as an indication of available RLF report. If the message is sent by Rel-16 UE, obviously there will be no RLF report available, but if network still sends a request to fetch the RLF report, the UE may not be able to understand why the request was indicated. Unless there is another newly introduced filed to distinguish the Rel-16 and Rel-17 UE, this backward-compatible issue cannot be properly resoluved.
Therefore we slightly prefer alternative 1) considering the above analysis. Nevertheless, this could be further discussed by RAN2 as:
[bookmark: _Ref61338718]RAN2 to consider one of the following enhancements to failureInformation: 
a) [bookmark: _Ref61338732]to add a flag denoting the availability of rlf-Report;
b) [bookmark: _Ref85040204]to specify the same network behavior upon reception of daps-failure in failureInformation and rlf-InfoAvailable.

3. 
4. Conclusion
In this paper, the following observations and proposal are given:
Observation 1	UE would not trigger connection re-establishment procedure when falling back to source cell upon DAPS HO failure.
Observation 2	The availability of the RLF report (due to DAPA HO failure) cannot be indicated to the NW via the legacy mechanism as there is no transition of RRC states.
Observation 3	The RLF report for DAPS failure fallback may be replaced by other failure events if NW does not fetch the report timely (due to the unavailability of indication to the network at the earliest convenience).
Proposal 1	RAN2 to consider one of the following enhancements to failureInformation:
a) to add a flag denoting the availability of rlf-Report;
b) to specify the same network behavior upon reception of daps-failure in failureInformation and rlf-InfoAvailable.
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