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1. Introduction
The work item “NR Multicast and Broadcast Services” [1] was agreed in RAN#88-e to provide MBS in a cell. In the contribution, the following topics are discussed and the related proposals are suggested.
(1) [bookmark: OLE_LINK9][bookmark: OLE_LINK10]Security of Multicast session over Uu
(2) SDAP entity for MBS session
(3) MBS sessions of same UE group
(4) [bookmark: OLE_LINK15][bookmark: OLE_LINK16]Delivery mod 1 in RRC_INACITVE/RRC_IDLE
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: _Ref40865202]
2 Security of multicast session over Uu
Based on the agreement on NR MBS, a multicast session with high QOS requirement is provided with delivery mode 1 while a broadcast session is provided with delivery mode 2. Which mode to be used for a multicast session with low QOS requirement is not decided yet. In addition to this question, another question for a multicast session is waiting for the decision from SA3: whether or not the security of a multicast session over Uu is needed.
The above two questions for a multicast session are associated with each other. If SA3 decides that the security of a multicast session over Uu shall be supported, how to provide the security of a multicast session over Uu needs to be decided in RAN2. The following two options can be considered.
Option 1: A multicast session with low QOS requirement is also provided with delivery mode 1. The security of a multicast session over Uu is provided with the unique and unitary solution.
Option 2: If a multicast with low QOS requirement can be provided with delivery mode 2. There are two solutions to the security of a multicast session over Uu: one solution to the security of a multicast session with delivery mode 1 and the other solution to the security of a multicast session with delivery mode 2.
[bookmark: OLE_LINK85]For option 1, the security parameters for a multicast session are used to cipher the multicast session to ensure the multicast session can only be received by the granted UE over Uu. The ciphering of the multicast session is supported in the PDCP entity. The PTM bearer and the PTP bearer are used to transmit the ciphered data of the multicast session over Uu. There’s no need to design the security parameters for each bearer.
[bookmark: OLE_LINK84]For option 2, the two solutions need to be provided. The first solution to the security of a multicast session with delivery mode 1 is the same solution in option 1. The second solution to the security of a multicast session with delivery mode 2 needs to be additionally designed. For the second solution, the security parameters for a multicast session with delivery mode 2 need to be configured to each granted UE when the UE is in RRC_CONNECTED. The UE will use the configured security parameters to decipher the multicast session with delivery mode 2.
Option 2 needs more specification effort than option 1. But option 2 provides more flexibility for the operator to select the delivery mode for a multicast session.
Based on the above discussion, the following proposals are suggested.
[bookmark: OLE_LINK87][bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK32][bookmark: OLE_LINK33][bookmark: OLE_LINK45][bookmark: OLE_LINK71]Proposal 1: If SA3 decides to support the security of a multicast session over Uu, select between the two options above for the security of a multicast session over Uu to be solved.
Proposal 2: If SA3 decides to support the security of a multicast session over Uu, only one group of the security parameters needs to be configured for the multicast session. The ciphering is made in the PDCP entities for the MBS session.

3 SDAP entity for MBS session
For an MBS session, one SDAP entity and one PDCP entity per RB are configured. To support the data lossless reception of an MBS session, the SDAP entity has two options for mapping the MBS session onto one RB or several RBs.
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]Option 1: 5GC sets the SN field in the GTP header for the MBS session. The SDPA entity maps all the QOS flows of the MBS session onto one RB. The unique PDCP entity for the MBS session sets the SN field of the PDCP PDU according to the SN field in the GTP-U header.
Option 2: 5GC sets the SN field for each QOS flow of the MBS session. The SDAP entity executes the one-to-one mapping for each QOS flow with each RB associated with only one QOS flow. The PDCP entity for each RB sets the SN field of the PDCP PDU according to the SN field of the corresponding QOS flow.
Based on the above description of the two options, option 2 supports the flexible scheduling of the MBS session in the MAC layer. In detail, for the RBs with dynamic scheduling:
(1) The MAC layer can schedule these RBs jointly
(2) The MAC layer can schedule each RB independently
(3) The MAC layer can schedule some RBs jointly and schedule the other RBs independently.
Therefore, option 2 is better. If option 2 is selected, there’s no need for the SDPA header.
Based on the above discussion, the following proposals are suggested.
[bookmark: OLE_LINK41][bookmark: OLE_LINK42][bookmark: OLE_LINK68][bookmark: OLE_LINK69]Proposal 3: select between the two options above for an MBS session to map the QOS flows onto the RBs. If both options are permitted, which option is applied for an MBS session can be configured by RRC. 
Proposal 4: if the SDPA entity executes the one-to-one mapping for the QOS flows of an MBS session, the SDAP PDU has no SDAP header.

[bookmark: OLE_LINK83]4 MBS sessions of same UE group 
In NR MBS, there may exist the scenario that several MBS sessions are provided by gNB to the same group of the UEs. In order to support such scenario, the same G-RNTI/CS-G-RNTI should be used to transmit several MBS sessions to the same group of UEs just as the same C-RNTI/CS-RNTI is used to transmit several unicast sessions to the same UE. Therefore, the following proposal is suggested.
[bookmark: OLE_LINK34][bookmark: OLE_LINK35][bookmark: OLE_LINK46][bookmark: OLE_LINK47][bookmark: OLE_LINK61][bookmark: OLE_LINK62]Proposal 5: If several MBS sessions need to be transmitted to the same group of UEs, the same G-RNTI/G-CS-RNTI is used. The MTCHs for the different MBS sessions are numbered jointly. For the MTCHs with dynamic scheduling, the multiplexing of these MTCHs is supported. For each MTCH with SPS scheduling, the SPS resource is allocated. Alternatively gNB configures the different G-RNTIs/G-CS-RNTIs for the different MBS sessions.

5 Delivery mode 1 in RRC_INACITVE/RRC_IDLE
Based on the agreement, delivery mode 1 is used to provide a multicast session to a group of RRC_CONNECTED UEs. The multicast activation notification with TMGI is sent over PCCH to make the related UEs into RRC_CONNECTED and then receive the multicast session. In order to reduce the power consumption in UE, during the no-data period, gNB can make UE into RRC_INACTIVE/RRC_IDLE. If the new data is coming, gNB can send the multicast activation notification with TMGI to make the related UEs into RRC_CONNECTED state to receive the multicast session. 
Based on the above discussion, the following proposals are suggested.
[bookmark: OLE_LINK88]Proposal 6: During the no-data period, gNB can make the related UEs into RRC_INACTIVE/RRC_IDLE.

6 Conclusion
Based on the discussion in the above sections, the following proposals are suggested.
Proposal 1: If SA3 decides to support the security of a multicast session over Uu, select between the two options above for the security of a multicast session over Uu to be solved.
Proposal 2: If SA3 decides to support the security of a multicast session over Uu, only one group of the security parameters needs to be configured for the multicast session. The ciphering is made in the PDCP entities for the MBS session.
Proposal 1: If SA3 decides to support the security of a multicast session over Uu, select between the two options above for the security of a multicast session over Uu to be solved.
Proposal 2: If SA3 decides to support the security of a multicast session over Uu, only one group of the security parameters needs to be configured for the multicast session. The ciphering is made in the PDCP entities for the MBS session.
Proposal 5: If several MBS sessions need to be transmitted to the same group of UEs, the same G-RNTI/G-CS-RNTI is used. The MTCHs for the different MBS sessions are numbered jointly. For the MTCHs with dynamic scheduling, the multiplexing of these MTCHs is supported. For each MTCH with SPS scheduling, the SPS resource is allocated. Alternatively gNB configures the different G-RNTIs/G-CS-RNTIs for the different MBS sessions.
Proposal 6: During the no-data period, gNB can make the related UEs into RRC_INACTIVE/RRC_IDLE.
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