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1	Introduction
 
Therefore, in this paper, we discuss these key issues and analyze potential RAN2 impacts introduced by these issues. 
[bookmark: _Ref178064866]2	Discussion
2.1	Adaptation layer 
2.1.1 Issue 1: adaptation layer in the PC5 interface
During the SI phase, it has been agreed to support the adaptation layer at the Uu interface (i.e., between relay UE and gNB on the Uu link for UE to network relay). However, RAN2 needs further discussions on whether or not the adaptation layer is also supported at the PC5 interface between remote UE and relay UE. 

In our views, it is beneficial to support the adaptation layer at the PC5 interface due to the below reasons
1) There may be multiple remote UEs connecting to a same relay UE, by adding the adaption layer at the PC5 interface, it is feasible to support multiplexing multiple remote UEs onto the same PC5 RLC channel. 
2) By supporting the adaption layer at the PC5 interface, remote UE can exchange control PDUs on link status with relay UE. Otherwise, remote UE and relay UE have to use RRC signaling for indicating link status, which is not efficient in term of signaling overhead and latency.

[bookmark: _Toc79088484]Support the adaptation layer at the PC5 interface between remote UE and relay UE.
2.1.2 Issue 2: Configurability of the adaptation layer
In RAN2#113bis, RAN2 has made the following agreement 
Proposal 3: For both DL and UL transmission of Uu radio bearers other than SRB0, identity information of a remote UE and its Uu radio bearer are included in the header of adaptation layer over Uu. FFS for SRB0. FFS if the presence of adaptation layer header can be configurable. (24/24)

SRB0 is used to carry CCCH signaling. There is no dedicated configuration available when UE sends CCCH signaling. In this case, it is infeasible to support the adaptation layer for SRB0. In addition, the SRB signaling carries UE ID, based on which gNB is able to identify which UE is requesting to setup the connection.

[bookmark: _Toc79088485]Don’t support the adaptation layer for SRB0.
Regarding whether the presence of adaption layer header can be configurable, in our views, it is unnecessary to support such configurability, which would incur unnecessary signalling overhead. It is sufficient to always support the adaptation layer in the Uu interface and/or the PC5 interface.

[bookmark: _Toc79088486]The adaptation layer header is always present.
2.1.3 Issue 3: Maintenance of local UE ID

In RAN2#113bis, RAN2 has agreed to adopt a local UE ID in the adaptation layer header. However, how to assign the local UE ID to a remote UE is FFS.

Proposal 3b: The UE ID in the adaptation layer header is a local, temporary remote UE ID. FFS whether the local, temporary remote UE ID is assigned by the relay UE, or the serving gNB of the relay UE. (23/24)

In our views, due to the following reasons it is beneficial and sufficient to support gNB based option, i.e., the serving gNB of the relay UE assigns the local UE ID to remote UE. 

1) gNB has full knowledge on how local UE IDs are allocated to remote UEs, therefore, ID conflict between remote UEs can be avoided.
2) If relay UE is allowed to assign local IDs to remote UEs, the relay UE needs to report all allocated IDs to gNB, which causes unnecessary signaling overhead between the relay UE and the gNB. On the contrary, for the gNB based option, gNB can include the allocated UE ID in the existing RRC message which is used to configure the SL for the remote UE. 
Therefore, we make the following proposal
[bookmark: _Toc79088487]The Local UE ID is assigned to remote UE by the serving gNB of the relay UE.
The main purpose of local UE ID is to address the concern on security and privacy for remote UE due to disclosure of real UE ID. Bearing this in mind, even with a local UE ID, a maximum time period shall be defined for the remote UE to allow the remote UE to use this local UE ID. Otherwise, disclosure of this local ID may still cause the issue of security and/or privacy.  
[bookmark: _Toc79088488]Define a maximum time period that a local UE ID is allowed to be used by remote UE.

[bookmark: _Toc67916997][bookmark: _Toc70508872]Disclosure of a local UE ID may still cause the issue of security and/or privacy for the remote UE if the local ID has been used for a very long time.
After RAN2 has agreed on how to generate local UE ID and how to define the timer, it may be still necessary to inform SA3 of the relevant RAN2 agreements on UE ID. SA3 can further confirm if there is no security concern based on RAN2 agreements.
[bookmark: _Toc79088489]RAN2 sends LS to SA3 informing them of the relevant RAN2 agreements on UE ID, and further checks if there is still any security concern due to disclosure of UE ID in the adaptation layer.
2.1.4 Issue 4: Adaptation layer header format
In the current spec, the DRB-Identity of a UE is in the range between 1 and 32, while the SRB-Identity is in the range between 1 and 3. However, limited by UE capability, the UE only supports up to 16 DRBs. Since the DRB ID space is in the range between 1 and 32, therefore, it is straightforward to support 6 bits RB ID in the adaptation layer header. For the local UE ID, the size of local UE ID shall be defined considering the number of remote UEs which a relay UE can serve. We think it is sufficient to define the size as 8 bits, which is sufficient for the current release, but also consider future extension.

We shall also define 1 bit of D/C field for indicating that it is data PDU or control PDU. 1 bit of R field is defined in the adaptation header of a data PDU for byte alignment purpose. 

[bookmark: _Toc79088490]The adaptation layer header of a data PDU contains 1 bit of D/C field, 1 bit of R field, 6 bits of RB ID and 8 bits of local UE ID.

In addition, there is overlapping between DRB ID space and SRB ID space. In this case, an issue is observed if we directly include DRB ID or SRB ID in the adaptation layer for a remote UE. For a remote UE configured with both SRBs and DRBs with ID in the range between 1 and 3, it will be infeasible for the relay UE or the gNB to identify the corresponding SRB or DRB when a packet containing the adaptation header is received from a remote UE. In an example, a packet with RB ID 1 in its adaptation layer header may belong to DRB 1 or SRB 1. It is necessary to study the issue and develop corresponding solutions.

[bookmark: _Toc79088491]RAN2 studies how to address the issue, i.e., there is overlap in the SRB ID space and DRB ID space.

2.1.5 Issue 5: Control PDU format
In case there is failure or event occurred on one hop, it is beneficial to inform another hop so that the UE (either remote UE or relay UE) may take proper actions to recover from the failure, or to avoid the failure or event to occur. A UE is able to achieve a fast failure indication to its peer UE using a control PDU. Another choice for the UE is to use RRC signaling (e.g., PC5-RRC signaling) to signal the failure indication to its peer UE. However, this may also increase the RRC signaling overhead. 
[bookmark: _Toc79088492][bookmark: _Toc67916985]Define control PDU for indicating RLF in the adaptation layer.
Since RLF may occur in the PC5 interface or the Uu interface, the RLF control PDU shall be able to indicate the link where the RLF is declared. Therefore, we suggest the RLF indication control PDU can be designed as the format containing 1 bit D/C field, 4 bits of PDU type which is sufficient for future extension. In addition, a field of link indicator indicating the link or hop where the RLF is detected may be also needed.

[bookmark: _Toc79088493]The control PDU of RLF indication contains 1 bit of D/C field, 4 bits of PDU type. FFS a field of indicator indicating the link or hop where the RLF is detected.

2.2	Resource allocation 
For a remote UE connecting to RAN via a UE to network relay, the remote UE first transmits its data to the relay UE via sidelink, after that, the relay UE relays the data to the gNB via Uu. Since the remote UE is out of coverage, the remote UE has no direct connection to the gNB, the remote UE can obtain SL grants with SL resource allocation Mode 2, which is sufficient for Rel-17.
[bookmark: _Toc67916987][bookmark: _Toc79088494]It is sufficient for Remote UE out of coverage to obtain SL grants with SL resource allocation Mode 2.
In addition, for the SL transmission, a relay UE can be configured with either SL resource allocation Mode 1 or SL resource allocation Mode 2. 
[bookmark: _Toc67916999][bookmark: _Toc70508873]For SL transmissions, Relay UE can be configured with either SL resource allocation Mode 1 or SL resource allocation Mode 2.
For the Uu link to the gNB, the relay UE can use either a dynamic grant or a configured grant. The Buffer Size field of a BSR identifies the total amount of data available according to the data volume determined at the RLC layer and the PDCP layer across all logical channels of a logical channel group after the MAC PDU has been built. 
However, remote UE’s PDCP layer and  relay UE’s lower layers including RLC and MAC are located at different UEs, therefore, the data volume of remote UE’s PDCP layer cannot  be informed  to the MAC layer directly, which would lead to a case that a BSR generated at relay UE’s MAC layer cannot contain the data volume of the remote UE’s PDCP layer. When remote UE’s PDCP PDUs are received by relay UE, relay UE sends SR and BSR to gNB for requesting UL grants. This is not delay efficient. 
[bookmark: _Toc67917000][bookmark: _Toc70508874]A Uu BSR created by Relay UE may not be able to contain data volume of Remote UE’s Uu PDCP layer in time, which may cause additional scheduling latency for remote UE.
In case remote UE has delay sensitive relay traffic, it is beneficial for remote UE to reduce scheduling latency if relay UE can trigger Uu BSR reflecting data volume of remote UE in advance of reception of the data from remote UE. So that relay UE may formulate a Uu BSR indicating both volume of the pending data (at Uu RLC layer) and coming data from the remote UE (at Uu PDCP layer).  In this way, the relay UE can trigger a pre-emptive BSR to request grants ahead of reception of the data from remote UE. This is beneficial to reduce latency for delay sensitive relay traffic (e.g., public safety service) due to dynamic scheduling. In addition, such mechanism is applicable to relay UE regardless of relaying options (i.e., either L2 relaying or L3 relaying).

[bookmark: _Toc70508875]Pre-emptive BSR is beneficial for relay UE to reduce latency due to dynamic scheduling.
[bookmark: _Toc70508876]Pre-emptive BSR is applicable to relay UE regardless of relaying options (either L2 relaying or L3 relaying).
In most of cases, it is feasible up to relay UE implementation to derive buffer status of remote UE based on information obtained in the SCI signaling (e.g., resource reservation), and together with SL HARQ feedback.

[bookmark: _Toc70424553][bookmark: _Toc79088495]It is up to relay UE implementation to derive buffer status of remote UE.

[bookmark: _Toc67916988][bookmark: _Toc79088496]Relay UE triggers a pre-emptive BSR in Uu interface when relay UE has derived buffer status of relaying traffic of a remote UE (e.g., reception of a SCI from remote UE indicating periodic resource reservation).
For the Pre-emptive BSR format, the Buffer Size field identifies the total amount of the data expected to arrive at the relay UE from remote UEs. The Pre-emptive BSR is triggered and does not include the volume of data currently available in the relay UE. 
[bookmark: _Toc79088497]For the Pre-emptive BSR format, the Buffer Size field identifies the total amount of the data expected to arrive at the relay UE from remote UEs. The Pre-emptive BSR is triggered and does not include the volume of data currently available in the relay UE.

Same as Uu BSR, a MAC PDU shall contain at most one Pre-emptive BSR MAC CE, even when multiple events have triggered a Pre-emptive BSR. All triggered Pre-emptive BSR(s) shall be cancelled when a MAC PDU is transmitted and this PDU includes the corresponding Pre-emptive BSR MAC CE.

[bookmark: _Toc79088498]A MAC PDU shall contain at most one Pre-emptive BSR MAC CE, even when multiple events have triggered a Pre-emptive BSR.
[bookmark: _Toc79088499]All triggered Pre-emptive BSR(s) shall be cancelled when a MAC PDU is transmitted and this PDU includes the corresponding Pre-emptive BSR MAC CE.

[bookmark: _Ref189046994]3 Conclusion
In the previous sections we made the following observations: 
Observation 1	Disclosure of a local UE ID may still cause the issue of security and/or privacy for the remote UE if the local ID has been used for a very long time.
Observation 2	For SL transmissions, Relay UE can be configured with either SL resource allocation Mode 1 or SL resource allocation Mode 2.
Observation 3	A Uu BSR created by Relay UE may not be able to contain data volume of Remote UE’s Uu PDCP layer in time, which may cause additional scheduling latency for remote UE.
Observation 4	Pre-emptive BSR is beneficial for relay UE to reduce latency due to dynamic scheduling.
Observation 5	Pre-emptive BSR is applicable to relay UE regardless of relaying options (either L2 relaying or L3 relaying).

Based on the discussion in the previous sections we propose the following:
Proposal 1	Support the adaptation layer at the PC5 interface between remote UE and relay UE.
Proposal 2	Don’t support the adaptation layer for SRB0.
Proposal 3	The adaptation layer header is always present.
Proposal 4	The Local UE ID is assigned to remote UE by the serving gNB of the relay UE.
Proposal 5	Define a maximum time period that a local UE ID is allowed to be used by remote UE.
Proposal 6	RAN2 sends LS to SA3 informing them of the relevant RAN2 agreements on UE ID, and further checks if there is still any security concern due to disclosure of UE ID in the adaptation layer.
Proposal 7	The adaptation layer header of a data PDU contains 1 bit of D/C field, 1 bit of R field, 6 bits of RB ID and 8 bits of local UE ID.
Proposal 8	RAN2 studies how to address the issue, i.e., there is overlap in the SRB ID space and DRB ID space.
Proposal 9	Define control PDU for indicating RLF in the adaptation layer.
Proposal 10	The control PDU of RLF indication contains 1 bit of D/C field, 4 bits of PDU type. FFS a field of indicator indicating the link or hop where the RLF is detected.
Proposal 11	It is sufficient for Remote UE out of coverage to obtain SL grants with SL resource allocation Mode 2.
Proposal 12	It is up to relay UE implementation to derive buffer status of remote UE.
Proposal 13	Relay UE triggers a pre-emptive BSR in Uu interface when relay UE has derived buffer status of relaying traffic of a remote UE (e.g., reception of a SCI from remote UE indicating periodic resource reservation).
Proposal 14	For the Pre-emptive BSR format, the Buffer Size field identifies the total amount of the data expected to arrive at the relay UE from remote UEs. The Pre-emptive BSR is triggered and does not include the volume of data currently available in the relay UE.
Proposal 15	A MAC PDU shall contain at most one Pre-emptive BSR MAC CE, even when multiple events have triggered a Pre-emptive BSR.
Proposal 16	All triggered Pre-emptive BSR(s) shall be cancelled when a MAC PDU is transmitted and this PDU includes the corresponding Pre-emptive BSR MAC CE.
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