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1	Introduction
RAN2#115-e received the LS in R2-2106902 from CT1 asking feedback on UAC aspects of Solutions #38 and #40 of 3GPP TR 24.811. In this contribution we investigate the RAN2 aspects of the solutions and propose a reply LS. 
2	Discussion
Solution #38 is based on the assumption that within UAC-BarringInfoSet, an NG-RAN node can include specific barring factor for Access Identity 3. 
The current structure of UAC-BarringInfoSetList information element is the following (6.3.2 of TS. 38.331):
-- ASN1START
-- TAG-UAC-BARRINGINFOSETLIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))
}

-- TAG-UAC-BARRINGINFOSETLIST-STOP
-- ASN1STOP

	UAC-BarringInfoSetList field descriptions

	uac-BarringInfoSetList
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set by uac-barringInfoSetIndex. Association of an access category with an index that has no corresponding entry in the uac-BarringInfoSetList is valid configuration and indicates no barring.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12, bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, and bit 6 in the bit string corresponds to Access Identity 15. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringFactor
Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringTime
The average time in seconds before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category, see 5.3.14.5.



This includes the uac-BarringForAccessIdentity, but the current encoding does no enable to specify specific UAC parameters for Access Identity 3 (see text highlighted by yellow). Therefore, solution#38 requires an extension of SIB1 with UAC parameters for Access Identity 3. 
Observation 1: Solution#38 requires an extension SIB1 with UAC parameters for Access Identity 3.
Solution#40 proposes to introduce a new UAC parameter uac-DisasterOffsetToBarringFactor that indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. From NG-RAN perspective this requires to advertise a new UAC parameter. Our understanding that this new parameter should be PLMN specific. Therefore, solution#40 requires an extension of SIB1 with the UAC parameter per PLMN. The solution requires the UE has to calculate:
 “uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor for the access category))” 
[bookmark: _Hlk79077067]Observation 2: Solution#40 requires an extension SIB1 with the new uac-DisasterOffsetToBarringFactor per PLMN and additional UE procedure to calculate uac-BarrignFactor.
An extension of SIB1 for Solution#40 with the new UAC parameters is feasible in a backward compatible manner, though Solution#40 requires the UE calculates “uac-BarringFactor” according to new formula, with the new parameter included.
Regarding impacts towards SIB, Solution#38 and Solution#40 are similar. A small disadvantage of Solution #40 though is extra complexity for the UE calculate “uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor for the Access Category))”, whereas Solution #38 directly indicates the barring factor to be applied.

Proposal 1: RAN2 sends a reply LS to CT1. (Draft reply LS can be found in the Annex.)
3	Conclusion
This document has made the following observations and proposal:
Observation 1: Solution#38 requires an extension SIB1 with UAC parameters for Access Identity 3.
Observation 2: Solution#40 requires an extension SIB1 with the new uac-DisasterOffsetToBarringFactor per PLMN and additional UE procedure to calculate uac-BarrignFactor..
Proposal 1: RAN2 sends a reply LS to CT1. (Draft reply LS can be found in the Annex.)
Annex: Draft Reply LS to R2-2106902/C1-213527
Title:	[Draft] Reply LS on UAC enhancements for minimization of service interruption when disaster condition applies
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Attachments:	 
1. Overall Description:
RAN2 thanks CT1 for their LS on "UAC enhancements for minimization of service interruption when disaster condition applies" (R2-2106902/C1-213527). 
RAN2 investigated the RAN2 impacts of Solution#38 and Solution#40. It was found that both solutions require extensions of SIB messages to carry the additional new UAC parameters. More complexity is brought by Solution #40, which requires the UE to calculate “uac-BarringFactor” according to the new formula, whereas Solution #38 directly indicates the barring factor to be applied for an eligible access attempt. The extensions are feasible in a backward compatible manner and require further RAN2 work.
2. Actions:
To CT1 group:
ACTION:  RAN2 kindly requests CT1 to take the above into account.

3. Date of Next TSG-RAN WG2 Meetings:
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