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In the RAN2#114e meeting [1], RAN2 made the following agreements for the MBS paging for delivery mode 1:
	· Use PCCH for Multicast activation notification (also for MBS supporting nodes). 
· Confirm that we convey the MBS session ID in the notification. 
· Use of paging in all (legacy) PO with PRNTI is the baseline assumption (can still discuss other variants).


In this contribution, we discuss the PRACH collision issue caused by the multicast paging.
Discussion
PRACH congestion
When a UE is interested to receive a MBS service, the UE would monitor the multicast paging, so as to receive the activation indication (i.e. the MBS session ID) from the PCCH. When the UE receives the activation indication of its interested MBS session, the UE will start to setup the RRC connection by using the RACH procedure. When the number of UEs interested in the MBS service are large, the PRACH resource could be congested. Then the PRACH collision issue will happen. 
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Here, we think that RAN2 should find a solution to alleviate the PRACH congestion issue caused by the multicast paging. One simple solution would be to re-use the UAC framework by providing the access parameters (as provided above) for the multicast paging. Then the RRC connection requests (e.g. RRC connection establishment or RRC connection resumption) from the UEs interested in the multicast service are randomized. The detailed configurations of the access parameters for the MBS paging can be left to the stage-3 discussion.
Observation: The access parameters for UAC can randomize the access requests from multiple UEs.
Proposal 1: After the reception of the multicast session activation in paging, the RRC connection request from UEs are randomized. 
Proposal 2: The access parameters as configured for the UAC can be configured for the access request due to the multicast paging.

Conclusions
According to the analysis given above, we have the following observation and proposals:
Observation: The access parameters for UAC can randomize the access requests from multiple UEs.
Proposal 1: After the reception of the multicast session activation in paging, the RRC connection request from UEs are randomized. 
Proposal 2: The access parameters as configured for the UAC can be configured for the access request due to the multicast paging.
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     uac - BarringInfo                      SEQUENCE   {            uac - BarringForCommon                UAC - BarringPerCatList                                        OPTIONAL ,    --   Need S            uac - BarringPerPLMN - List             UAC - BarringPerPLMN - List                                      OPTIONAL ,    --   Need S            uac - BarringInfoSetList              UAC - BarringInfoSetList,            uac - AccessCategory1 - SelectionAssistanceInfo CHOICE {                plmnCommon                           UAC - AccessCategory1 - SelectionAssistanceInfo,                individualPLMNList                    SEQUENCE   ( SIZE   (2..maxPLMN))   OF   UAC - AccessCategory1 - SelectionAssistanceInfo            }                                                                                                 OPTIONAL      --   Need S        }                                                                                                     
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UAC - BarringInfoSetList ::=           SEQUENCE   ( SIZE (1..maxBarringInfoSet)) OF UAC - BarringInfoSet     UAC - BarringInfoSet ::=               SEQUENCE   {        uac - BarringFactor                   ENUMERATED {p0 0, p05, p10, p15, p20, p25, p30, p40,                                                        p50, p60, p70, p75, p80, p85, p90, p95},        uac - BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},        uac - BarringForAccessIdentit y         BIT   STRING   ( SIZE (7))   }  


