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1. Introduction

An LS [1] on UAC enhancements for minimization of service interruption when disaster condition applies was received from CT1, in which CT1 kindly request RAN2 provide feedback on Solutions #38 and #40 described in 3GPP TR 24.811. In this contribution, we intend to provide our consideration on this.
2. Discussion
According TS 24.811, both #38 and #40 are for key Issue #7 “Prevention of signalling overload in PLMNs without Disaster Condition” and both of them consider to use the new Access Identity (Access Identity 3) to control the access of disaster roaming UEs.

Solution #38: The NG-RAN node includes barring factor information related to Access Identity 3 within UAC-BarringInfoSet. During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
In current access barring check, access identity is checked firstly and if uac-BarringForAccessIdentity for this access identity is set to “0”, the access attempt is allowed, otherwise, UE needs to perform further check by drawing random number according to barring factor of corresponding access category. By this, for one access category, high priority access identity can pass the check directly by setting corresponding uac-BarringForAccessIdentity as zero, and other access identity will perform access check with same barring factor. So, solution #38 can enable disaster roaming UE perform barring check with barring factor of corresponding access category but can’t further reduce the access probability of them. Moreover,  uac-BarringForAccessIdentity in current RAN2 spec just supports the special handling for Access Identity 1, Access Identity 2, Access Identity 11, Access Identity 12, Access Identity 13, Access Identity 14, Access Identity 15.
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So, if solution #38 is adopted, RAN2 needs to add uac-BarringForAccessIdentity for Access Identity 3. However by doing so the barring probability cannot be enlarged for these UEs with Access Identity 3, and thus the original motivation of preventing these UEs as many as possible may not be fulfilled, which is defined also in 22.261 as “The 3GPP system shall minimize congestion caused by Disaster Roaming.”
Solution #40: A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor. The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.
By #40, for one access category, the access probability of disaster roaming UEs can be further reduced compared to other access identities. The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5. So, additional 6 bits are needed for each access category. 

Compared solution #38 with solution #40, both of them need RAN2 to extend SIB1 signalling and the overhead of solution #38 is slightly less (the difference of final consuming bits depends on how many PLMNs configure specific barring factors). However, the consuming bits of solution #40 could be further reduced if overhead is seen as one key point. For example, if only 4 levels offsets (15, 40, 70, 95) are introduced, only 3 bits will be needed for each category. Solution #40 can provide Access Identity 3 specific barring factor but solution #38 can’t, which provides the flexibility of even less probability for access and can minimize the potential congestion. Therefore Solution #40 is preferred from the sourcing company’s view. 
As both solutions are seen feasible while solution#40 provides better performance to minimize the potential congestion, it is therefore proposed to recommend solution #40 to CT1.
Proposal 1: it is suggested to recommend solution#40 to CT1 in the reply LS. 
3. Conclusions
In this contribution, we discussed LS on UAC enhancements for minimization of service interruption when disaster condition applies, and have the following proposal. 
Proposal 1: it is suggested to recommend solution#40 to CT1 in the reply LS.
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