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1 Introduction
CT1 sent LS [1] on UAC enhancements for minimization of service interruption when disaster condition applies, requesting feedback on Solution #38 and #40 in TR 24.811 [2]. These solutions have impacts on UAC after a disaster inbound roamer selects a PLMN without disaster condition i.e. require barring changes in the barring configuration in addition to introducing Access Identity 3.
In this contribution, we consider the feasibility of both solutions in terms of signaling.

2 Discussion
Based on TR 24.811 [2], the solution shall enable a UE of a selected PLMN (HPLMN or VPLMN) with Disaster Condition, to select and register on another PLMN without Disaster Condition in UE's forbidden PLMN list when no other PLMN is available except for PLMNs in UE's forbidden PLMN list and the PLMN without Disaster Condition is able to accept Disaster Inbound Roamers from the PLMN with Disaster Condition.
As candidate solutions for Key Issue#7: Prevention of signalling overload in PLMNs without Disaster Condition, below solution #38 and #40 were studied.

1. Solution #38: Prevention of signalling overload via barring factor for Access Identity 3
	6.38.1
Description

Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.

During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
· skipped --
6.38.2
Impacts on existing nodes and functionality

UE

-
The UE needs to be able to read information related to Access identity 3 in the barring information including barring factor for Access Identity 3.

-
The UE needs to determine whether an access attempt associated with Access Identity 3 is allowed based on the value of the barring factor for Access Identity 3

NG-RAN

-
The NG-RAN node needs to be able to include information related to Access Identity 3 in the barring information including barring factor for Access Identity 3.


2. Solution #40: Enhancements to UAC barring information to prevent congestion in disaster roaming PLMN
	· 6.40.1
Detailed description

It is important for the PLMN providing disaster roaming to avoid degradation of service levels to its own subscribers due to the activities of incoming UEs. For this reason, the network needs a method by which it can set differential access barring levels for own subscribers and disaster roamers.

The usage of new Access Identity 3 allows network to differentiate inbound roamers from own subscribers. But this alone would not be useful to mitigate congestion caused by a sudden inflow of inbound roamers.

A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.

The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.

The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5.

A disaster roaming UE computes the uac-BarringFactor for its access category as

uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))

NOTE:
The addition of a new parameter to UAC Barring information is subject to RAN2 agreement.

· 6.40.2
Impacts on existing nodes and functionality

Unified access control: definition of a new offset for BarringFactor


2.1 RAN2 Impacts
2.1.1 Solution #38: Prevention of signalling overload via barring factor for Access Identity 3
As inserted above section, solution #38 is already clear enough what is required from signaling perspective. Only need to check from RAN2 is that the new signaling of barring factor for Access Identity 3 is feasible in terms of ASN.1 point of view.
Based on the description on this solution #38, it seems possible to add the new UAC-DisasterBarringInfoSet-rXY IE for Access Identity 3. Then this barring factors can be applied as per-PLMN and/or per-category manner.
UAC-BarringInfoSetIndex ::=                INTEGER (1..maxBarringInfoSet)

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {

    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                    p50, p60, p70, p75, p80, p85, p90, p95},

    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))

}
UAC-DisasterBarringInfoSet-rXY ::=              SEQUENCE {

    uac-BarringFactor-rXY               ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                    p50, p60, p70, p75, p80, p85, p90, p95},

    uac-BarringTime-rXY                 ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

}

Network can configure this new IE with the legacy IE by implementation i.e. if UAC-BarringInfoSetList size is 4, set index for UAC-DisasterBarringInfoSet will be 5. If uac-DisasterBarringInfoSet-rXY is configured, maximum number of sets in UAC-BarringInfoSetList should be maxBarringInfoSet – 1. In addition, the condition for this IE is used (i.e. all other Access Identities are not allowed, etc.) can be described in the specification.
Observation 1: Introducing the new UAC barring factor for Access Identity 3 is feasible in terms of signaling.
2.1.2 Solution #40: Enhancements to UAC barring information to prevent congestion in disaster roaming PLMN
As inserted above section, solution #40 is also clear enough what is required from signaling perspective. There are two new signaling support for this solution:
· disaster roaming active (e.g. disasterRoamingActive): broadcast from the PLMN in the forbidden PLMN list whether access on this PLMN is allowed or not.
PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {

    plmn-IdentityList                       SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,

    trackingAreaCode                        TrackingAreaCode   OPTIONAL,       -- Need R

    ranac                                   RAN-AreaCode       OPTIONAL,       -- Need R

    cellIdentity                            CellIdentity,

    cellReservedForOperatorUse              ENUMERATED {reserved, notReserved},

    ...,

    [[

    iab-Support-r16                     ENUMERATED {true}       OPTIONAL -- Need S

    ]],

    [[

    disasterRoamingActive-rXY           ENUMERATED {true}       OPTIONAL -- Need R

    ]]

}
· uac-DisasterOffsetToBarringFactor: set per access category, and the forbidden PLMN broadcast along with the disasterRoamingActive. UE applies this barring factor for legacy barring factors.
UAC-BarringPerCatList ::=           SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-DisasterBarringPerCat ::=               SEQUENCE {

   accessCategory-rXY                      INTEGER (1..maxAccessCat-1),

   uac-DisasterOffsetToBarringFactor-rXY   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                      p50, p60, p70, p75, p80, p85, p90, p95},
}

As described in TR 24.811, a disaster roaming UE computes the uac-BarringFactor for its access category as
uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))

Observation 2: Introducing the new UAC barring offset value and “disaster loaming active” indicator from the forbidden PLMN is feasible in terms of signaling.

Proposal: Send LS response to CT1 that both solutino #38 and #40 are feasible from RAN2 signaling.
3 Conclusion

Based on the above, RAN2 is requested to discuss and agree on the following proposal:
Proposal: Send LS response to CT1 that both solutino #38 and #40 are feasible from RAN2 signaling.
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