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1. 	Introduction
[bookmark: _heading=h.3znysh7]The WI objectives for positioning integrity [1] in Release 17 are as follows:
	· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
Note: This objective is applicable to NR and E-UTRA.



The RAN2 work has reached the stage of specifying the integrity assistance information that should be included in the GNSS assistance data [2]. This contribution develops a comprehensive text proposal examining the types of integrity messages which should be considered. The full text proposal accompanying this discussion paper is provided in R2-2108475 [3]. Together, these contributions identify and describe the information that is necessary to ensure that all A-GNSS positioning techniques in LPP can support positioning integrity determination for the associated 3GPP integrity use cases.

2. 	Discussion
The initial study undertaken by RAN2 in TR 38.857 [4] provided a comprehensive introduction to the principles of positioning integrity, including an analysis of the feared events which can impact integrity in the automotive, rail and IoT use cases. Due to limited time units and the fact that positioning integrity has primarily emerged in the field of GNSS, RAN Plenary decided [5] that the study and resulting specification work for Release 17 [1] will first address the GNSS positioning methods supported in 3GPP. This decision also recognized that RAT-Dependent positioning integrity remains a topic of interest for future releases and should be supported by further study, e.g. [6][7][8][9].
Therefore, RAN2 first needs to finalize the GNSS positioning integrity work in Release 17 before expanding integrity to other positioning methods. Fortunately, good progress has been toward agreeing that the existing LPP procedures can be reused to transfer the required assistance information between the LMF and the UE [2]. The final procedures will be contribution-led and discussed according to the normal specification stages accompanying each release, as reflected by the content of the latest submissions [10]. 
Importantly, RAN2 has also reached the stage of discussing the actual integrity parameters that need to be transferred via these procedures, as presented in [2]. These parameters will be used to assist the positioning system in determining whether the integrity of the estimated position can be verified (relative to a given set of KPIs). To achieve this objective, there is now unilateral agreement [2] that the integrity parameters should at least contain the information that is necessary to quantify the impact of the GNSS feared events on the estimated position. This submission proposes a set of integrity messages to directly address this requirement.
2.1	GNSS feared events
We begin by reviewing the integrity parameters which have been proposed by different companies in previous submissions and then analyze which of these parameters are needed to address the GNSS feared events.

2.1.1 	Measurement Uncertainty
In Table 9.4.1.1 [4] of the study it was identified that the GNSS Feared Events can be generally categorized into Satellite feared events, Atmospheric feared events and Local Environment feared events. ESA [11] and Qualcomm [12] then examined the GNSS feared events in context of the typical errors sources which impact the measured pseudoranges in a GNSS receiver. By characterizing the statistical uncertainties (σ) associated with these error sources, it was proposed that this information can be sent as quality indicators within the A-GNSS assistance data, as presented in the content below extracted from [12]:
	
	
	(1)


Where:
	
	Total uncertainty for measurements obtained from satellite i. 

	
	Uncertainty of the satellite orbit.

	
	Uncertainty of the satellite clocks.

	
	Uncertainty of the GNSS signal code bias.

	
	Uncertainty of the GNSS signal phase bias.

	
	Uncertainty of the ionosphere model.

	
	Uncertainty of the troposphere model.

	
	Uncertainty of the observations (measurements) in the given environment.



	
	Uncertainty of the satellite orbit. 
	Can be added to IE GNSS-SSR-OrbitCorrections.

	
	Uncertainty of the satellite clocks. 
	Can be added to the IE GNSS-SSR-ClockCorrections.

	
	Uncertainty of the GNSS signal code bias. 
	Can be added to the IE GNSS-SSR-CodeBias.

	
	Uncertainty of the GNSS signal phase bias. 
	Can be added to the IE GNSS‑SSR‑PhaseBias.

	
	Uncertainty of the ionosphere model. 
	Can be added to GNSS-SSR-STEC-Correction and/or 
GNSS-SSR-GriddedCorrection Ies.

	
	Uncertainty of the troposphere model. 
	Can be added to GNSS-SSR-STEC-Correction and/or 
GNSS-SSR-GriddedCorrection IEs.

	
	Uncertainty of the measurements in the given environment.
	Specific to the UE.



In the example above, the measurement uncertainties are assumed to have a zero-mean Gaussian distribution. However, for the purpose of positioning integrity, ESA [11], Qualcomm [12] and Swift [13] identify the well-known fact that the GNSS error sources and their associated feared events cannot be assumed to have a zero-mean Gaussian distribution. Therefore, for integrity, the error overbounding concept must be introduced to more accurately account for real-world error distributions.

Observation 1: GNSS error sources and their associated feared events cannot be assumed to have a zero-mean Gaussian distribution. For positioning integrity, we need alternative methods to account for the real-world error distributions, such as error overbounding.

2.1.2 	Error overbounding
Each error will be distributed according to some statistical distribution and, in general, it is not possible to know the true distribution of errors. Instead, we attempt to approximate the true distribution with a model distribution that is conservative, i.e. it “overbounds” the true distribution and never underestimates the probability of an error of a given magnitude. By communicating this model distribution within the assistance data, the user is informed of what distribution to assume for the remaining errors after the regular positioning corrections (e.g. SSR or RTK corrections) are applied.
[bookmark: _Hlk78310280]Correct parameterization of the model distribution is critical to achieving good integrity KPIs. It must be able to maintain the overbounding property without becoming so conservative that it would result in over-inflated Protection Levels at the user. The most basic parameterization is to use a zero-mean Gaussian distribution. In this case, the assistance information would require just one parameter, the covariance (σ), as per the example in Section 2.1.1. However, real world error distributions tend to have “fat tails” that would require a very conservative value of σ to overbound the distribution. The value of σ, when mapped into the position domain, directly contributes to the magnitude of the Protection Level. A more conservative value for σ may over-inflate the Protection Level, making it difficult to achieve a high degree of integrity availability with respect to the KPIs (i.e. PL<AL). Furthermore, it may not be possible to guarantee that a Gaussian will overbound the true distribution everywhere, but only within a range. 
To address the limitations of the zero-mean assumption, an alternative method described by ESA [11] and Swift [13] is “paired overbounding”, which consists of bounding the true distribution by two non-zero mean Gaussians, shifted by -𝜇 and +𝜇. In this case two parameters are specified, σ and 𝜇. For many real-world error distributions this allows for a tighter bound that is still an overbound across the whole distribution (and it is stable per convolution, intrinsic to linear estimators such as Least Squares). This method is the basis on which we have developed the parameters in our text proposal [3].

Observation 2: Integrity assistance data parameters are primarily intended to communicate the statistical distribution of errors that the user can assume after corrections are applied. The distribution should be conservative, i.e. “overbounding” the true distribution.
Observation 3: True error distributions are typically not well modeled by a zero-mean Gaussian distribution, leading to an over-inflated Protection Level.
Observation 4: The well-known Paired Overbounding technique may be used to achieve a tighter bound without sacrificing the overbounding property.
Proposal 1: Agree that the Paired Overbounding technique will be used as baseline for integrity.

2.1.3 	State-domain versus range-domain
Positioning errors may be represented in multiple different ways. In LPP, the errors are represented in either the range-domain (i.e. Observations Space Representation or OSR) or the state-domain (i.e. State Space Representation or SSR). To correct for these errors, the SSR correction parameters were specified in Release 16 in addition to the OSR (e.g. RTK) parameters introduced in Release 15.
For integrity purposes, the representation of the error bounds can also be categorized into range-domain or state-domain. To satisfy the goal of ensuring all A-GNSS positioning methods will support positioning integrity determination, state-domain representation has the following advantages:
· Alignment with the SSR representation of errors.
· SSR representation can be converted to OSR but not vice versa, therefore SSR is more general.
· Better integrity KPIs, from tighter bounding of the error distribution (see ‘error overbounding’ above).
· OSR representation is specific to a single user location whereas SSR representation can cover any number of users within a geographic area, leading to much enhanced scalability.
· As OSR uses an aggregate of all errors, a single feared event will make integrity unavailable. With SSR individual components are sent separately so if one component is impacted by a feared event, the other components may still be used to allow for graceful degradation.
For example, for the orbital error bounds, if a complete set of state-domain covariance parameters (along track, across track, radial and clock covariances) are sent in their absolute form, the integrity function would then project these parameters into range-domain based on the user’s location (i.e. projecting along the line-of-sight from the user to the satellite). Each user can perform this projection to their own location based on a single set of parameters.
By contrast, in the range-domain the bounds will apply only to a single user location. Therefore, the range bounds must either be re-computed individually per user or inflated to the worst-case location within the service region such that they are still guaranteed to be overbounding for all users. This either impacts scalability and the ability to use radio broadcast modes or degrades the Protection Level to the worst-case user location.

Observation 5: It is always possible to project from state-domain to range-domain, however the reverse is not true if the state-domain parameters have been pre-projected by the network before being sent. State-domain parameters represent the errors in their absolute form, allowing for maximum flexibility in the user implementation.
Proposal 2: Prioritize state-domain representation of the integrity parameters.

2.2 	Views on the work item timeline, scope and liaison with RTCM
There are four RAN2 meetings (inclusive) remaining for the WI. We anticipate that the final two meetings in early 2022 will primarily focus on content finalization given these meetings are close to the WI deadline (March 2022). This leaves two upcoming meetings in August (inclusive) and November 2021 to submit and discuss the core message content. To satisfy this timeline and maximize opportunities for discussion, we have developed a comprehensive text proposal [3] which gives rigorous treatment to the topic of integrity based on the latest research and industry best practice. We have also demonstrated firsthand in the previous submissions [13] that this content is closely aligned to the draft integrity messages being developed by RTCM special committee SC-134. However, the content of our proposal also includes additional integrity messages relating to the SSR positioning corrections in LPP which are not yet supported by RTCM[footnoteRef:1]. This additional SSR content is needed to ensure that all A-GNSS positioning techniques in LPP can support integrity determination and that the corresponding use cases with the most demanding accuracy and integrity KPIs can be satisfied. Additionally, any extensions we define for integrity must maintain compatibility with the existing A-GNSS correction messages (e.g. RTK, SSR etc) already supported in LPP.  [1:  Over the past decade, no consensus view has emerged among the GNSS receiver manufacturers on which common format to adopt for SSR, whereas 3GPP has already defined a full SSR specification in Release 16. The 3GPP progress reflects the ecosystem demand for SSR services among consumers and key international GNSS bodies outside of RTCM, such as the International GNSS Service (IGS) and European Space Agency (ESA).] 

Further, given 3GPP has previously adopted the RTK/OSR messaging from RTCM into LPP, there is strong motivation to maintain a consistent mapping between the message content in both formats. For example, the SSR content in Release 16 [14] was defined using a parameterization that can easily be encoded into RTCM, despite the fact these messages have not yet been adopted by RTCM. We believe this principle will also underpin the integrity message development in Release 17, such that these messages can be easily mapped and adopted back into RTCM at a future date, if desired. Likewise, any technical enhancements and improvements made in RTCM can be easily adopted back into future releases of 3GPP. This will decouple the 3GPP and RTCM timeline dependencies, while maintaining consistency in the baseline message definition, including an established mechanism for future enhancements as both work packages evolve.
From the discussion above it can be seen that a common view is now emerging regarding the opportunity to maximize alignment between the 3GPP and RTCM formats (where possible). In light of this, we think a useful next step is for RAN2 to propose that RTCM consider adopting the baseline SSR correction messages already supported in LPP (as proposed by Ericsson in [15]). This would ensure that both committees are working from a common baseline for completing the integrity standard and may assist in fast-tracking the complementary work being undertaken on integrity in RTCM. This will further mitigate any timeline risk for RAN2 given the completion schedule of RTCM is outside of the Release 17 timeframe. 
Given RAN2 has already invited collaboration with RTCM [16], we suggest waiting for the LS reply before deciding on if/how to proceed with this approach.

Proposal 3: Agree that the new integrity IEs to be defined in LPP must be compatible with the A-GNSS assistance data IEs already supported in LPP.


3. 	Text Proposal
The integrity messages proposed in [3] have been developed to address the GNSS feared events. To aid interpretation, we summarize the main types of integrity parameters that have been defined in the change request and explain why each is needed.

What are the categories of integrity parameters that are needed to address the GNSS feared events?
· Integrity Bounds
· Residual Risks
· Correlation Times
· Alerts
· Validity Times

Why is each parameter needed to ensure that all A-GNSS positioning techniques can support positioning integrity determination?
The purpose of the integrity assistance information is to allow the integrity computing entity to both reduce and attribute a quantified bound to the errors within the user’s position. The regular A-GNSS assistance data (e.g. SSR or RTK corrections) allow the error to be reduced, but the integrity assistance data must in addition allow for the errors to be mathematically bounded. Therefore, the parameters should encode information about the statistical distribution of errors. 
The current state-of-the-art within the field of positioning integrity is to use “Paired overbounding” methods to represent this distribution (as discussed in [11][13] and Section 2.1.2 above), although other representations are also possible. This means that for each error there should be a corresponding bound (parameterized as µ and σ) as well as a “residual risk”, i.e. probability that these bounds are exceeded. It is also possible that a feared event is detected such that these bounds cannot be reliably computed, in which case a Do Not Use (DNU) alert flag should also be issued.
The parameters described above apply to a single epoch of time. For users who wish to take advantage of time-based estimation techniques such as Kalman Filtering they must also be provided with information about the time correlation of the errors. Additionally, as a feared event may occur at any time, each of these integrity assistance data elements must be given a time of validity as well as being associated unambiguously with the correction data to which they correspond. This time of validity ultimately becomes a driver for the Time To Alert (TTA) KPI.

3.1 	ASN.1 text proposal
The full text proposal is provided in R2-21xxxxx [3].



4. 	Conclusions
Observation 1: GNSS error sources and their associated feared events cannot be assumed to have a zero-mean Gaussian distribution. For positioning integrity, we need alternative methods to account for the real-world error distributions, such as error overbounding.
Observation 2: Integrity assistance data parameters are primarily intended to communicate the statistical distribution of errors that the user can assume after corrections are applied. The distribution should be conservative, i.e. “overbounding” the true distribution.
Observation 3: True error distributions are typically not well modeled by a zero-mean Gaussian distribution, leading to an over-inflated Protection Level.
Observation 4: The well-known Paired Overbounding technique may be used to achieve a tighter bound without sacrificing the overbounding property.
Observation 5: It is always possible to project from state-domain to range-domain, however the reverse is not true if the state-domain parameters have been pre-projected by the network before being sent. State-domain parameters represent the errors in their absolute form, allowing for maximum flexibility in the user implementation.

Proposal 1: Agree that the Paired Overbounding technique will be used as baseline for integrity.
Proposal 2: Prioritize state-domain representation of the integrity parameters.
Proposal 3: Agree that the new integrity IEs to be defined in LPP must be compatible with the A-GNSS assistance data IEs already supported in LPP.
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