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1	Introduction
RAN2 has received two LSs on the MINT feature in S3-212258 and C1-213527. In this paper we discuss the RAN2 aspects of these LSs and suggest a reply to CT1.
[bookmark: _Ref178064866]2	Discussion
2.1	Overview of the MINT feature
MINT is a feature for a scenario where one or more PLMNs gets disabled, e.g. in a disaster. The users of the disabled PLMN(s) should be allowed to roam in another PLMNs network. This is called disaster roaming.
Disaster roaming is enabled by that the hosting PLMN broadcasts the disabled PLMNs' IDs in system information. UEs of the disabled PLMN can then roam in the hosting PLMNs network.
SA3 describes in S3-212258 that there are certain security risks with MINT. Namely that a false base station may impersonate a PLMN that is offering disaster roaming, or a PLMN with disaster conditions. SA3 recommends that MINT shall only be applicable when the UE is out of coverage. I.e. a UE shall not attempt disaster roaming if the UE is in coverage of its own (or equivalent) PLMN. Further, the UE shall not be allowed to do disaster roaming without authenticating to the network (except for emergency calls). If this ensured, SA3 deems the security of MINT sufficient.
CT1 describes in C1-213527 that there are two solutions they are considering for MINT. Namely, Solution #38 and Solution #40 in 24.811. See the annex where these solutions are pasted.
Solution #38 and #40 define two different ways in which the network can avoid overload by barring disaster roaming UEs. Below we give a brief description of the two solutions and explain the RAN2 impact of each of them.
2.2	Solution #38 overview and RAN2 impact
Solution #38 describes how a new Access Identity (#3) for MINT is defined. Also, that one barring factor is defined for this new Access Identity. Alternatively - the description in 24.811 is not crystal clear on this - there can is one barring factor per Access Category for Access Identity 3.
On whether there is a single barring factor for Access Identity 3, or if there are multiple barring factors for Access Identity 3: Our understanding is that to allow to differentiate e.g. disaster UEs using emergency services from disaster UEs that are browsing, there must be a barring factor per Access Category for Access Identity 3.
Solution #38 would require one barring factor per Access Category for Access Identity 3.
In current specifications, barring is evaluated per Access Category, not Access Identity. Solution #38 therefore requires that ASN.1 is updated to allow signalling of a separate set of barring factors for Access Identity 3. Also, procedural text would need to be changed so that in the access barring check, the UE will check if Access Identity 3 is indicated by NAS and then apply the barring factor(s) specific for Access Identity 3. This somehow breaks the current principle of UAC since it adds a barring factor for an Access Identity.
The network can make sure that disaster roaming UEs are barred more frequently than normal UEs by setting the barring factory for Access Identity #3 lower than the other barring factors.
Solution #38 is feasible from RAN2 point of view.
2.2	Solution #40 overview and RAN2 impact
In Solution #40, no new Access Identity is defined, but instead a barring offset is added for disaster roamers. Normally, the UE will consider the frequency barred if a random number is below a certain barring factor. Solution #40 describes how a UE that is doing disaster roaming will use a lower barring factor (= lower probability of access). The barring factor used for disaster roaming UEs is the normal barring factor minus an offset, meaning that the disaster roaming UEs will have less probability of access.
Solution #40 is feasible from RAN2 point of view.
3	Conclusion
Barring factors are common for all Access Identities in current specification. But Solution #38 deviates from this since it requires barring factors per Access Identity (one set of factors for Access Identity 3 and one set for other Access Identities).
Solution #40 on the other hand requires signalling the offset which disaster UEs applies to the original barring factor.
Based on the above, we believe that both Solution #38 and Solution #40 are feasible from RAN2 point of view. However, signalling-wise, Solution #40 is somewhat less complicated since it does not add a new dimension of barring factors (i.e. barring factors per Access Identity).
Also worth noting, it is our understanding that only one of these solutions are necessary to prevent signalling overload due to disaster roaming UEs.
Reply to CT1 that:
a) RAN2's understanding of Solution #38 is that it requires one barring factor for each Access Category for Access Identity 3.
b) both solutions have RAN2 specification impact but are feasible from RAN2 point of view
c) from RAN2 specification point of view, Solution #40 is slightly less complicated than Solution #38 since #40 does not add a new dimension of barring factors 
d) RAN2 assumes only one of the two solutions is needed

Draft reply LS-text:
	RAN2 would like to thank CT1 for the LS in C1-213527. RAN2 has evaluated Solution #38 and Solution #40.
Both Solution #38 and Solution #40 have RAN2 specification impact but are feasible from RAN2 point of view. Solution #40 is slightly less complicated since it does not add a new dimension of barring factors.
It is RAN2's understanding that only one of these solutions is needed to avoid overload due to disaster roaming UEs.



[bookmark: _Ref174151459][bookmark: _Ref189809556]Annex - Description of Solution #38 and #40
Excerpts from 24.811 showing solutions #38 and #40 which are considered in CT1 for MINT.
	[bookmark: _Toc66462403][bookmark: _Toc70619049][bookmark: _Toc75782760]6.38	Solution #38: Prevention of signalling overload via barring factor for Access Identity 3
[bookmark: _Toc66462404][bookmark: _Toc70619050][bookmark: _Toc75782761]6.38.1	Description
Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.
During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
NOTE:	The change in the UAC-BarringInfoSet proposed in this solution is subject to RAN2 agreement.
The 5GSM level congestion can be prevented by properly setting the values of the barring factor for Access Identity 3 each of which is associated with an access category. For example, if access attempts of disaster inbound roamers related to DNN X should be reduced, the barring factor for Access Identity 3 associated with an operator-defined access category for DNN X can be adjusted.




	[bookmark: _Toc66462413][bookmark: _Toc70619059][bookmark: _Toc75782770]6.40	Solution #40: Enhancements to UAC barring information to prevent congestion in disaster roaming PLMN
[bookmark: _Toc66462414][bookmark: _Toc70619060]This solution addresses the Key Issue #7 "Prevention of signalling overload in PLMNs without Disaster Condition".
[bookmark: _Toc75782771]6.40.1	Detailed description
It is important for the PLMN providing disaster roaming to avoid degradation of service levels to its own subscribers due to the activities of incoming UEs. For this reason, the network needs a method by which it can set differential access barring levels for own subscribers and disaster roamers.
The usage of new Access Identity 3 allows network to differentiate inbound roamers from own subscribers. But this alone would not be useful to mitigate congestion caused by a sudden inflow of inbound roamers.
A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.
The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.
The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5.
A disaster roaming UE computes the uac-BarringFactor for its access category as
uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))
[bookmark: _Toc66462415][bookmark: _Toc70619061]NOTE:	The addition of a new parameter to UAC Barring information is subject to RAN2 agreement.
[bookmark: _Toc75782772]6.40.2	Impacts on existing nodes and functionality
Unified access control: definition of a new offset for BarringFactor
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