


3GPP TSG-RAN WG2 Meeting #115 Electronic	R2-2107954
16 – 27 August 2021	

Agenda item:	8.16.2
Source:	Nokia, Nokia Shanghai Bell
[bookmark: _Hlk75964502]Title:	Proposals for open issues of the support of Credential Holders
WID/SID:	NG_RAN_PRN_enh - Release 17
Document for:	Discussion and Decision
1	Introduction
[bookmark: _Hlk75966317]During the previous meetings several proposals related to the support SNPN with subscription or credentials by a separate entity remained open (see details in R2-2106659 and report from RAN2#114-e): 
1. Maximum number of GINs
2. GIN encoding in the new SIB
3. Access Control
This paper addresses these open issues considering the progress of the SA2.
2	Discussion
2.1	Considerations on GIN advertisements
At RAN2#114-e the following agreement was made
GIN is broadcasted by new SIB

When the maximum number of GINs per SNPN is selected the following aspects should be considered
1)	More GINs provide more flexibility in deployments.
2) 	The broadcast of GINs requires radio resources. The more GINs are advertised the more radio resources are used.
A possible approach could be to maximize the number of GINs in a way that all GINs can fit in single SIB message. The maximum size of a SIB message is 2976 bits. Our understanding is that a GIN consists of a PLMN ID (24 bits) and an NID (44 bits), therefore a GIN is 68 bits. This results that maximum 43 GINs can fit in a SIB. (Note if SA2 conclusion is that a GIN only contains the NID, then maximum 67 GINs can fit in a SIB.)
Observation 1.1: Assuming that a GIN consists of a PLMN ID and an NID, maximum 43 GINs can fit in a SIB message without any optimization.
Another approach can be to maximize the number of GINs per SNPN as GINs are advertised per SNPN. As maximum 12 SNPNs can share a cell, maximum 3 GINs per SNPN can guarantee that all GINs fit a SIB message without considering message overhead. As in most of the cases cells are not shared among 12 SNPNs, a higher limit is more reasonable in practice. Therefore, we propose to introduce a maximum number per SNPN with the additional limitation that GINs for all SNPNs sharing the cell shall fit in a single SIB message. Our view is that maximum 16 GINs per SNPN is a reasonable limit.
Proposal 1.1: The maximum number of GINs per SNPN is 16, but GINs for all SNPNs sharing the cell shall fit in a single SIB message.

The structure of the new SIB containing GINs per SNPN can follow the structure of SIB10, which contains the HRNNs of the NPNs. The SPNPN ID encoding of NPN-Identity, which enables the optimization of GINs encoding when the same PLMN ID is used, can also be re-used in the new SIB. Therefore, the following structure is proposed:
-- ASN1START
-- TAG-SIBX-START

SIBX-r17 ::=               SEQUENCE {
    gin-List-r17                GIN-List-r17                                OPTIONAL,   -- Need R
    lateNonCriticalExtension    OCTET STRING                                OPTIONAL,
    ...
}

GIN-List-r17 ::=           SEQUENCE (SIZE (1..maxNPN-r16)) OF GIN-SNPNlist-r17

GIN-SNPNlist-r17 ::=       SEQUENCE {(SIZE (1..maxGINperSNPN-r17)) OF GIN-r17

GIN-r17 ::=                SEQUENCE {
    gin-r17                         SEQUENCE {
        plmn-Identity-r17                PLMN-Identity,
        nid-List-r17                     SEQUENCE (SIZE (1..maxNPN-r16)) OF NID-r16
    }
}

-- TAG-SIBX-STOP
-- ASN1STOP
(Note: The maxGINperSNPN-r17 should be defined as 16.)
	SIB10 field descriptions

	GIN-List
The same amount of GIN elements as the number of SNPNs in SIB 1 are included. The n-th entry of GIN-List contains the GINs of the n-th SNPN of SIB1. The GIN-SNPNlist in the corresponding entry in GIN-List is absent if there is no GIN associated with the given SNPN.



Proposal 1.2: The structure presented above is used as a starting point for the encoding of GINs in the new SIB.
2.2	Considerations on Access Control related to GINs
At the previous meeting it remained open whether there is a need to enhance the current access control mechanism due to the introduction of Credential Holders (CH) in SNPNs. The UAC procedure is used access control, and at the moment UAC parameters can be network, in our case SNPN specific. It may be a valid use-case to introduce CH specific access control, e.g., to support different UAC parameters per CH to enable differentiation of users of an SNPN based on their subscription holder. The latest version of SA2 specification (TS 23.501 version 17.1.1) does not clarify whether there is a requirement for this additional granularity of access control. Therefore, our proposal is to check with SA2 if there is such a requirement. 
Proposal 2: RAN2 asks SA2 whether there is a requirement to introduce CH (GIN) specific differentiation in access control, e.g. to enable the advertisement of CH specific UAC parameters.
3	Conclusion
This document has made the following observation and proposals:
Observation 1.1: Assuming that a GIN consists of a PLMN ID and an NID, maximum 43 GINs can fit in a SIB message without any optimization.
Proposal 1.1: The maximum number of GINs per SNPN is 16, but GINs for all SNPNs sharing the cell shall fit in a single SIB message.
Proposal 1.2: The structure presented below is used as a starting point for the encoding of GINs in the new SIB:
-- ASN1START
-- TAG-SIBX-START

SIBX-r17 ::=               SEQUENCE {
    gin-List-r17                GIN-List-r17                                OPTIONAL,   -- Need R
    lateNonCriticalExtension    OCTET STRING                                OPTIONAL,
    ...
}

GIN-List-r17 ::=           SEQUENCE (SIZE (1..maxNPN-r16)) OF GIN-SNPNlist-r17

GIN-SNPNlist-r17 ::=       SEQUENCE {(SIZE (1..maxGINperSNPN-r17)) OF GIN-r17

GIN-r17 ::=                SEQUENCE {
    gin-r17                         SEQUENCE {
        plmn-Identity-r17                PLMN-Identity,
        nid-List-r17                     SEQUENCE (SIZE (1..maxNPN-r16)) OF NID-r16
    }
}

-- TAG-SIBX-STOP
-- ASN1STOP
(Note: The maxGINperSNPN-r17 should be defined as 16.)
	SIB10 field descriptions

	GIN-List
The same amount of GIN elements as the number of SNPNs in SIB 1 are included. The n-th entry of GIN-List contains the GINs of the n-th SNPN of SIB1. The GIN-SNPNlist in the corresponding entry in GIN-List is absent if there is no GIN associated with the given SNPN.



Proposal 2: RAN2 asks SA2 whether there is a requirement to introduce CH (GIN) specific differentiation in access control, e.g. to enable the advertisement of CH specific UAC parameters.




