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[bookmark: _Ref165266342]Introduction
In the previous RAN2 meetings, the following agreements about the support SNPN with subscription or credentials by a separate entity have been reached.
[bookmark: _Hlk63589102]RAN2#113e [1]
A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
[bookmark: _Hlk77692709]The supported Group IDs are broadcasted
A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
In the UE, AS reports to NAS about the following broadcasted new parameters:
Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
Supported Group IDs
Indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" per SNPN.
Send an LS to SA2 (CC: RAN3 and CT1) with the following questions:
Can RAN2 assume uniform support of GID(s) across a network or a registration area?
Is the GID selected by NAS given to AS after registration to assist UE subsequence cell selection and reselection?Should AS support the (IDLE/INACTIVE/CONNECTED mode) mobility scenarios between different SNPNs or SNPN and PLMN when the same credentials can be used on the source and the target networks?
E.g. Can a UE move from SNPN#1 to SNPN#2 when the GID used to access SNPN#1 is supported by SNPN#2? 
Can a UE move between SNPN#1 to PLMN#a when the credential of PLMN#a is used to access SNPN#1?
Shall Group IDs be broadcasted per SNPN? (or per cell?)
RAN2#113bis-e [2]
Use the term "Credentials Holder (CH)" in future RAN2 discussions for the external entity providing subscription or credential for SNPNs.
Use the term "Group IDs for Network Selection (GINs)" in future RAN2 discussions for the service provider Group IDs.
The following assumptions in last meeting are confirmed as agreements,
The new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
GIDs are broadcasted per SNPN in network sharing scenarios.
RAN2 to revise the previous agreement as following: 
In the UE, AS reports broadcast Group IDs per SNPN to NAS.
To supporting SNPN with subscription or credentials by a separate entity, R2 assumes that there is no impact on cell (re)selection (e.g. no need to change suitable cell criteria).
RAN2#114e [3]
[bookmark: _Hlk77693022]GIN for access using CH is broadcst only if Indication of accessing using CH is broadcast. 
RAN2 assumes that NAS does not send selected GINs and two indications related to external credentials to AS.
[bookmark: _Hlk77693042]There is no impact on cell (re)selection to support SNPN with subscription or credentials by a separate entity.
[bookmark: _Hlk77693093][bookmark: _Hlk77693078]RAN2 assume there is no RAN2 UE impact of connected mode mobility for separate credential.
[bookmark: _Hlk77693157]RAN2 assumes the selected SNPN ID is enough for AMF selection for separate credential.
[bookmark: _Hlk77693137]GIN is broadcasted by new SIB
RAN2 has made some progress on supporting SNPN with subscription or credentials by a separate entity based on the progress in earlier meetings, but there are still some remaining issues that need to be further discussed mainly lie in the following three aspects:
· The maximum number of GINs;
· The ASN.1 detail of the broadcast parameters;
· Impact on connected mode mobility.
In this contribution, we will discuss these remaining issues one by one and provide our observations and proposals.
Discussion
 The maximum number of GINs
The maximum number of the GINs has been discussed in the past meetings and has not achieved the conclusion because which SIB is used to broadcast the GINs was not decided before. Since RAN2 decided that GIN is broadcasted by new SIB in RAN2#114e meeting [3], it’s time to discuss the maximum number of GINs.
A basic principle should be that all GINs cannot exceed the size of a single SIB message. The maximum size of a SIB message is 2976 bits based on the following description in TS 38.331 [4], and the GIN reuses the SNPN encoding based on the description in TR 23.700-07 [5], which has a size of 52-68 bits. This results that maximum of 43 GINs can fit in a SIB.
Furthermore, for a single SNPN, maybe one Home SP Group could be configured for Home PLMN and for Home SNPN respectively. Therefore 2 Group IDs could be set for each SNPN. As maximum 12 SNPNs can share a cell, it is reasonable to set the maximum number of GINs to 24 per cell. In practice, we can give the network more flexibility and the maximum number of GINs can be set to 36. Moreover, in order to increase the flexibility of the network, the number limit of the cell level is sufficient, and RAN2 does not need to discuss the number limit of the SNPN-level.
	NOTE:	The physical layer imposes a limit to the maximum size a SIB can take. The maximum SIB1 or SI message size is 2976 bits.



	-	Group ID as a specific case of SNPN ID reusing SNPN ID encoding in TS 23.003 [15], where:
-	Assignment mode 1 indicates self-managed Home SP Group ID values as the NID Value is chosen independently at deployment time.
-	Assignment mode 0 indicates Home SP Group ID is globally unique as the NID Value is globally unique. One possibility for ensuring uniqueness is to use IANA PEN as in TS 23.003 [15].


Proposal 1: The maximum number of GINs per cell is 36.
 The ASN.1 detail of the broadcast parameters
In this session, we first propose a solution on how to broadcast the new indicator that "access using credentials from a separate entity is supported" and the new indicator that" whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN". For convenience, we use a shortened name externalCredentialsSupport instead of the new indicator that "access using credentials from a separate entity is supported" and a shortened name opportunisticRegAttemptsAllowed for the new indicator that “whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN”. Next, we will use externalCredentialsSupport as an example to illustrate how the NW broadcasts these two indications, approach to broadcasting of opportunisticRegAttemptsAllowed can be analogous to externalCredentialsSupport.
[bookmark: _Hlk70428773][bookmark: _Hlk70428856]As per previous agreements, externalCredentialsSupport and opportunisticRegAttemptsAllowed are broadcast in SIB1 per SNPN. Since externalCredentialsSupport is for cell access, it is natural to put it in CellAccessRelatedInfo field in SIB1. Then the first issue that should be discussed is how to include this new indication in CellAccessRelatedInfo field. Obviously, there are three options as below:
· [bookmark: _Hlk71633709]Option 1: introduce a list of externalCredentialsSupport indications parallel with npn-IdentityInfoList as Fig.1;
[bookmark: _Hlk71633920][bookmark: _Hlk70445974]CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}             OPTIONAL,   -- Need R
    ...,
    [[
    cellReservedForFutureUse-r16        ENUMERATED {true}             OPTIONAL,   -- Need R
    npn-IdentityInfoList-r16            NPN-IdentityInfoList-r16      OPTIONAL    -- Need R
]]
[[
infoForVisitSNPNList-r17 ::=            SEQUENCE (SIZE (1..maxNPN-r16)) OF InfoForVisitSNPNList-r17
OPTIONAL

InfoForVisitSNPNList-r17 ::=         SEQUENCE {
externalCredentialsSupport-r17       ENUMERATED {true}             OPTIONAL,
opportunisticRegAttemptsAllowed-r17  ENUMERATED {true}         OPTIONAL,
}

]]
}
Fig.1. Example of ASN.1 structure of option 1
· Option 2: introduce externalCredentialsSupport indication in NPN-IdentityInfo as Fig.2;
[bookmark: _Hlk71633252][bookmark: _Hlk71633969]NPN-IdentityInfoList-r16 ::=     SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-IdentityInfo-r16


[bookmark: OLE_LINK1][bookmark: OLE_LINK2]NPN-IdentityInfo-r16 ::=         SEQUENCE {
    npn-IdentityList-r16             SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-Identity-r16,
    trackingAreaCode-r16             TrackingAreaCode,
    ranac-r16                        RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity-r16                 CellIdentity,
    cellReservedForOperatorUse-r16   ENUMERATED {reserved, notReserved},
    iab-Support-r16                  ENUMERATED {true}                                           OPTIONAL,       -- Need R
...
[[
externalCredentialsSupport-r17       ENUMERATED {true}             OPTIONAL,
opportunisticRegAttemptsAllowed-r17  ENUMERATED {true}         OPTIONAL,
]]

}

Fig.2. Example of ASN.1 structure of option 2
· Option 3: introduce a list of externalCredentialsSupport indications in NPN-IdentityInfo as Fig.3.
[bookmark: _Hlk71634021]NPN-IdentityInfoList-r16 ::=     SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-IdentityInfo-r16


NPN-IdentityInfo-r16 ::=         SEQUENCE {
    npn-IdentityList-r16             SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-Identity-r16,
    trackingAreaCode-r16             TrackingAreaCode,
    ranac-r16                        RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity-r16                 CellIdentity,
    cellReservedForOperatorUse-r16   ENUMERATED {reserved, notReserved},
    iab-Support-r16                  ENUMERATED {true}                                           OPTIONAL,       -- Need R
...
[[
infoForVisitSNPNList-r17 ::=            SEQUENCE (SIZE (1..maxNPN-r16)) OF InfoForVisitSNPNList-r17
OPTIONAL

InfoForVisitSNPNList-r17 ::=         SEQUENCE {
externalCredentialsSupport-r17       ENUMERATED {true}             OPTIONAL,
opportunisticRegAttemptsAllowed-r17  ENUMERATED {true}         OPTIONAL,
}

]]

}
Fig.3. Example of ASN.1 structure of option 3
For option 2, it means only the SNPNs share the same value of externalCredentialsSupport can be put into the same NPN-IdentityInfo-r16 element, which limits the flexibility of the network. In other words, if the SNPNs share the same legacy cell access related info (e.g. TAC/RANC/Cell ID) but have different values of externalCredentialsSupport, they can’t be put into the same NPN-IdentityInfo-r16 element, which will also increase the signaling overhead. In fact, option 3 expresses the same meaning as option 1, but it is more redundant and reduces the readability of the specification. Based on above analyses, option 1 is preferable from the view of flexibility of the network, system signaling overhead and readability of the specification.
[bookmark: _Hlk70428979]Proposal 2: Introduce a list of the following parameters respectively which parallel with npn-IdentityInfoList:
· ExternalCredentialsSupport;
· OpportunisticRegAttemptsAllowed.
[bookmark: _Hlk70429073]Considering that externalCredentialsSupport is broadcast per SNPN, the second issue is how to associates an externalCredentialsSupport with its corresponding SNPN. There are two options which are listed below :
· Option 1: Associate externalCredentialsSupport and the SNPN ID explicitly;
· Option 2: Associate externalCredentialsSupport and the SNPN ID implicitly.
For option 1, a network index of its corresponding SNPN shall be always provided together with the externalCredentialsSupport, which causes more signaling overhead. 
For option 2, similar to the way of providing HRNN, a list of externalCredentialsSupport can be used as we proposed above. In this solution, the list for externalCredentialsSupport shall have the same number of externalCredentialsSupport elements as the number of SNPNs in SIB1. The n-th entry of the list contains the externalCredentialsSupport of the n-th SNPN of SIB1. The indication in the corresponding entry in the list of externalCredentialsSupport is absent if there is no externalCredentialsSupport associated with the given SNPN. Compared with option 1, this option has less overhead. 
Based on above analyses, option 2 is preferable from the view of system signaling overhead. 
[bookmark: _Hlk79056379]Proposal 3: Associate the following parameter and its corresponding SNPN ID implicitly, respectively. The n-th entry of the list contains the following parameter is associated with the n-th SNPN of SIB1, and the element is absent if the external credentials support indication is not broadcast.
· ExternalCredentialsSupport;
· OpportunisticRegAttemptsAllowed.
[bookmark: _Hlk78989302][bookmark: OLE_LINK3]With regard to how to associate the supported GINs with its corresponding SNPN, some companies propose to apply a bitmap solution for saving signaling overhead. For example, a list of GINs and a number of bitmaps are included in the new SIB, the n-th bitmap is associated with the n-th SNPN that broadcasts the external credentials support indication in SIB1, and the bitmap is absent if the associated SNPN is not configured with supported GINs. But from our perspective, this bitmap solution should not be supported with the following reasons.
· The gain of using the bitmap solution is uncertain.
From the latest specification TS 23.501 [6] of the SA2, it cannot be seen that the same GIN may be supported by multiple SNPNs. Furthermore, even if multiple SNPNs may support the same GIN, The gain of using the bitmap solution is uncertain. When there are many GINs each of which is supported by multiple SNPNs, signaling overhead may be saved by using bitmaps. On the other hand, when there are few or no GINs each of which is supported by multiple SNPNs, there is no benefit to using the bitmap solution. Moreover, if the length of each bitmap is equal to the maximum number of GINs. From our analyses earlier, the maximum number of GINs can be 36, broadcasting the bitmap corresponding to each SNPN itself requires a lot of signalling overhead.
· The form of the bitmap is easily impacted if the length of the bitmap is equal to the number of GINs.
If RAN2 decides that the length of each bitmap is equal to the number of GINs that are broadcast instead of the maximum number of GINs. When the GINs supported by an SNPN are changed, e.g., reducing or adding a GIN supported by the SNPN, all bitmaps associated with the SNPN that broadcasts the external credentials support indication need to be changed, i.e., increase or decrease one bit, so resulting in increasing the complexity of network configuration. 
· Multiple association relationships need to be defined.
Multiple association relationships need to be defined to achieve the bitmap solution from the specification point of view. At least the relationships between bitmaps and SNPNs and the relationships between GINs and bitmaps need to be defined, resulting in increasing complexity and reducing the readability of the specification.
Furthermore, same as our earlier analyses, the way of associating the GINs and their corresponding SNPN ID implicitly is preferred than explicit way.
As a summary of the above analyses, the below proposal follows. 
[bookmark: _Hlk79056441]Proposal 4: Associate the supported GINs and its corresponding SNPN ID implicitly. The n-th list of GINs is associated with the n-th SNPN that broadcasts the external credentials support indication in SIB1, and the element is absent if the associated SNPN is not configured with supported GINs.
 Impact on connected mode mobility
In RAN2#114e meeting [3], RAN2 agreed that “RAN2 assume there is no RAN2 UE impact of connected mode mobility for separate credential.” The reason why RAN2 does not confirm there is no impact of connected mode mobility for separate credential is that RAN2 needs to wait for the progress of other groups, i.e., SA2 and RAN3.
From SA2’s reply LS in S2-2101076 [7], it can be seen that the support of external credentials is uniform for all cells in the SNPN, and therefore the support information related to external credentials does not need to be considered for intra-SNPN handover. Moreover, according to the latest TS 23.501 [6] and the WA in RAN3#113e meeting [8], handover between SNPNs is not supported and there is no need for the RAN nodes to exchange information related to accessing using external credentials during mobility. Therefore, it’s justified for RAN2 to confirm there is no impact of connected mode mobility for separate credential.
	WA: There is no need to exchange information related to onboarding during mobility.
There is no need for the RAN nodes to exchange information related to accessing using external credentials during mobility.
So far, there is no RAN3 impact foreseen for idle mode mobility between different networks.
So far, there is no RAN3 impact foreseen for connected mode mobility between different networks



	Interworking with EPS is not supported for SNPN. Also, emergency services are not supported for SNPN. Furthermore, roaming is not supported for SNPN, e.g. roaming between SNPNs. Handover between SNPNs, between SNPN and PLMN or PNI NPN are not supported. Idle mode mobility is supported as defined in clause 5.30.2.11. CIoT 5GS optimizations are not supported in SNPNs.


Proposal 5: RAN2 to confirm there is no impact of connected mode mobility for separate credential.
Conclusions
Based on the analyses given above, we have the following proposals:
Proposal 1: The maximum number of GINs per cell is 36.
Proposal 2: Introduce a list of the following parameters respectively which parallel with npn-IdentityInfoList:
· ExternalCredentialsSupport;
· OpportunisticRegAttemptsAllowed.
Proposal 3: Associate the following parameter and its corresponding SNPN ID implicitly, respectively. The n-th entry of the list contains the following parameter is associated with the n-th SNPN of SIB1, and the element is absent if the external credentials support indication is not broadcast.
· [bookmark: _GoBack]ExternalCredentialsSupport;
· OpportunisticRegAttemptsAllowed.
Proposal 4: Associate the supported GINs and its corresponding SNPN ID implicitly. The n-th list of GINs is associated with the n-th SNPN that broadcasts the external credentials support indication in SIB1, and the element is absent if the associated SNPN is not configured with supported GINs.
Proposal 5: RAN2 to confirm there is no impact of connected mode mobility for separate credential.
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