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1. Introduction

In RAN2#113e, RAN2 made the following agreements in order to support the credential access:
· A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
· RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
· The supported Group IDs are broadcasted
· A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
· RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
· In the UE, AS reports to NAS about the following broadcasted new parameters:
· Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
· Supported Group IDs
· Indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" per SNPN.
· Send an LS to SA2 (CC: RAN3 and CT1) with the following questions:

· Can RAN2 assume uniform support of GIN(s) across a network or a registration area?

· Is the GIN selected by NAS given to AS after registration to assist UE subsequence cell selection and reselection?

· Should AS support the (IDLE/INACTIVE/CONNECTED mode) mobility scenarios between different SNPNs or SNPN and PLMN when the same credentials can be used on the source and the target networks?
E.g. Can a UE move from SNPN#1 to SNPN#2 when the GIN used to access SNPN#1 is supported by SNPN#2? 
Can a UE move between SNPN#1 to PLMN#a when the credential of PLMN#a is used to access SNPN#1?

· Shall Group IDs be broadcasted per SNPN? (or per cell?)

In RAN2#113bis-e, RAN2 made the following agreements:

· Use the term "Credentials Holder (CH)" in future RAN2 discussions for the external entity providing subscription or credential for SNPNs.

· Use the term "Group IDs for Network Selection (GINs)" in future RAN2 discussions for the service provider Group IDs.

· The following assumptions in last meeting are confirmed as agreements,

· The new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 

· The new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.

· GINs are broadcasted per SNPN in network sharing scenarios.

· RAN2 to revise the previous agreement as following: 

· In the UE, AS reports broadcast Group IDs per SNPN to NAS.

· To supporting SNPN with subscription or credentials by a separate entity, R2 assumes that there is no impact on cell (re)selection (e.g. no need to change suitable cell criteria).
In RAN2#114e, RAN2 made the following agreements:
· GIN for access using CH is broadcst only if Indication of accessing using CH is broadcast. 

· RAN2 assumes that NAS does not send selected GINs and two indications related to external credentials to AS.

· There is no impact on cell (re)selection to support SNPN with subscription or credentials by a separate entity.

· RAN2 assume there is no RAN2 UE impact of connected mode mobility for separate credential.

· RAN2 assumes the selected SNPN ID is enough for AMF selection for separate credential.

· GIN is broadcasted by new SIB

This contribution introduces potential issues and possible way-forward.

2. Discussion
In Rel-17 eNPN, one of key enhancements is to support credential access. V-SNPN (Visited SNPN) needs to broadcast the (group) IDs of Home SPs that the V-SNPN is supporting. UE with the subscription credentials and configuration (e.g. allowed V-SNPN list) can try its access based on the broadcast information. 
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Figure 1
Support SNPN with credentials by a separate entity
2.1 Broadcasting of GINs
It was agreed in RAN2-114-e that GINs (Group ID) are to be broadcasted in a new SIB message to aid network selection of UEs. The opens issues regarding broadcasting of GINs is related to the structuring of the newly introduced SIB for carrying the GINs. 
In case of a shared network deployment, different SNPNs in the cell can have SLAs with common set of CHs/SPs and as GINs were introduced as a way to reduce overhead of listing individual CHs/ SPs, there are high probability that there will be overlap in list of GINs supported by different SNPNs sharing the cell. Thus it would be benifical to have a common list of GINs supported by all SNPNs in the cell and list of supported GINs per SNPN can reference to the index of the GIN in the cell wide list. 
Proposal 1: Have a common list of GINs per cell and each SNPN can indicate the supported GIN list based on index of the GIN in cell wide total GIN list.
SA2’s TR 23.700-07 mentions that broadcasted GINs can be used to perform network seletion for both onboarding and external credential access cases. To clarify if this means same GIN values can be reused for both the purpose or just the definition is reused, an LS was sent to SA2. Based on the response from SA2, the GIN SIB can be structured. 
Option 1: If the same GINs values are to be used for both the purposes, the new SIB can be structured to hold a single list of supported GINs for both onboarding and external credential access. 
Option 2: If the GINs for onboarding and external access can be different, then the new SIB should hold two separate lists.
An example ASN structure of the new SIB based on option 2 is shown below:

	SIBx

SIBx contains the supported GINs of the NPNs listed in SIB1.

-- ASN1START

-- TAG-SIB10-START

SIBx-r17 ::= SEQUENCE {

GINList-r17 SEQUENCE (SIZE(1… maxGIN-r17)) OF snpn-r16 OPTIONAL,
onboardingGinSnpn-Mapping SEQUENCE (SIZE(1…maxNPN-r16)) OF ginBitmap-r17 OPTIONAL,
externalCredGinSnpn-Mapping SEQUENCE (SIZE(1…maxNPN-r16)) OF ginBitmap-r17 OPTIONAL,
nonCriticalExtension SEQUENCE {} OPTIONAL

}
ginBitmap-r17 BIT STRING (SIZE(maxGIN-r17))
-- TAG-SIB10-STOP
-- ASN1STOP
maxGIN-r17: Maximum number of GINs supported in a cell.

SIBx Field descriptions

GINList-r17

GINList-r17 is used to configure the list of GINs supported in the cell. 

onboardingGinSnpn-Mapping

This field gives the set of GINs which support onboarding and are associated with each of the broadcasted SNPNs in SIB1 
If a SNPN does not support GINs, the associated bitmap will be all 0s.
externalCredGinSnpn-Mapping

This field gives the set of GINs which support external CH access and are associated with each of the broadcasted SNPNs in SIB1.

If a SNPN does not support GINs, the associated bitmap will be all 0s.
ginBitmap-r17

This field gives the bitmap of the GINs listed in gin-List-r17.The bitmap is interpreted from left to right and each bit corresponds to the GIN listed in GINList-r17and the bit will be set to 1 if the GIN is associated with a SNPN.



Proposal 2: Based on SA2’s reponse, RAN2 to discuss and optimize resources for broadcasting of GINs for onboarding and external credential access purposes.

2.2 UE capability information relating to support of eNPN features

UE can notify the network regarding the support of eNPN feature which allows the UE to access a SNPNs using credentials provided by an external Credential Holder/SP. This information can be conveyed using UECapabilityInformation message. 

The network can make use of this information to redirect or steer the UE to different cells/SNPNs owing to various factors such as overload in source network, inability to cater to the requested type of service etc. This redirection/steering is possible only with UEs which support the eNPN feature since Rel16 UEs can only access the networks it is configured to access or holds subscription to.
Proposal 3: UE provides eNPN feature support information in UE capability information message to network. 
2.3 Access Control for Credential Access
In current specification, the network can provide per-PLMN/SNPN barring configuration, i.e. UAC-BarringPerPLMN-List. The access control for credential may follow the barring configuration of the corresponding V-SNPN. However, operators could prioritize their subscribers’ accesses, rather the credential accesses during congestion.

A similar use case is the access control for Access Category 1 (i.e. delay tolerant service). The network can provide three categories a, b and c (see below), and depending on the category to which UE belongs, UE has to decide whether to apply the barring parameter corresponding to Access Category 1.

	a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.


If the differential access control for credential is agreeable, RAN2 can consider the following options:

· Option 1: New Access Control indicator or barring configuration for credential (e.g. similar to Category a/b/c applied to Access Category 1)

· Option 2: New Access Category for credential

· Option 3: New Access Identity for credential

A 1-bit indicator may be introduced to indicate if only accesses for credential follow the barring configuration of the corresponding V-SNPN, similar to Category a/b/c applied to Access Category 1. However, it results in a specification change, but quite minor. 

A new Access Category for credential may be introduced. It’s simple and no specification impact. However, a drawback that it’s difficult to do a fine-control depending on the type of access attempt. For instance, a triggered credential access corresponds to either MMTEL voice or MMTEL video. If just a single Access Category for credential access is introduced, it’s impossible to control barring check while distinguishing between MMTEL voice and MMTEL video. 
Access Identity is usually used to prioritize accesses initiated for any specific purposes such as MPS (Multimedia Priority Service), MCS (Mission Critical Service), and Access Class 11 ~ 15. If our intention is to deprioritize the credential access during congestion, it may not be suitable to introduce the new Access Identity. 

Proposal 4: RAN2 discusses if it’s useful to apply separate access control for credential access, and if so, RAN2 considers the following options:

· Option 1: New Access Control indicator or barring configuration for credential (e.g. similar to Category a/b/c applied to Access Category 1)
· Option 2: New Access Category for credential
· Option 3: New Access Identity for credential
2.4 ANR
In current spec, SNPNs has been already collected and reported for ANR purpose, i.e. npn-IdentityInfoList-r16 in CGI-InfoNR. For ANR purpose, gNB would request UE to report the V-SNPN info of neighbor cells with CGI-InfoNR. The gNB collecting the info can broadcast V-SNPN info of neighbor cells via System Information.

Proposal 5: RAN2 discusses if V-SNPN info of neighbour cells is collected and reported for ANR purpose.
2.5 Group IDs for Network selection
In last meeting, RAN2 had three questions on GIN, and thus sent a LS (R2-2106545) to SA2. Thus we would like to provide our view for each question:
· Question 1a: Can a common list of GINs be used for both onboarding and SNPN access using external credentials? 

No, each list will be used separately. It is assumed that in stage 3, there will be the name of fields for each list. 
· Question 1b: Can RAN2 assume that higher layers may use different GIN values for each feature?
No, it will be used as same values. 
· Question 2: Can RAN2 confirm that GINs reuse the encoding of NIDs?
The format of Group ID is the same as the SNPN ID. 
Proposal 6: Separate list of GINs is used for both onboarding and SNPN access using external credentials.
Proposal 7: Same GIN value is used for both onboarding and SNPN access using external credentials.
Proposal 8: The format of Group ID is the same as the SNPN ID.
3. Conclusion
RAN2 is requested to discuss and agree with the following proposals:

Proposal 1: Have a common list of GINs per cell and each SNPN can indicate the supported GIN list based on index of the GIN in cell wide total GIN list.
Proposal 2: Based on SA2’s reponse, RAN2 to discuss and optimize resources for broadcasting of GINs for onboarding and external credential access purposes.

Proposal 3: UE provides eNPN feature support information in UE capability information message to network. 
Proposal 4: RAN2 discusses if it’s useful to apply separate access control for credential access, and if so, RAN2 considers the following options:

· Option 1: New Access Control indicator or barring configuration for credential (e.g. similar to Category a/b/c applied to Access Category 1)
· Option 2: New Access Category for credential
· Option 3: New Access Identity for credential
Proposal 5: RAN2 discusses if V-SNPN info of neighbour cells is collected and reported for ANR purpose.
Proposal 6: Separate list of GINs is used for both onboarding and SNPN access using external credentials.

Proposal 7: Same GIN value is used for both onboarding and SNPN access using external credentials.

Proposal 8: The format of Group ID is the same as the SNPN ID.
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