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1	Introduction 
CT1 is working on the the UAC enhancement for MINT (minimization of service interruption) and sent an LS in [1] to RAN2 regarding two potential solutions (Solution #38 and Solution #40 in TR 24.811), in order to prevent the signaling load from disaster inbound roamer UE(s) in PLMNs without disaster condition.
In this contribution, we analysed the two solutions on aspects of feasibility and signalling efficiency.
2   Discussion
For convenience, the two solutions are summarized here for reference. Common part for both solutions is a new access identity 3 should be introduced.
	Solution #38: Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.
Solution #40: Introducing uac-DisasterOffsetToBarringFactor, range of which is from s5 till s95 in steps of 5. It is used together with existing uac-BarringFactor:
uac-BarringFactor for Disaster Inbound Roamer UE = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))


Before going to comparison, firstly we elaborated the current uac-BarringInfo structure in SIB1. Focusing on normal deployment without RAN sharing, a list of UAC-BarringPerCat is configured to accommodate all access categories. And each access category specific UAC-BarringPerCat refers to UAC-BarringInfoSet. Further, in UAC-BarringInfoSet, NW indicates if the barring is applied to each access identity using a bit string. Note that existing uac-BarringForAccessIdentity does not include Access Identity 3.
	 In SIB1:
uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList                                           OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List                                         OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }                                                                                                   OPTIONAL    -- Need S
    }                                                                                                   OPTIONAL,   -- Need R
UAC-BarringPerCatList:
UAC-BarringPerCatList ::=           SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}
UAC-BarringInfoSetIndex:
[bookmark: _Toc60777415][bookmark: _Toc76423701]–	UAC-BarringInfoSetIndex
The IE UAC-BarringInfoSetIndex provides the index of the entry in uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on. An index value referring to an entry not included in uac-BarringInfoSetList indicates no barring.
UAC-BarringInfoSetIndex information element
-- ASN1START
-- TAG-UAC-BARRINGINFOSETINDEX-START

UAC-BarringInfoSetIndex ::=                INTEGER (1..maxBarringInfoSet)

-- TAG-UAC-BARRINGINFOSETINDEX-STOP
-- ASN1STOP
UAC-BarringInfoSetList:
UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))
}


	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12, bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, and bit 6 in the bit string corresponds to Access Identity 15. Value 0 means that access attempt is allowed for the corresponding access identity.


Observation 1: Existing uac-BarringForAccessIdentity defined for UAC does not include Access Identity 3.
From our understanding, Solution #38 is to realize a specific configuration on uac-BarringFactor for Access Identity 3. Therefore, a separate list of UAC-BarringPerCat (referring to a separate UAC-BarringInfoSet-MINT) for Access Identity 3 is required. Below is the corresponding ASN.1 change example for Solution #38.
uac-BarringInfo-MINT                     SEQUENCE {
        uac-BarringForCommon-MINT                UAC-BarringPerCatList-MINT
}                                           


UAC-BarringPerCatList-MINT ::=           SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat-MINT


UAC-BarringPerCat-MINT ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex-MINT              UAC-BarringInfoSetIndex-MINT
}


UAC-BarringInfoSetList-MINT ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet-MINT

UAC-BarringInfoSet-MINT ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
uac-BarringForAccessIdentity3        BIT STRING (SIZE(1))
}

Observation 2: To support Solution #38, a new UAC-BarringInfoSetList for MINT is needed for Access Identity 3.
On the other hand, Solution #40 is to introduce an offset value to existing uac-BarringFactor for Access Identity 3. In order to do it, an extension to current UAC-BarringInfoSetList is proposed to carry the uac-DisasterOffsetToBarringFactor, and uac-BarringForAccessIdentity3. The legacy UAC-BarringInfoSetList and new UAC-BarringInfoSetListExt work together to provide the complete barring info to MINT UE with Access Identity 3.
UAC-BarringInfoSetListExt ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSetExt

UAC-BarringInfoSetExt ::=              SEQUENCE {
    uac-DisasterOffsetToBarringFactor     ENUMERATED {p05,p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95}
uac-BarringForAccessIdentity3        BIT STRING (SIZE(1))
}

Observation 3: To support Solution #40, an extension to current UAC-BarringInfoSetList is required, to carry the uac-DisasterOffsetToBarringFactor and uac-BarringForAccessIdentity3. 
From the comparison, we believe both solutions are feasible from RAN2 point of view, while Solution #40 costs slightly less signaling overhead since the uac-BarringTime is not repeated. The difference in signaling overhead may get larger if RAN sharing is considered because separate configuration for each PLMN is demanded.
[bookmark: _GoBack]From NW operation perspective, with Solution #38, the operator has to make sure that if they are making changes to barringFactor for a particular category, then if disaster roaming is on, they should also make corresponding changes to the MINT barringFactor too.  In Solution #40, operators can just tweak the value for the barringOffset if they want to tighten access for roamers only. Thus, it it may be easier for operators to tweak the offset to the regular barringFactor, rather than controlling the two barringFactors independently.
Proposal 1: Suggest to respond CT1 with the following information:
- Both solutions are feasible from RAN2 point of view;
- Necessary change to existing UAC is needed to support Access Identity 3;
- Solution #40 costs slightly less signaling overhead than Solution #38.
Draft LS response is provided in Annex section.
3   Conclusion
Based on the discussion above, we have the following observations and proposals.
Observation 1: Existing uac-BarringForAccessIdentity defined for UAC does not include Access Identity 3.
Observation 2: To support Solution #38, a new UAC-BarringInfoSetList for MINT is needed for Access Identity 3.
Observation 3: To support Solution #40, an extension to current UAC-BarringInfoSetList is required, to carry the uac-DisasterOffsetToBarringFactor and uac-BarringForAccessIdentity3. 
Proposal 1: Suggest to respond CT1 with the following information:
- Both solutions are feasible from RAN2 point of view;
- Necessary change to existing UAC is needed to support Access Identity 3;
- Solution #40 costs slightly less signaling overhead than Solution #38;
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1. Overall Description
RAN2 thanks CT1 on the LS in C1-213527. RAN2 has discussed the feasibility and signaling efficiency on the two solutions (Solution #38 and Solution #40 in TR 24.811).
RAN2 thinks both solutions are feasible and require RAN2 to change the spec to support Access Identity 3 in UAC. From signaling overhead perspective, Solution #40 costs slightly less signaling overhead compared to Solution #38.
2. Actions:
RAN2 respectfully asks CT1 to take the answer above into account. 
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