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Introduction 
In RAN#113b-e, RAN2 agreed to the following for RACH isolation and slice based RACH procedure
RACH isolation:
1	RAN2 aims to support both RO partition and preambles partition.
3	To ensure the backward compatibility, it is RAN2’s common understanding that common RACH resource should be configured in initial BWP if the slice specific RACH resource is configured in initial BWP.
4	Network can configure slices with 4-step or 2-step (or both) RA resources.
RACH procedure:
2	Legacy 2-step RA fallback mechanism is supported.
· 5.1: RACH type selection between 2-step slice specific RACH and 4-step slice specific RACH is based on a RSRP threshold.
· FFS to introduce a slice specific threshold or reuse the legacy threshold.
· FFS UE should first select between slice specific RA and common RA or UE should first select RA type between 2-step RA and 4-step RA
· 5.2: The table from 6can be used for further discussion. 

In RAN#114-e, RAN2 further agreed the following:
·  4: RAN2 confirm for a slice group, separated RO and/or separate preamble can be configured within the existing RACH-ConfigCommon and RACH-ConfigCommonTwoStepRA
· 5: Same as NR Rel-15 conclusion, RAN2 conclude that there is no RA-RNTI collision between slice specific RACH and legacy RACH in shared RO 
· 6: Same as NR Rel-15 conclusion, RAN2 conclude that the RA-RNTI collision between slice specific RACH and legacy RACH may happen in separate RO. 
· Working assumption: this can be left to network implementation to resolve it (e.g. network configure RO in different time) 
· FFS how many slice groups we can have and how they are indicated.

In this contribution, we further discuss the FFS points as follow:
· The number of slice group/slice specific RACH partitioning
· Impact to RACH procedure due to RACH type selection and the fallback mechanism
· How to apply RA prioritization or the RA resource isolation to a Slice/slice group?
Discussion
Number of slice group/slice specific RACH partitioning
When slice/slice group specific RACH partitioning was discussed during the SI phase, our understanding of the main motivation is to differentiate the critical/important slices from the other slices so that guaranteed RA resources can be provided to those critical/important slices.  This is as aligned to the intention#1 in the TR:
Intention 1: RACH resource isolation. From marketing point of view, some of the industrial customers have the requirement for access resource isolation, in order to provide guaranteed RA resources for their sensitive slices.
Hence our view is that it should be sufficient to differentiate between these sensitive slices (or slice groups, if slice group is defined) and the other non-sensitive slices (or slice groups). Furthermore, this will also help in the reduction of RA resource fragmentation. 
Proposal#1: For RACH resource isolation for slice specific RACH, it is sufficient to differentiate between these sensitive slices (or slice groups, if slice group is defined) and the other non-sensitive slices (or slice groups).
Impact to RACH procedure
As discussed in the last meeting, RACH type selection and fallback mechanism are discussed over an offline discussion and the following table from R2-2104322 is used as baseline for further discussion:
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 1
	2-step slice specific RACH
4-step common RACH
	FFS Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH.
FFS Fallback from 4-step slice specific RACH to 4-step common RACH

	FFS Case 3 is valid
	4-step slice specific RACH
2-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH. 
FFS Fallback from 4-step slice specific RACH to 4-step common RACH.

	FFS
Case 6 is valid
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 7
	2-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH. 
No fallback to 2-step common RACH.

	FFS
Case 8 is valid
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS Fallback from 4-step slice specific RACH to 4-step common RACH.


In the subsequent sections, the FFSs related to RACH type selection and fallback mechanism are further analysed and discussed.
RACH Type Selection
In our understanding from the SI phase, slice specific RA resources (i.e. RACH isolation) are only applicable to specific slices that are deemed critical to use RACH isolation specific to its slices. All other slices not configured to use slice specific RA resourcesare assumed to continue with using the common RA resources.  Even though this seems clear, it would be good to confirm this since there is an FFS on this (‘FFS UE should first select between slice specific RA and common RA or UE should first select RA type between 2-step RA and 4-step RA’). 
If an intended slice/slice group is configured to use slice based RA resources and the network configures both 2-step and 4-step slice specific RACH (Case 2 and 5), it is clear that UE should perform slice specific RACH (i.e. no selection between slice specific RACH and common RACH).  
If an intended slice/slice group is configured to use slice based RA resources and the network only configures a RACH type (e.g. 2-step RACH or 4-step RACH only) for the slice based RACH  (i.e. Case 1, 3, 7, 8), some companies think that there is a need to first perform selection between slice specific RA and common RA.  There are 2 common threads on Case 1,3,7 and 8, either the (i) slice specific RA is 2-step while common RA is 4-step or (ii) slice specific RA is 4-step while common RA is 2-step.  For (i), if there is a high probability of coverage issue on the slice specific 2-step RACH, the network would have configured a slice specific 4-step RACH since slice applicable to use slice specific RA is considered critical. For (ii), such configurations (Case 3 and 8) may not seem logical.  Hence if it is configured by network, it should be seen that it is the intention of the network to use 4-step slice specific RACH.  If it is used as RACH congestion control (i.e. network uses the selection between common and slice specific RACH to distribute the load), there is already UAC to provide such load control.  Hence, we do not see the need of using selection of common and slice specific RA based on RSRP for such purpose. Furthermore, allowing the selection between slice specific and common RA resources will complicate the RACH procedure and we do not see the need to include such additional selection.
Proposal#2: No selection between common RACH and slice specific RACH if the “intended” slice/slice group is configured to use slice specific RACH.
It is agreed that network can configure either slice specific 2-step RA resources or 4-step RA resources or both. For those slices/slice groups that are configured to apply slice specific RA resources, in the case slice specific 2-step RACH and 4-step RACH are configured by the network (i.e. Cases 2 and 5), it would be good to limit the slices that can use the slice specific 2-step RACH and hence freeing 2-step RACH for more critical slices.  This can be done as part of the RACH Type selection and the UE first decide on whether its intended slice for MO data can select for 2-step RACH. If it can, it will perform as per Rel-16 to select between 2-step and 4-step RACH based on RSRP during resource initialization.   If the intended slice for the MO call is limited to 4-step RACH, it will skip the RACH type selection between 2-step and 4-step slice specific RACH based on RSRP and set the RACH Type to 4-step RA.  For the selection between slice based 2-step and 4-step RACH, a separate RSRP threshold (i.e. common threshold applied by different slices/slice groups that are configured to use slice specific RACH) to the threshold for the common 2-step and 4-step RA resources selection may be a cleaner solution and provide more flexibility for the network.
Proposal#3:  For a particular slice/slice group/user defined access category that are configured to use slice specific RACH, UE can be configured further whether slice specific 2-step RACH can be considered for the slice/slice group/user defined access category, in the case slice specific 2-step and slice specific 4-step RACH are configured for a BWP. 
Proposal#4: In the case slice specific 2-step and 4-step RACH are configured for a BWP (i.e. Cases 2 and 5) and the slice of the UE is configured to use slice specific 2-step RACH, UE will perform selection between 2-step and 4-step RACH based on RSRP during resource initialization as per Rel-16. A new RSRP threshold (i.e.  threshold common to different slices/slice groups that are configured to use slice specific RACH) is used for this selection (not using the legacy RSRP threshold for selection between common 2-step and 4-step RACH).
2-step RA fallback mechanism impact
RAN2 agreed to supporting legacy 2-step RA fallback mechanism.  This means that network can command the UE performing 2-step RACH to fallback to Msg3 in MsgB using fallBackRAR MAC format or the UE fallback to Msg1 after N reattempts on 2-step RACH. For the latter, there are some FFS in the table below from the agreement in the last meeting: 
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH.
FFS Fallback from 4-step slice specific RACH to 4-step common RACH

	FFS Case 3 is valid
	4-step slice specific RACH
2-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH. 
FFS Fallback from 4-step slice specific RACH to 4-step common RACH.

	FFS
Case 6 is valid
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	FFS
Case 8 is valid
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS Fallback from 4-step slice specific RACH to 4-step common RACH.



For Case 2, 4, 5 and 8, the FFSs are on whether to fallback from 4-step slice specific RACH to 4-step common RACH.  From the coverage point of view, we do not see the further gain to fallback to 4-step common RACH after failing 4-step slice specific RACH.  If it is due to RACH congestion, the chances of this will be quite low since the UE can perform multiple attempts on slice specific RACH and UAC can be used in such cases. Slice specific RACH is meant to provide better RACH access and hence the chance of it being congested more than common RACH is unlikely.  Case 6 has the similar issue, just that it is between 2-step slice specific and common RACH. For Case 3, there is only 2-step common RACH to fallback to and if it is due to coverage, this will not help.
Observation#1: From coverage or congestion point of view, there is no further gain to fallback from: 1) 4-step slice specific RACH to 4-step common RACH 2) 2-step slice specific RACH to 2-step common RACH. 
Based on the above observation and analysis, it is proposed to update the table as follow as proposed below:
Proposal#5: Update the table as follow:
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH.
FFS Fallback from 4-step slice specific RACH to 4-step common RACH

	FFS Case 3 is valid
	4-step slice specific RACH
2-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH. 
FFS Fallback from 4-step slice specific RACH to 4-step common RACH.

	FFS
Case 6 is valid
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	FFS
Case 8 is valid
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 4-step slice specific RACH
	No Fallback. FFS Fallback from 4-step slice specific RACH to 4-step common RACH.


How to apply RA prioritization and the RA resource isolation to a Slice
In Rel-15 access control, each slice corresponds to a corresponding operator defined access category.  As the PDN session corresponding to a slice is initiated by the UE NAS (i.e. MO call), the access category and corresponding access identities are determined by the NAS and provided to the AS.  The network can configure/signal the RA prioritisation/resource isolation for each of the operator defined access category over the SIB, and the RA prioritisation/resource isolation corresponding to an operator defined access category can be applied accordingly during the RA procedure triggered by RRC establishment and resumption procedure by the UE. 
On the other hand, if new slice/slice group index is introduced for slice specific cell reselection, such slice/slice group index can also be used for RA prioritisation/resource isolation in slice based RACH instead of using operator defined access category. With the new slice/slice group index, it is assumed that the S-NSSAIs associated to slice/slice group index will be signalled to the UE and the UE NAS will provide the slice/slice group index that initiated the MO call to the AS.
For MO access:
Proposal#6: Use the operator defined access categories (or slice/slice group index if introduced for slice based cell reselection) to provide RA prioritization/resource isolation for slice in MO access case.
Proposal#6_1: Broadcast the operator defined access categories (or slice/slice group index if introduced for slice based cell reselection) with their corresponding RA prioritization/resource isolation in SIB.
Proposal#6_2: UE AS selects the corresponding RA prioritization/resource isolation based on the operator defined access category provided by NAS (or the slice/slice group index provided by NAS) for the RA procedure triggered by RRC connection establishment and resumption from RRC.
Conclusion
It is requested that RAN2 discussed the following observations and proposals:
Proposal#1: For RACH resource isolation for slice specific RACH, it is sufficient to differentiate between these sensitive slices (or slice groups, if slice group is defined) and the other non-sensitive slices (or slice groups).
Proposal#2: No selection between common RACH and slice specific RACH if the “intended” slice/slice groups is configured to use slice specific RACH.
Proposal#3:  For a particular slice/slice group/user defined access category that are configured to use slice specific RACH, UE can be configured further whether slice specific 2-step RACH can be considered for the slice/slice group/user defined access category, in the case slice specific 2-step and slice specific 4-step RACH are configured for a BWP. 
Proposal#4: In the case slice specific 2-step and 4-step RACH are configured for a BWP (i.e. Cases 2 and 5) and the slice of the UE is configured to use slice specific 2-step RACH, UE will perform selection between 2-step and 4-step RACH based on RSRP during resource initialization as per Rel-16. A new RSRP threshold (i.e.  threshold common to different slices/slice groups that are configured to use slice specific RACH) is used for this selection (not using the legacy RSRP threshold for selection between common 2-step and 4-step RACH).
Observation#1: From coverage or congestion point of view, there is no further gain to fallback from: 1) 4-step slice specific RACH to 4-step common RACH 2) 2-step slice specific RACH to 2-step common RACH. 
Proposal#5: Update the table as follow:
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH.
FFS Fallback from 4-step slice specific RACH to 4-step common RACH

	FFS Case 3 is valid
	4-step slice specific RACH
2-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH. 
FFS Fallback from 4-step slice specific RACH to 4-step common RACH.

	FFS
Case 6 is valid
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	FFS
Case 8 is valid
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 4-step slice specific RACH
	No Fallback. FFS Fallback from 4-step slice specific RACH to 4-step common RACH.


Proposal#6: Use the operator defined access categories (or slice/slice group index if introduced for slice based cell reselection) to provide RA prioritization/resource isolation for slice in MO access case.
Proposal#6_1: Broadcast the operator defined access categories (or slice/slice group index if introduced for slice based cell reselection) with their corresponding RA prioritization/resource isolation in SIB.
Proposal#6_2: UE AS selects the corresponding RA prioritization/resource isolation based on the operator defined access category provided by NAS (or the slice/slice group index provided by NAS) for the RA procedure triggered by RRC connection establishment and resumption from RRC.
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