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1 Introduction
In the last RAN2#113bis-e meeting, no agreement on supporting positioning integrity in 5G NR has been made. In this contribution, our consideration on supporting positioning integrity in 5G NR is provided.
2 Discussion

2.1 Transmission of Integrity KPI and result 
According to [1], integrity KPI consists of following parameters: Target Integrity Risk (TIR), Alert Limit (AL), Time-to-Alert (TTA), Integrity Availability (IA). These parameters are used to judge whether or not the positioning system is still available to offer trustable positioning estimation. In addition, according to [1], there exist two modes of integrity result report: PL Reporting and Integrity Event flagging:
· Mode 1 of Integrity Result Reporting: PL Reporting
The calculated PL is directly reported to where the LCS client resides (Network or UE). It is left to the LCS client itself to determine if the positioning system is still available based on the reported PL.

· Mode 2 of Integrity Result Reporting: Integrity Event Flagging
The integrity computing entity compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. LCS client can be directly informed about the system availability, without conducting.
Note that the LCS Service Request could be coming from either UE, AMF or the external client. As the integrity KPI should be determined by the node sending out the LCS service request and the LMF should be notified, the integrity KPI should be carried in the LCS Service Request. Following that, if it is the UE to take the task of integrity result derivation, the integrity KPI should be sent towards the UE. Therefore, the integrity KPI should be allowed to be transmitted in the LPP msg also. In our opinion, the LPP msg RequestLocationInformation is the proper one. When finishing the integrity result derivation, the integrity result, either PL value or the integrity event flag, should be transmitted back to the LMF. Naturally, it should be carried in the LPP msg ProvideLocationInformation. Finally, LCS service response should be used to transmit the integrity results back to the node originating the LCS service request.
Proposal 1: RAN2 to agree that LCS service request and LCS service response msg should be used to transmit the integrity KPI and integrity results between the LMF and the LCS client.
Proposal 2: RAN2 to agree that LPP msg RequestLocationInformation and ProvideLocationInformation should be used to transmit the integrity KPI and integrity results between RAN and LMF, respectively.
2.2 Feared event transmission
The types of feared events for assessment of the integrity result using A-GNSS is described in [1], including the Feared events in the GNSS assistance data, feared events during positioning data transmission, GNSS feared events, UE feared events and LMF feared events. These types of feared events could aid the UE or LMF for calculation of the PL. Considering the node for monitoring the feared events and the node for integrity calculation might be different, e.g., one is at UE, another one is located at LMF, transmission of feared event should be supported by the LPP msg. According to TS 37.355, assistance data transfer procedure is supported by the LPP msg. For the DL positioning method, configuration information such as PRS configuration could be provided to the UE for performing DL measurement. In our opinion, the assistance data transfer procedure is also suitable for transmission of feared event between UE and gNB for PL computation. For example, the UE could request the LMF to send the LMF feared events using the LPP RequestAssistanceData msg. Subsequently, the LMF could, in response, sends the LMF feared events, if occurred, in the LPP ProvideAssistanceData msg.
Proposal 3: RAN2 to agree that feared event to be transmitted via LPP assistance data transfer procedure.
2.3 Implementation of integrity event flagging over UE

For the Mode 2 of Integrity Result Reporting: Integrity Event Flagging, the LCS client should be informed of system availability. In our opinion, the LCS Service Response shall take the responsibility of transmission of such system availability towards the external LCS client if MT-LR is applied, or towards UE itself if MO-LR is applied. Depending on whether UE-based integrity method or UE-assisted integrity method to be applied, the integrity computing entity located at UE or LMF should derive the system availability result.
For UE to derive such information, timer-related implementation might be needed to be introduced. For example, the timer should be triggeredg when the UE computes and derive a PL higher than AL. Then, if during the TTA timer running period, UE no longer receives any further positive information, such as disappear of the concerned feared events resulting in the reduction of the value of the PL, the positioning system should be declared to be unavailable, and then such information should be transferred to the LMF for the further processing. Otherwise, the timer should be stopped.
Proposal 4: kindly ask RAN2 to discuss the timer-related implementation for the mode 2 of Integrity Result Reporting for deriving the system availability result at UE, taking into account of PL computation, AL and TTA timer.
3 Conclusions

In this paper, the following observations and proposal are given:
Proposal 1: RAN2 to agree that LCS service request and LCS service response msg should be used to transmit the integrity KPI and integrity results between the LMF and the LCS client.
Proposal 2: RAN2 to agree that LPP msg RequestLocationInformation and ProvideLocationInformation should be used to transmit the integrity KPI and integrity results, respectively.
Proposal 3: RAN2 to agree that feared event to be transmitted via LPP assistance data transfer procedure.
Proposal 4: kindly ask RAN2 to discuss the timer-related implementation for the mode 2 of Integrity Result Reporting for deriving the system availability result at UE, taking into account of PL computation, AL and TTA timer.
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