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Discussion and decision
1 Introduction
CT1 studied the stage 2 and stage 3 aspects of the service requirements for MINT (Minimization of Service Interruption) and referring to the incoming CT1 LS [1] we discuss in this contribution the solutions #38 and #40 as described in TR 24.811 [2].

2 Discussion
2.1 UAC barring acc. to Rel-16 specifications
In AS, UAC barring is performed based on Access Identities (AI) and Access Categories (AC). UAC barring information is provided by network in SIB1 for the AIs 0, 1, 2, 11 to 15 and up to 63 ACs (AC 0 is not subject to access barring). Acc. to TS 22.261 [4] the validity of the special AIs 1, 2, 11 to 15 has been specified as follows:

· Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, and visited PLMNs of the home country. Access Identity 1 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.

· Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN and visited PLMNs of the home country. Access Identity 2 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.

· Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose, the home country is defined as the country of the MCC part of the IMSI.

The Access Identities 11 to 15 correspond to the Access Classes 11 to 15, and acc. to TS 22.011, subclause 4.2 they are allocated to UEs as follows: PLMN Staff (class 15), Emergency Services (class 14), Public Utilities (class 13), Security Services (class 12), for PLMN Use (class 11).

Each applicable AC is associated with a set of access control parameters given by UAC-BarringInfoSet, and in each UAC-BarringInfoSet the uac-BarringFactor, uac-BarringTime applies for AI 0 whereas the 7-bit bitmap uac-BarringForAccessIdentity applies for the special/high-priority AIs 1, 2, 11 to 15, see ASN.1 below from TS 38.331 [3].
UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {

    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                    p50, p60, p70, p75, p80, p85, p90, p95},

    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))

}

When the UE needs to access the 5GS, the UE first performs access barring check to determine if the access is allowed or not. Figure 1 below shows an example of access barring check if requested by NAS, e.g. for MO signaling (resulting from other than paging) or MO data. If UE AS indicates that the access attempt is allowed, the UE NAS initiates the procedure to send the NAS message for the concerned access attempt. Otherwise, the UE NAS does not initiate the NAS procedure.
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Figure 1: Exemplary access barring check
In the table 1 below a simple example for per-PLMN UAC barring information and explicit AC barring list is shown. In this example no barring of the special AIs (1, 2, 11 to 15) in both PLMNs is assumed.
Table 1: Example for per-PLMN UAC barring information and explicit AC barring list

	uac-BarringPerPLMN-List             
	2 entries
	PLMN1:
1. accessCategory = 1; uac-barringInfoSetIndex = 1
2. accessCategory = 3; uac-barringInfoSetIndex = 2
3. accessCategory = 7; uac-barringInfoSetIndex = 2
PLMN2:
1. accessCategory = 1; uac-barringInfoSetIndex = 1
2. accessCategory = 3; uac-barringInfoSetIndex = 2
3. accessCategory = 7; uac-barringInfoSetIndex = 2

	uac-BarringInfoSetList
	2 entries
	uac-barringInfoSetIndex = 1:
· uac-BarringFactor = p25
· uac-BarringTime = s16
· uac-BarringForAccessIdentity = [0000000]
uac-barringInfoSetIndex = 2:
· uac-BarringFactor = p50
· uac-BarringTime = s8
· uac-BarringForAccessIdentity = [0000000]


	uac-AccessCategory1-SelectionAssistanceInfo
	2 entries
	PLMN1 = ‘a’
PLMN2 = ‘b’


2.2 Evaluation of the MINT solutions #38 and #40
A. MINT use case

In Rel-17 SA1 specified service requirements for minimizing service interruption. The new service requirements address the use case in which a disaster condition (DC) applies to a PLMN or PLMNs in an area. It is assumed that in this case only the RAN part of the affected PLMN(s) fails (i.e. CN part of the affected PLMN(s) is still operational), so that all UEs located in the area of the affected PLMN(s) will lose coverage. Thus, subject to regulatory requirements or operator’s policy, in order to mitigate interruption of service for the affected UEs, those UEs shall be enabled to obtain service (e.g. voice call, mobile data service) from another PLMN(s) without DC for the area where a DC applies. But in order to minimize congestion caused by so-called Disaster Inbound Roamers (in the following called “disaster roaming UEs”) in the PLMN without DC and not to degrade services for the non-disaster roaming UEs, SA1 introduced a new AI 3 in TS 22.261 [4], see also Table 6.22.2.2-1 in the Annex, to differentiate access attempts of the different types of UEs. With this new AI 3 the PLMN without DC that provides disaster roaming service can regulate access of the disaster roaming UEs. 

In Figure 2 below an example of the MINT use case affecting two PLMNs (PLMN A, PLMN D) is illustrated. DC applies to UE1 in an area of PLMN D (blue colored area). PLMN A without DC is notified that DC applies to PLMN D (e.g. by PLMN D itself or OAM or regulator), and PLMN A indicates to potential disaster roaming UEs whether they can access the PLMN A in the concerned area (green colored area), e.g. by broadcast signalling an indication that UEs of PLMN D with DC are provided disaster roaming service. After loss of coverage in the affected area of PLMN D and detection that DC applies to PLMN D, the UE1 selects PLMN A although it is in UE1’s forbidden PLMN list since there are no other suitable PLMNs without DC available. The UE1 performs the NAS registration procedure in order to register to PLMN A.
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Figure 2: MINT use case
CT1 studied the stage 2 and stage 3 aspects of the service requirements for MINT and almost completed their study. But with regards to “Key Issue #7: Prevention of signalling overload in PLMNs without Disaster Condition” no conclusion was made yet on the solutions #38 and #40 which impact UAC and require changes to the barring configuration. In the incoming LS [1], CT1 requested RAN2 to provide feedback on the solutions #38 and #40.
B. Evaluation of solution #38
The description of the solution #38 is given in the Annex. It is proposed to introduce a specific barring factor for AI 3 in UAC-BarringInfoSet. That means access barring for AI 3 is handled similarly to but independently from AI 0. Then, to our understanding the proposed solution #38 is feasible to address Key Issue #7, and the impacts to ASN.1 and procedure text in TS 38.331 [3] are low. However, referring to the description of the solution we have following comments:
1. The value range of the AI 3 specific barring factors needs to be clarified, i,e. whether the value range of the existing uac-BarringFactor as specified in ASN.1 (4-bit value) is intended to be reused or not.

2. Referring to the highlighted part in the sentence below we share the view that some of the special AIs (1, 2, 12 to 14) of disaster roaming UEs, if configured, may be valid in the PLMN that provides disaster roaming service as well. The reason is that acc. to TS 22.261 the AIs 1, 2, 12, 13, 14 are valid in visited PLMNs of the home country. Thus, the barring configuration of the special AIs will override the one for AI 3. But then the PLMN that provides disaster roaming service cannot differentiate access attempts of non-disaster roaming UEs and disaster roaming UEs in AS when the existing RRC establishment cause values are used for RRC connection establishment. As result it may not be possible to minimize congestion caused by disaster roaming UEs.
During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
C. Evaluation of solution #40

The description of the solution #40 is given in the Annex. Same as for solution #38 it is proposed to handle access barring for AI 3 similarly to AI 0. The difference of solution #40 is that the existing uac-BarringFactor is used for both AI 0 and AI 3, and an additional AI 3 specific uac-DisasterOffsetToBarringFactor for the existing uac-BarringFactor is introduced. This new offset value (5-bit value in the range from p5 to p95 in steps of 5) indicates to the disaster roaming UEs the offset by which the uac-BarringFactor shall be reduced when evaluating the access barring condition for the applicable AC. A disaster roaming UE computes then a new uac-BarringFactor for AI 3 and the applicable AC acc. to the formula below:
uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))

To our understanding the proposed solution #40 is feasible to address Key Issue #7, and the impacts to ASN.1 and procedure text in TS 38.331 [3] are low. However, compared to the solution #38 there are following minor drawbacks of solution #40:

· An additional step for computing the uac-BarringFactor for AI 3 and the applicable AC needs to be specified. 
· The barring for AI 3 is tied to AI 0 and cannot be set independently. For instance, if access for AI 0 is completely barred (“p00”) then access for AI 3 is completely barred as well. Furthermore, it is not possible to prioritize access for AI 3 over AI 0.
· It is not fully clear whether the proposed granularity of the offset value is needed. However, from ASN.1 point of view the difference between solution #40 and #38 may be marginal at most.
D. Suggested feedback to CT1
Both solutions are feasible to address Key Issue #7, but due to the minor drawbacks of solution #40 we have a preference for solution #38 as it allows independent and flexible barring for AI 3. Furthermore, we think that some of the special AIs (1, 2, 12 to 14) of disaster roaming UEs, if configured, may be valid in the PLMN that provides disaster roaming service as well. Thus, the barring configuration of the special AIs will override the one for AI 3. But then the PLMN that provides disaster roaming service cannot differentiate access attempts of non-disaster roaming UEs and the disaster roaming UEs in AS when the existing RRC establishment cause values are used for RRC connection establishment. As result it may not be possible to minimize congestion caused by disaster roaming UEs.
In view of above, we suggest the following feedback to CT1 on the solutions #38 and #40:

	Both solutions #38 and #40 are feasible to address Key Issue #7 if only Access Identity 3 is valid for disaster inbound roamers, and their impacts to ASN.1 and procedure text in TS 38.331 are low. However, due to minor drawbacks of solution #40, RAN2 prefer solution #38 and suggests CT1 to pursue this solution in the normative work.
Furthermore, RAN2 think that some of the special Access Identities (1, 2, 12 to 14) of disaster inbound roamers, if configured, may be valid in the PLMN that provides disaster roaming service as well. Thus, the barring configuration of the special Access Identities will override the one for Access Identity 3. But then the PLMN that provides disaster roaming service cannot differentiate access attempts of non-disaster inbound roamers and the disaster inbound roamers in AS when the existing RRC establishment cause values are used for RRC connection establishment. As result it may not be possible to minimize congestion caused by disaster inbound roamers.


Proposal 1: RAN2 to discuss and agree on the suggested feedback to CT1 as described above.
3 Conclusion

In this contribution we have discussed the solutions #38 and #40 as described in TR 24.811 [2] and suggested following feedback to CT1:
	Both solutions #38 and #40 are feasible to address Key Issue #7 if only Access Identity 3 is valid for disaster inbound roamers, and their impacts to ASN.1 and procedure text in TS 38.331 are low. However, due to minor drawbacks of solution #40, RAN2 prefer solution #38 and suggests CT1 to pursue this solution in the normative work.

Furthermore, RAN2 think that some of the special Access Identities (1, 2, 12 to 14) of disaster inbound roamers, if configured, may be valid in the PLMN that provides disaster roaming service as well. Thus, the barring configuration of the special Access Identities will override the one for Access Identity 3. But then the PLMN that provides disaster roaming service cannot differentiate access attempts of non-disaster inbound roamers and the disaster inbound roamers in AS when the existing RRC establishment cause values are used for RRC connection establishment. As result it may not be possible to minimize congestion caused by disaster inbound roamers.


Proposal 1: RAN2 to discuss and agree on the suggested feedback to CT1 as described above.
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5 Annex
Reference: TS 22.261 [4]

Table 6.22.2.2-1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3 
	UE for which Disaster Condition applies (note 4)

	4-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, and visited PLMNs of the home country.
Access Identity 1 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.

NOTE 2:
Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN and visited PLMNs of the home country. Access Identity 2 is also valid when the UE is explicitly authorized by the network based on specific configured PLMNs inside and outside the home country.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose, the home country is defined as the country of the MCC part of the IMSI. 

NOTE 4:
The configuration is valid for PLMNs that indicate to potential Disaster Inbound Roamers that the UEs can access the PLMN. See clause 6.31.


Reference: TR 24.811 [2]

6.38
Solution #38: Prevention of signalling overload via barring factor for Access Identity 3

6.38.1
Description

Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.

During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.

NOTE:
The change in the UAC-BarringInfoSet proposed in this solution is subject to RAN2 agreement.

The 5GSM level congestion can be prevented by properly setting the values of the barring factor for Access Identity 3 each of which is associated with an access category. For example, if access attempts of disaster inbound roamers related to DNN X should be reduced, the barring factor for Access Identity 3 associated with an operator-defined access category for DNN X can be adjusted.

6.38.2
Impacts on existing nodes and functionality

UE

-
The UE needs to be able to read information related to Access identity 3 in the barring information including barring factor for Access Identity 3.

-
The UE needs to determine whether an access attempt associated with Access Identity 3 is allowed based on the value of the barring factor for Access Identity 3

NG-RAN

-
The NG-RAN node needs to be able to include information related to Access Identity 3 in the barring information including barring factor for Access Identity 3.
6.40
Solution #40: Enhancements to UAC barring information to prevent congestion in disaster roaming PLMN

This solution addresses the Key Issue #7 "Prevention of signalling overload in PLMNs without Disaster Condition".
6.40.1
Detailed description

It is important for the PLMN providing disaster roaming to avoid degradation of service levels to its own subscribers due to the activities of incoming UEs. For this reason, the network needs a method by which it can set differential access barring levels for own subscribers and disaster roamers.

The usage of new Access Identity 3 allows network to differentiate inbound roamers from own subscribers. But this alone would not be useful to mitigate congestion caused by a sudden inflow of inbound roamers.

A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.

The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.

The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5.

A disaster roaming UE computes the uac-BarringFactor for its access category as

uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))

NOTE:
The addition of a new parameter to UAC Barring information is subject to RAN2 agreement.

6.40.2
Impacts on existing nodes and functionality

Unified access control: definition of a new offset for BarringFactor
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