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Introduction
This contribution is to discuss the UAC scheme for MINT.
[bookmark: _Ref178064866]Discussion
In the LS from C1 in C1-213527, CT1 asked RAN2 to feedback on solution #38 and #40
Among the solutions that CT1 has not excluded to progress during the normative phase, there are two solutions impacting UAC after a disaster inbound roamer selects a PLMN without disaster condition: Solutions #38 and #40. These solutions require changes in the barring configuration in addition to introducing Access Identity 3 (see 3GPP TS 22.261), which are in the remit of RAN2.
[…]
ACTION: 	CT1 kindly request RAN2 provide feedback on Solutions #38 and #40 described in 3GPP TR 24.811.
By checking the content of TR 24.811:
Firstly, for solution #38
Within UAC-BarringInfoSet, an NG-RAN node can include barring factor for Access Identity 3.
During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.
I.e., this solution is to reuse the legacy UAC framework, by taking one additional AI value from the reserved 3-10 ranges.
[bookmark: _Toc77251719]Solution#38 is to reuse the existing UAC framework by taking one additional AI value (3).
Secondly, for solution #40
A new offset value is introduced to the unified access control barring information. A UE which is registered or attempting registration in a PLMN which is on the forbidden PLMN list or on the list of "forbidden tracking areas for roaming", but which is broadcasting "disaster roaming active", shall apply a uac-DisasterOffsetToBarringFactor to the uac-BarringFactor.
The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.
The uac-DisasterOffsetToBarringFactor is defined as a range of s5 till s95 in steps of 5.
A disaster roaming UE computes the uac-BarringFactor for its access category as
uac-BarringFactor = max (p00, (uac-BarringFactor - uac-DisasterOffsetToBarringFactor))
I.e., this solution avoids occupying an additional AI value, but relies on the existing UAC configuration with a new offset value, via a procedure which is slightly different from UAC.
[bookmark: _Toc77251720]Solution#40 is based on a framework which is different from legacy UAC procedure, by using an offset value on top of the existing barring factor.
To reply the LS: Considering the UAC scheme originally comes from SA1 stage-1 design, it is more appropriate to rely on SA1 to answer this question.
[bookmark: _Toc79139736]RAN2 reply the LS by asking for guidance from SA1 on the two solutions.
Otherwise, if SA1 confirmation is not preferred by RAN2 team, although both solutions definitely have stage-3 impact, solution #38 which relies on legacy UAC scheme would be more in line with the existing framework, and would be a more scalable / future-proof solution to handle similar issues.
[bookmark: _Toc79139737]If Proposal 1 is not agreeable, RAN2 reply the LS by selecting solution #38, and ask SA1 to confirm.

Conclusion
In section 2 we made the following observations: 
Observation 1	Solution#38 is to reuse the existing UAC framework by taking one additional AI value (3).
Observation 2	Solution#40 is based on a framework which is different from legacy UAC procedure, by using an offset value on top of the existing barring factor.

Based on the discussion in section 2 we propose the following:
Proposal 1	RAN2 reply the LS by asking for guidance from SA1 on the two solutions.
Proposal 2	If Proposal 1 is not agreeable, RAN2 reply the LS by selecting solution #38, and ask SA1 to confirm.
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