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1. Introduction & Discussion
Currently, the RRCReestablishmentRequest message is sent over SRB0 and RRCReestablishment message is sent over SRB1 with integrity protection only. The RRCSetup message can be used to response the RRCReestablishmentRequest message due to some reasons, e.g. the network cannot find the context or the target network does not support the security algorithms used in the source cell.
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Observation 1： The RRCSetup message is used to response the RRCReestablishmentRequest message because the target network does not support the security algorithms used in the source cell and it results in RRC reestablishment failure.

In initial security activtion procedure, the SecurityModeCommand message including the security algorithms configuration is sent over SRB1 with integrity protection only. The UE use the security algorithms to update the key and verify the integrity protection of the SecurityModeCommand message. Then the SecurityModeComplete message is sent over SRB1 with both integrity and cipher protection. 

However, the RRCReestablishment message is sent over SRB1 with integrity protection only and RRCReestablishmentComplete message is also sent over SRB1 with both integrity and cipher protection. From security point of view, the SMC procedure is same as RRC Reestablishment procedure.
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Observation 2: From security point of view, the SMC procedure is same as RRC Reestablishment procedure, i.e. the SecurityModeCommand message RRCReestablishment message are sent over SRB1 with integrity protection only and SecurityModeComplete message and RRCReestablishmentComplete message are sent over SRB1 with both integrity and cipher protection.
Based on the discussion above, RRC reestablishment procedure and SMC procedure is almost the same from security architecture point of view. So it is possible to configure the new security algorithms in RRCReestablishment message if the target network does not support the security algorithms used in the source cell. If so, it can improve the successful possibility of RRC reestablishment.
Proposal: Update the new security algorithms in RRCReestablishment message.
2. Conclusions:

Based on the discussion o, we propose:
Observation 1： The RRCSetup message is used to response the RRCReestablishmentRequest message because the target network does not support the security algorithms used in the source cell and it results in RRC reestablishment failure.

Observation 2: From security point of view, the SMC procedure is same as RRC Reestablishment procedure, i.e. the SecurityModeCommand message RRCReestablishment message are sent over SRB1 with integrity protection only and SecurityModeComplete message and RRCReestablishmentComplete message are sent over SRB1 with both integrity and cipher protection.
Proposal: Update the new security algorithms in RRCReestablishment message to avoid RRC reestablishment failure.
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