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1	Introduction
Based on the investigation in the SI phase, specification support for GNSS-based positioning integrity will be examined as an objectives of Rel-17 WI [1]:
	RP-210903: Revised WID on NR Positioning Enhancements (RAN Plenary #91e, March 2021)
……
· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
[bookmark: _Hlk67595233]Note: This objective is applicable to NR and E-UTRA.
……



This paper aims to present some of our views on specification enhancement to support GNSS positioning integrity in Rel-17. 
2	Discussions on Signalling
2.1	Assistance Information
In TR 38.857 [2], we have studied the assistance information relevant to the RAT-Independent integrity support. It is possible that integrity support for RAT-dependent modes will be studied in a later phase of the WI. It seems wise to anticipate this phase by taking into account both RAT-Independent (RAT-I) and RAT-Dependent (RAT-D) methods. As a starting point, it is proposed to identify the items which are common to both methods and prioritize the study of those ones. This concerns assistance data categories, feared events in assistance data, and possibly KPI delivery and integrity reporting.
Proposal 1: RAN2 should prioritize the assistance information that are commonly applicable to both RAT-I and RAT-D as part of assistance information.
Another aspect concerns the detailed study of the additions to LPP needed to support integrity in RAT-Independent mode. In [3], some analysis has been conducted to see what existing IE in LPP may already provide some support to certain feared events of GNSS positioning, which could be summarized based on the table below:
	Error Sources
	LPP support
	Comments

	GNSS Ground Segment and GNSS Satellites errors

	-  Faulty satellites and signals
	Yes
	GNSS-RealTimeIntegrity

	-  Incorrect satellite orbit calculation
	Partly. Individual quality indicator is missing
	GNSS-SSR-OrbitCorrections IE

	-  Satellite clock errors
	Partly. Individual quality indicator is missing
	GNSS-SSR-ClockCorrections IE

	-  Satellite Biases
	Yes
	GNSS-SSR-CodeBias and GNSS-SSR-PhaseBias

	Atmospheric effects

	-  Ionosphere and troposphere
	Yes
	GNSS-SSR-STEC-Correction and GNSS-SSR-GriddedCorrection IEs

	Additional errors associated to GNSS receivers

	-  Multipath
	Not needed, not possible
	Specific to each receiver location

	-  Blockage or shadowing
	Not needed, not possible
	Specific to each receiver location

	Intentional threats

	-  Jamming or DoS
	No support
	UE could monitor and report interference

	-  Spoofing and integrity attestation
	Partly
	


Table 1 : LPP gaps analysis from [3]
Based on the analysis, we have the following observations:
· The satellite errors are supported by the existing LPP. Nevertheless, [3] mentions that individual quality indicators can be useful for UE-based integrity checks. These indicators would provide information on the reliability of the correction data, for each satellite, and possibly for each category of correction data. We propose to study in more details about the sufficiency of existing IE in LPP to support GNSS positioning integrity, as well as benefits and impacts of introducing new related additional IEs in LPP.
· Intentional threats such as jamming and spoofing are not fully supported by LPP. The 5GS secures the transmission of the GNSS Navigation Message, which in standalone GNSS solutions are carried by the satellites themselves and are therefore subject to tampering. It remains that there is no support for ranging authentication. Ranging authentications are being tested for the Galileo and GPS systems, but they might not meet all 5G requirements, and may have a negative impact on UE power consumption. Transporting crypto keys via the 5GS could help the UE perform fast authenticated position with minimal power consumption.
· It has to be noted that the list of items of Table 1 may not be exhaustive. Indeed the feared events related to the NE involved in the production, processing and transmission of the assistance information are not listed
Proposal 2: RAN2 should identify the feared events that the existing IEs in LPP cannot support, in order to determine what new IEs for assistance information should be introduced.
2.2	Integrity Results
In TR 38.857, we have identified two modes of positioning integrity result reporting:
	· Mode 1 of Integrity Result Reporting : PL Reporting
	The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the calculated PL is directly reported to where the LCS client resides (Network or UE). Hence, the integrity computing entity does not judge whether the positioning system is still available, it simply provides whatever PL value it has obtained. It is left to the LCS client itself to determine if the positioning system is still available based on the reported PL.
-	Mode 2 of Integrity Result Reporting : Integrity Event Flagging
	The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the integrity computing entity further compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. Thus, the integrity computing entity may only have to report a binary flag (0 and 1) to indicate whether the positioning system is available or not.  Thus, in this case the LCS client can be directly informed about the system availability, without conducting further evaluation by itself.



In Mode 1, depending on whether it is UE-based or UE-assisted integrity, either the UE or the LMF would need to compute the PL, but it does not make any more assessment regarding whether the positioning system is still available, it simply reports the PL results it has derived, and leaves it to LCS client to determine if there is any integrity issue. For Mode 2, on the other hand, it requires the UE or LMF to determine system availability on behalf of the LCS client. We think both of these modes are possible, and the mode could be selected based on the request.
For instance, for UE-based integrity in MT-LR cases, the LMF may first send a request of reporting to the UE via LPP, which indicates the reporting mode that the UE should apply. Upon the reception of this request, the UE derives and reports the integrity result (PL or flagging) accordingly. Thus, from our perspective there are three new signalling that can be introduced in LPP in Rel-17 to support integrity result reporting, namely: integrity result reporting request, PL value (for Reporting Mode 1), and integrity event flagging (For Reporting Mode 2).
Proposal 3: LPP should be enhanced to support positioning integrity result request and delivery, and at least the following new signalling should be specified:
1. Integrity result reporting request (with an indication of reporting mode)
2. Signalling for PL value (for Reporting Mode 1 in TR 38.857)
3. Signalling for integrity event flagging (For Reporting Mode 2 in TR 38.857)

2.3	KPIs
According to TR 38.857, the following integrity KPIs have been identified:
	Target Integrity Risk (TIR): The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA). 
NOTE: The TIR is usually defined as a probability rate per some time unit (e.g., per hour, per second or per independent sample).
Alert Limit (AL): The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, the positioning system should be declared unavailable for the intended application to prevent loss of positioning integrity.
NOTE: When the AL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Alert Limit (HAL) or Vertical Alert Limit (VAL), respectively.
Time-to-Alert (TTA): The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert.
Integrity Availability: The integrity availability is the percentage of time that the PL is below the required AL.




By following the preceding section, it is noted that the entity deriving integrity metric may be requested to report PL, which means this entity should acquire the information that is needed for PL calculation. In TR 38.857, it is stated that PL represents a statistical upper bound that satisfies the following inequality:
Prob per unit of time [((PE> AL) & (PL<=AL)) for longer than TTA] < required TIR
Note that exactly how PL is calculated is an implementation issue, but from specification point of view it seems at least AL, TTA, and TIR should be provided as the integrity requirement, because they are involved in the defined inequality. Thus, it is anticipated this positioning integrity requirement information should be useful for derivation of PL, regardless of what algorithm is applied in implementation.
Proposal 4: LPP should be enhanced to support positioning integrity requirement (a.k.a. KPIs) information including AL, TTA, and TIR for the sake of PL derivation.

The support of positioning integrity in LPP should be materialized by means of new information elements (IEs) in the common LPP RequestLocationInformation and LPP ProvideLocationInformation messages. The reason that positioning integrity should be included in the common messages is because integrity applies in principle to any positioning method, hence including it in the common LPP messages accounts for signalling efficiency.
The IEs associated with Positioning Integrity support are two-fold:
A. IEs for providing to the UE the positioning integrity requirements (i.e. KPIs), which the UE could use to calculate the integrity result. In addition, IEs which indicate to the UE the integrity result reporting mode, namely mode 1 (PL reporting) or mode 2 (integrity event flagging).
B. IEs for delivering the positioning integrity result to the LMF.
IEs of family A as above should be included in LPP RequestLocationInformation message. IEs of family B as above should be included in LPP ProvideLocationInformation message.
Proposal 5: Enhance LPP RequestLocationInformation and LPP ProvideLocationInformation messages with new IEs for Positioning Integrity support.
In the Appendix a concrete text proposal for incorporating Positioning Integrity in LPP is provided.

4	Conclusion
In this paper, we have discussed signalling and procedures for positioning integrity support in Rel-17. The following proposals are drawn:
Proposal 1: RAN2 should prioritize the feared events that are commonly applicable to both RAT-I and RAT-D as part of assistance information.
Proposal 2: RAN2 should identify the feared events that the existing IEs in LPP cannot support, in order to determine what new IEs for assistance information should be introduced.
Proposal 3: LPP should be enhanced to support positioning integrity result request and delivery, and at least the following new signalling should be specified:
1. Integrity result reporting request (with an indication of reporting mode)
2. Signalling for PL value (for Reporting Mode 1 in TR 38.857)
3. Signalling for integrity event flagging (For Reporting Mode 2 in TR 38.857)
Proposal 4: LPP should be enhanced to support positioning integrity requirement (a.k.a. KPIs) information including AL, TTA, and TIR for the sake of PL derivation.
Proposal 5: Enhance LPP RequestLocationInformation and LPP ProvideLocationInformation messages with new IEs for Positioning Integrity support.


Appendix 
Text Proposal for Positioning Integrity Support in LPP
The text proposal for supporting Positioning Integrity in LPP follows [1], marked in highlighted text.
[bookmark: _Toc27765139][bookmark: _Toc37680796][bookmark: _Toc46486366][bookmark: _Toc52546711][bookmark: _Toc52547241][bookmark: _Toc52547771][bookmark: _Toc52548301][bookmark: _Toc67780391]
6.3	Message Body IEs

[bookmark: _Toc27765144][bookmark: _Toc37680801][bookmark: _Toc46486371][bookmark: _Toc52546716][bookmark: _Toc52547246][bookmark: _Toc52547776][bookmark: _Toc52548306][bookmark: _Toc67780396]–	RequestLocationInformation
The RequestLocationInformation message body in a LPP message is used by the location server to request positioning measurements or a position estimate from the target device.
-- ASN1START

RequestLocationInformation ::= SEQUENCE {
	criticalExtensions		CHOICE {
		c1						CHOICE {
			requestLocationInformation-r9	RequestLocationInformation-r9-IEs,
			spare3 NULL, spare2 NULL, spare1 NULL
		},
		criticalExtensionsFuture	SEQUENCE {}
	}
}

RequestLocationInformation-r9-IEs ::= SEQUENCE {
	commonIEsRequestLocationInformation
										CommonIEsRequestLocationInformation	OPTIONAL,	-- Need ON
	a-gnss-RequestLocationInformation	A-GNSS-RequestLocationInformation	OPTIONAL,	-- Need ON
	otdoa-RequestLocationInformation	OTDOA-RequestLocationInformation	OPTIONAL,	-- Need ON
	ecid-RequestLocationInformation		ECID-RequestLocationInformation		OPTIONAL,	-- Need ON
	epdu-RequestLocationInformation		EPDU-Sequence						OPTIONAL,	-- Need ON
	...,
	[[
	sensor-RequestLocationInformation-r13
										Sensor-RequestLocationInformation-r13
																			OPTIONAL,	-- Need ON
	tbs-RequestLocationInformation-r13	TBS-RequestLocationInformation-r13	OPTIONAL,	-- Need ON
	wlan-RequestLocationInformation-r13	WLAN-RequestLocationInformation-r13	OPTIONAL,	-- Need ON
	bt-RequestLocationInformation-r13	BT-RequestLocationInformation-r13	OPTIONAL	-- Need ON
	]],
	[[	nr-ECID-RequestLocationInformation-r16
										NR-ECID-RequestLocationInformation-r16
																			OPTIONAL,	-- Need ON
		nr-Multi-RTT-RequestLocationInformation-r16
										NR-Multi-RTT-RequestLocationInformation-r16
																			OPTIONAL,	-- Need ON
		nr-DL-AoD-RequestLocationInformation-r16
										NR-DL-AoD-RequestLocationInformation-r16
																			OPTIONAL,	-- Need ON
		nr-DL-TDOA-RequestLocationInformation-r16
										NR-DL-TDOA-RequestLocationInformation-r16
																			OPTIONAL	-- Need ON
	]]
}

-- ASN1STOP

	RequestLocationInformation field descriptions

	commonIEsRequestLocationInformation
This field specifies the location information type requested by the location server and optionally other configuration information associated with the requested location information. This field should always be included in this version of the protocol.



[bookmark: _Toc37680836][bookmark: _Toc46486407][bookmark: _Toc52546752][bookmark: _Toc52547282][bookmark: _Toc52547812][bookmark: _Toc52548342][bookmark: _Toc67780432]6.4.2	Common Positioning
[bookmark: _Toc37680841][bookmark: _Toc46486412][bookmark: _Toc52546757][bookmark: _Toc52547287][bookmark: _Toc52547817][bookmark: _Toc52548347][bookmark: _Toc67780437]–	CommonIEsRequestLocationInformation
The CommonIEsRequestLocationInformation carries common IEs for a Request Location Information LPP message Type.
-- ASN1START

CommonIEsRequestLocationInformation ::= SEQUENCE {
	locationInformationType		LocationInformationType,
	triggeredReporting			TriggeredReportingCriteria	OPTIONAL,	-- Cond ECID
	periodicalReporting			PeriodicalReportingCriteria OPTIONAL,	-- Need ON
	additionalInformation		AdditionalInformation		OPTIONAL,	-- Need ON
	qos							QoS							OPTIONAL,	-- Need ON
	environment					Environment					OPTIONAL,	-- Need ON
	locationCoordinateTypes		LocationCoordinateTypes		OPTIONAL,	-- Need ON
	velocityTypes				VelocityTypes				OPTIONAL,	-- Need ON
	...,
	[[
		messageSizeLimitNB-r14	MessageSizeLimitNB-r14		OPTIONAL	-- Need ON
	]],
	[[
		segmentationInfo-r14	SegmentationInfo-r14		OPTIONAL	-- Need ON
	]] ,
    [[
       PositioningIntegrity-r17 ::= ENUMERATED  {
                                 integrityResultReportingMode-r17,	OPTIONAL	-- Need ON
                                 integrityRequirements-17,			OPTIONAL	-- Need ON
                                 ...
       }
    ]]
}

LocationInformationType ::= ENUMERATED {
	locationEstimateRequired,
	locationMeasurementsRequired,
	locationEstimatePreferred,
	locationMeasurementsPreferred,
	...
}

PeriodicalReportingCriteria ::=		SEQUENCE {
	reportingAmount						ENUMERATED {
											ra1, ra2, ra4, ra8, ra16, ra32,
											ra64, ra-Infinity
										} DEFAULT ra-Infinity,
	reportingInterval					ENUMERATED {
											noPeriodicalReporting, ri0-25,
											ri0-5, ri1, ri2, ri4, ri8, ri16, ri32, ri64
										}
}

TriggeredReportingCriteria ::=		SEQUENCE {
	cellChange							BOOLEAN,
	reportingDuration					ReportingDuration,
	...
}

ReportingDuration ::=				INTEGER (0..255)

AdditionalInformation ::= ENUMERATED {
	onlyReturnInformationRequested,
	mayReturnAditionalInformation,
	...
}

QoS ::= SEQUENCE {
	horizontalAccuracy			HorizontalAccuracy		OPTIONAL,	-- Need ON
	verticalCoordinateRequest	BOOLEAN,
	verticalAccuracy			VerticalAccuracy		OPTIONAL,	-- Need ON
	responseTime				ResponseTime			OPTIONAL,	-- Need ON
	velocityRequest				BOOLEAN,				
	...,
	[[	responseTimeNB-r14		ResponseTimeNB-r14		OPTIONAL	-- Need ON
	]],
	[[	horizontalAccuracyExt-r15	HorizontalAccuracyExt-r15		OPTIONAL,	-- Need ON
		verticalAccuracyExt-r15		VerticalAccuracyExt-r15			OPTIONAL	-- Need ON
	]]
}

HorizontalAccuracy ::= SEQUENCE {
	accuracy		INTEGER(0..127),
	confidence		INTEGER(0..100),
	...
}

VerticalAccuracy ::= SEQUENCE {
	accuracy		INTEGER(0..127),
	confidence		INTEGER(0..100),
	...
}

HorizontalAccuracyExt-r15 ::= SEQUENCE {
	accuracyExt-r15		INTEGER(0..255),
	confidence-r15		INTEGER(0..100),
	...
}

VerticalAccuracyExt-r15 ::= SEQUENCE {
	accuracyExt-r15		INTEGER(0..255),
	confidence-r15		INTEGER(0..100),
	...
}

ResponseTime ::= SEQUENCE {
	time								INTEGER (1..128),
	...,	
	[[	responseTimeEarlyFix-r12		INTEGER (1..128)		OPTIONAL		-- Need ON
	]],
	[[	unit-r15				ENUMERATED { ten-seconds, ... }	OPTIONAL		-- Need ON
	]]
}

ResponseTimeNB-r14 ::= SEQUENCE {
	timeNB-r14							INTEGER (1..512),
	responseTimeEarlyFixNB-r14			INTEGER (1..512)		OPTIONAL,		-- Need ON
	...,
	[[	unitNB-r15				ENUMERATED { ten-seconds, ... }	OPTIONAL		-- Need ON
	]]
}

Environment ::= ENUMERATED {
	badArea,
	notBadArea,
	mixedArea,
	...
}

MessageSizeLimitNB-r14 ::= SEQUENCE {
	measurementLimit-r14				INTEGER (1..512)		OPTIONAL,		-- Need ON
	...
}


-- ASN1STOP

	Conditional presence
	Explanation

	ECID
	The field is optionally present, need ON, if E-CID or NR E-CID is requested. Otherwise it is not present.



	CommonIEsRequestLocationInformation field descriptions

	locationInformationType
This IE indicates whether the server requires a location estimate or measurements. For 'locationEstimateRequired', the target device shall return a location estimate if possible, or indicate a location error if not possible. For 'locationMeasurementsRequired', the target device shall return measurements if possible, or indicate a location error if not possible. For 'locationEstimatePreferred', the target device shall return a location estimate if possible, but may also or instead return measurements for any requested position methods for which a location estimate is not possible. For 'locationMeasurementsPreferred', the target device shall return location measurements if possible, but may also or instead return a location estimate for any requested position methods for which return of location measurements is not possible.

	triggeredReporting
This IE indicates that triggered reporting is requested and comprises the following subfields:
-	cellChange: If this field is set to TRUE, the target device provides requested location information each time the primary cell has changed.
-	reportingDuration: Maximum duration of triggered reporting in seconds. A value of zero is interpreted to mean an unlimited (i.e. "infinite") duration. The target device should continue triggered reporting for the reportingDuration or until an LPP Abort or LPP Error message is received.
The triggeredReporting field should not be included by the location server and shall be ignored by the target device if the periodicalReporting IE or responseTime IE or responseTimeNB IE is included in CommonIEsRequestLocationInformation.

	periodicalReporting
This IE indicates that periodic reporting is requested and comprises the following subfields:
-	reportingAmount indicates the number of periodic location information reports requested. Enumerated values correspond to 1, 2, 4, 8, 16, 32, 64, or infinite/indefinite number of reports. If the reportingAmount is 'infinite/indefinite', the target device shou-ld continue periodic reporting until an LPP Abort message is received. The value 'ra1' shall not be used by a sender.
-	reportingInterval indicates the interval between location information reports and the response time requirement for the first location information report. Enumerated values ri0-25, ri0-5, ri1, ri2, ri4, ri8, ri16, ri32, ri64 correspond to reporting intervals of 1, 2, 4, 8, 10, 16, 20, 32, and 64 seconds, respectively. Measurement reports containing no measurements or no location estimate are required when a reportingInterval expires before a target device is able to obtain new measurements or obtain a new location estimate. The value 'noPeriodicalReporting' shall not be used by a sender.

	additionalInformation
This IE indicates whether a target device is allowed to return additional information to that requested. If this IE indicates 'onlyReturnInformationRequested' then the target device shall not return any additional information to that requested by the server. If this IE indicates 'mayReturnAdditionalInformation' then the target device may return additional information to that requested by the server. If a location estimate is returned, any additional information is restricted to that associated with a location estimate (e.g. might include velocity if velocity was not requested but cannot include measurements). If measurements are returned, any additional information is restricted to additional measurements (e.g. might include E-CID measurements if A-GNSS measurements were requested but not E-CID measurements).

	qos
This IE indicates the quality of service and comprises a number of sub-fields. In the case of measurements, some of the sub-fields apply to the location estimate that could be obtained by the server from the measurements provided by the target device assuming that the measurements are the only sources of error. Fields are as follows:
-	horizontalAccuracy indicates the maximum horizontal error in the location estimate at an indicated confidence level. The 'accuracy' corresponds to the encoded uncertainty as defined in TS 23.032 [15] and 'confidence' corresponds to confidence as defined in TS 23.032 [15].
-	verticalCoordinateRequest indicates whether a vertical coordinate is required (TRUE) or not (FALSE)
-	verticalAccuracy indicates the maximum vertical error in the location estimate at an indicated confidence level and is only applicable when a vertical coordinate is requested. The 'accuracy' corresponds to the encoded uncertainty altitude as defined in TS 23.032 [15] and 'confidence' corresponds to confidence as defined in TS 23.032 [15].
-	responseTime
-	time indicates the maximum response time as measured between receipt of the RequestLocationInformation and transmission of a ProvideLocationInformation. If the unit field is absent, this is given as an integer number of seconds between 1 and 128. If the unit field is present, the maximum response time is given in units of 10-seconds, between 10 and 1280 seconds. If the periodicalReporting IE is included in CommonIEsRequestLocationInformation, this field should not be included by the location server and shall be ignored by the target device (if included).
-	responseTimeEarlyFix indicates the maximum response time as measured between receipt of the RequestLocationInformation and transmission of a ProvideLocationInformation containing early location measurements or an early location estimate. If the unit field is absent, this is given as an integer number of seconds between 1 and 128. If the unit field is present, the maximum response time is given in units of 10-seconds, between 10 and 1280 seconds. When this IE is included, a target should send a ProvideLocationInformation (or more than one ProvideLocationInformation if location information will not fit into a single message) containing early location information according to the responseTimeEarlyFix IE and a subsequent ProvideLocationInformation (or more than one ProvideLocationInformation if location information will not fit into a single message) containing final location information according to the time IE. A target shall omit sending a ProvideLocationInformation if the early location information is not available at the expiration of the time value in the responseTimeEarlyFix IE. A server should set the responseTimeEarlyFix IE to a value less than that for the time IE. A target shall ignore the responseTimeEarlyFix IE if its value is not less than that for the time IE.
-	unit indicates the unit of the time and responseTimeEarlyFix fields. Enumerated value 'ten-seconds' corresponds to a resolution of 10 seconds. If this field is absent, the unit/resolution is 1 second.
-	velocityRequest indicates whether velocity (or measurements related to velocity) is requested (TRUE) or not (FALSE).
-	responseTimeNB
If the periodicalReporting IE or responseTime IE is included in CommonIEsRequestLocationInformation, this field should not be included by the location server and shall be ignored by the target device (if included).
-	timeNB indicates the maximum response time as measured between receipt of the RequestLocationInformation and transmission of a ProvideLocationInformation. If the unit field is absent, this is given as an integer number of seconds between 1 and 512. If the unit field is present, the maximum response time is given in units of 10-seconds, between 10 and 5120 seconds.
-	responseTimeEarlyFixNB indicates the maximum response time as measured between receipt of the RequestLocationInformation and transmission of a ProvideLocationInformation containing early location measurements or an early location estimate. If the unit field is absent, this is given as an integer number of seconds between 1 and 512. If the unit field is present, the maximum response time is given in units of 10-seconds, between 10 and 5120 seconds. When this IE is included, a target should send a ProvideLocationInformation (or more than one ProvideLocationInformation if location information will not fit into a single message) containing early location information according to the responseTimeEarlyFixNB IE and a subsequent ProvideLocationInformation (or more than one ProvideLocationInformation if location information will not fit into a single message) containing final location information according to the timeNB IE. A target shall omit sending a ProvideLocationInformation if the early location information is not available at the expiration of the time value in the responseTimeEarlyFixNB IE. A server should set the responseTimeEarlyFixNB IE to a value less than that for the timeNB IE. A target shall ignore the responseTimeEarlyFixNB IE if its value is not less than that for the timeNB IE.
-	unitNB indicates the unit of the timeNB and responseTimeEarlyFixNB fields. Enumerated value 'ten-second' corresponds to a resolution of 10 seconds. If this field is absent, the unit/resolution is 1 second.
- 	horizontalAccuracyExt indicates the maximum horizontal error in the location estimate at an indicated confidence level. The 'accuracyExt' corresponds to the encoded high accuracy uncertainty as defined in TS 23.032 [15] and 'confidence' corresponds to confidence as defined in TS 23.032 [15]. This field should not be included by the location server and shall be ignored by the target device if the horizontalAccuracy field is included in QoS.
- 	verticalAccuracyExt indicates the maximum vertical error in the location estimate at an indicated confidence level and is only applicable when a vertical coordinate is requested. The 'accuracyExt' corresponds to the encoded high accuracy uncertainty as defined in TS 23.032 [15] and 'confidence' corresponds to confidence as defined in TS 23.032 [15]. This field should not be included by the location server and shall be ignored by the target device if the verticalAccuracy field is included in QoS.
All QoS requirements shall be obtained by the target device to the degree possible but it is permitted to return a response that does not fulfill all QoS requirements if some were not attainable. The single exception is time and timeNB which shall always be fulfilled – even if that means not fulfilling other QoS requirements.
A target device supporting NB-IoT access shall support the responseTimeNB IE.
A target device supporting HA GNSS shall support the HorizontalAccuracyExt, VerticalAccuracyEx, and unit fields.
A target device supporting NB-IoT access and HA GNSS shall support the unitNB field.

	environment
This field provides the target device with information about expected multipath and non line of sight (NLOS) in the current area. The following values are defined:
-	badArea:	possibly heavy multipath and NLOS conditions (e.g. bad urban or urban).
-	notBadArea:	no or light multipath and usually LOS conditions (e.g. suburban or rural).
-	mixedArea:	environment that is mixed or not defined.
If this field is absent, a default value of 'mixedArea' applies.

	locationCoordinateTypes
This field provides a list of the types of location estimate that the target device may return when a location estimate is obtained by the target.

	velocityTypes
This fields provides a list of the types of velocity estimate that the target device may return when a velocity estimate is obtained by the target.

	messageSizeLimitNB
This field provides an octet limit on the amount of location information a target device can return.
-	measurementLimit indicates the maximum amount of location information the target device should return in response to the RequestLocationInformation message received from the location server.
The limit applies to the overall size of the LPP message at LPP level (LPP Provide Location Information), and is specified in steps of 100 octets. The message size limit is then given by the value provided in measurementLimit times 100 octets.

	segmentationInfo
This field indicates whether this RequestLocationInformation message is one of many segments, as specified in clause 4.3.5

	PositioningIntegrity
This field provides the Positioning Integrity support to UEs, for supporting integrity-related fucntionalities.
· integrityReportingMode indicates which integrity reporting mode is used by the UE. (TRUE) indicates integrity reporting mode 1, i.e,. reporting of the protection level. (FALSE) indicates integrity reporting mode 2, i.e., binary reporting reporting of the whether an integrity event has been encountered. 
· IntegrityRequirements indicates the positioning integrity requirements (including AL, TIR, TTA) to the UE for integrity support. 



[bookmark: _Toc37680842][bookmark: _Toc46486413][bookmark: _Toc52546758][bookmark: _Toc52547288][bookmark: _Toc52547818][bookmark: _Toc52548348][bookmark: _Toc67780438]–	CommonIEsProvideLocationInformation
The CommonIEsProvideLocationInformation carries common IEs for a Provide Location Information LPP message Type.
-- ASN1START

CommonIEsProvideLocationInformation ::= SEQUENCE {
	locationEstimate			LocationCoordinates		OPTIONAL,
	velocityEstimate			Velocity				OPTIONAL,
	locationError				LocationError			OPTIONAL,
	...,
	[[	earlyFixReport-r12		EarlyFixReport-r12		OPTIONAL
	]],
	[[	locationSource-r13		LocationSource-r13		OPTIONAL,
		locationTimestamp-r13	UTCTime					OPTIONAL
	]],
	[[
		segmentationInfo-r14	SegmentationInfo-r14	OPTIONAL		-- Cond Segmentation
	]] ,
    [[
      integrityResults-r17 ::= ENUMERATED  {
                                 plReporting-r17,				OPTIONAL,
                                 integrityEventFlagging-17,		OPTIONAL,
                                 ...
       }
    ]]

}

LocationCoordinates ::= CHOICE {
	ellipsoidPoint								Ellipsoid-Point,
	ellipsoidPointWithUncertaintyCircle			Ellipsoid-PointWithUncertaintyCircle,
	ellipsoidPointWithUncertaintyEllipse		EllipsoidPointWithUncertaintyEllipse,
	polygon										Polygon,
	ellipsoidPointWithAltitude					EllipsoidPointWithAltitude,
	ellipsoidPointWithAltitudeAndUncertaintyEllipsoid
												EllipsoidPointWithAltitudeAndUncertaintyEllipsoid,
	ellipsoidArc								EllipsoidArc,
	...,
	highAccuracyEllipsoidPointWithUncertaintyEllipse-v1510
								HighAccuracyEllipsoidPointWithUncertaintyEllipse-r15,
	highAccuracyEllipsoidPointWithAltitudeAndUncertaintyEllipsoid-v1510
								HighAccuracyEllipsoidPointWithAltitudeAndUncertaintyEllipsoid-r15
}

Velocity ::= CHOICE {
	horizontalVelocity							HorizontalVelocity,
	horizontalWithVerticalVelocity				HorizontalWithVerticalVelocity,
	horizontalVelocityWithUncertainty			HorizontalVelocityWithUncertainty,
	horizontalWithVerticalVelocityAndUncertainty
												HorizontalWithVerticalVelocityAndUncertainty,
	...
}

LocationError ::= SEQUENCE {
	locationfailurecause			LocationFailureCause,
	...
}

LocationFailureCause ::= ENUMERATED {
	undefined,
	requestedMethodNotSupported,
	positionMethodFailure,
	periodicLocationMeasurementsNotAvailable,
	...
}

EarlyFixReport-r12 ::= ENUMERATED {
	noMoreMessages,
	moreMessagesOnTheWay
}

LocationSource-r13 ::= BIT STRING {	a-gnss				(0),
									wlan				(1),
									bt					(2),
									tbs					(3),
									sensor				(4),
									ha-gnss-v1510		(5),
									motion-sensor-v1550 (6),
									dl-tdoa-r16 		(7),
									dl-aod-r16			(8) } (SIZE(1..16))



-- ASN1STOP

	Conditional presence
	Explanation

	Segmentation
	This field is optionally present, need OP, if lpp-message-segmentation-req has been received from the location server with bit 1 (targetToServer) set to value 1. The field shall be omitted if lpp‑message‑segmentation-req has not been received in this location session, or has been received with bit 1 (targetToServer) set to value 0.



	CommonIEsProvideLocationInformation field descriptions

	locationEstimate
This field provides a location estimate using one of the geographic shapes defined in TS 23.032 [15]. Coding of the values of the various fields internal to each geographic shape follow the rules in TS 23.032 [15]. The conditions for including this field are defined for the locationInformationType field in a Request Location Information message.

	velocityEstimate
This field provides a velocity estimate using one of the velocity shapes defined in TS 23.032 [15]. Coding of the values of the various fields internal to each velocity shape follow the rules in TS 23.032 [15].

	locationError
This field shall be included if and only if a location estimate and measurements are not included in the LPP PDU. The field includes information concerning the reason for the lack of location information. The LocationFailureCause 'periodicLocationMeasurementsNotAvailable' shall be used by the target device if periodic location reporting was requested, but no measurements or location estimate are available when the reportingInterval expired.

	earlyFixReport
This field shall be included if and only if the ProvideLocationInformation message contains early location measurements or an early location estimate. The target device shall set the values of this field as follows:
-	noMoreMessages: This is the only or last ProvideLocationInformation message used to deliver the entire set of early location information.
-	moreMessagesOnTheWay: This is one of multiple ProvideLocationInformation messages used to deliver the entire set of early location information (if early location information will not fit into a single message).
If this field is included, the IE SegmentationInfo shall not be included.

	locationSource
This field provides the source positioning technology for the location estimate.
NOTE 1:	In this version of the specification, the entry 'tbs' is used only for TBS positioning based on MBS signals.
NOTE 2:	The entry 'sensor' is used only for positioning technology that uses barometric pressure sensor. The entry 'motion-sensor' is used for positioning technology that uses sensor(s) to detect displacement and movement, e.g. accelerometers, gyros, magnetometers.

	locationTimestamp
This field provides the UTC time when the location estimate is valid and should take the form of YYMMDDhhmmssZ.

	segmentationInfo
This field indicates whether this ProvideLocationInformation message is one of many segments, as specified in clause 4.3.5

	IntegrityResults
This field indicates the reporting of the integrity result calculated at the UE.
-	plReporting: This field is for PL reporting and shall be included in and only if integrityReportingMode in Request Location Information message is TRUE.
-	integrityEventFlagging: This field is for integrity event flagging and shall be included in and only if integrityReportingMode in Request Location Information message is FALSE.
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