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1. Introduction
Updated WID (RP-210903) indicates the following objective regarding positioning integrity:
· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
[bookmark: _Hlk67595233]Note: This objective is applicable to NR and E-UTRA.

In this paper, we discuss the support of the positioning integrity for A-GNSS.

2. Baseline of integrity result signaling 
Even though there is still unclear points on the exact concept on this positioning integrity, we think that TIR, AL, TTA, PL is the main parameters to be considered for positioning integrity, and GNSS related feared events which could be carried in assistance information are also important. 
2.1 feared events on GNSS and UE side
There are possible feared events identified in study phase for the GNSS feared events as below:
· GNSS feared events such as satellite feared events, atmospheric feared events and local Environment feared events
· UE feared events such as GNSS receiver measurement error
At least those above are considered as the baseline for the GNSS positioning method integrity justification. 

Proposal 1. Consider the following feared events as the basis for the GNSS positioning method integrity justification :
· GNSS feared events such as satellite feared events, atmospheric feared events and local Environment feared events
· UE feared events such as GNSS receiver measurement error

2.2 feared events in positioning data transmission
At least, RRC has its own data integrity mechanism such as integrity protection and ciphering. Therefore, lower than LPP layer doesn’t have the issue to be handled in the positioning integrity protection. For LPP, it also has the error handling procedure in 37.355 where any error is identified at the receiver side, it will discard and return the error message to the sender. Therefore, it is unclear to consider the feared events in positioning data transmission for GNSS positioning integrity justification. 

Proposal 2. RAN2 discuss if feared events in positioning data transmission is necessary for GNSS positioning integrity justification or not. 

2.3 procedural consideration for positioning integrity parameters and its reporting

In computing entity, PL needs to be calculated based on other remaining three parameters KPIs (e.g., TIR, AL, TTA), and the history of measurement and its error in real time. Since PL is used for determining system availability, this value needs to be reported from computing entity to the positioning integrity decision (controlling) entity e.g., LCS entity.

Based on the endorsed TR 38.857, there are possible integrity modes and its signaling considerations as below:
Table 9.4.1.1.1: Summary of network-assisted (UE-Based) and UE-assisted (LMF-Based) positioning integrity mode considerations. 
NOTE: The table provides a summary of considerations and the final details and specification impacts are FFS in the WI.
*NOTE: Examples of KPIs are the TIR, AL, TTA. Examples of Integrity results are the PL and Integrity Availability.
**NOTE: From LMF to UE does not mean the integrity assistance information is generated by the LMF.

	Positioning Integrity Mode
	Location service type
	Source of KPIs* 
	Source of Integrity results*
	 Positioning Integrity assistance information** 
	Specification impact 

	Network assisted (UE-based): Positioning integrity result is derived by the UE

	MO-LR
	UE internal implementation
	UE internal implementation 
	From LMF to UE: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
	Procedure to transfer Integrity assistance information from LMF to UE
(case A)

	
	MT-LR
	From LMF 

	From UE
	From LMF to UE: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
	Procedure to transfer Integrity assistance information and KPIs from LMF to UE
Procedure to transfer Integrity results from UE to LMF 
(case B)

	UE assisted (LMF-based): Positioning integrity result is derived by the LMF
	MO-LR
	From UE
	From LMF
	From GNSS corrections provider (external source) to LMF: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
From UE to LMF:
- UE feared events
- GNSS feared events
	Procedure to transfer Integrity assistance information and KPIs from UE to LMF
Procedure to transfer Integrity results from LMF to UE 
(case C)

	
	MT-LR
	LMF implementation

	LMF internal implementation
	From GNSS corrections provider (external source) to LMF: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
From UE to LMF:
- UE feared events
- GNSS feared events
	Procedure to transfer Integrity assistance information from UE to LMF 
(case D)


In case B and C there should be the signaling to transfer integrity result from computing entity to LCS entity. Since measurement from GNSS signal and any feared event occurrence is time-varying, PL calculating entity calculates in real time, and report this in real time, if possible, to the integrity decision entity. There is consideration point to design the corresponding signaling above. Since PL computation can be done based on the given KPI related values and feared event information from KPI source, providing the positioning integrity assistance information and returning its resulting PL or system availability would be paired, as described in above table.

Observation 1. Given KPI parameters and GNSS feared event information, PL and/or system availability information needs to be reported to the LCS entity (or positioning integrity decision entity).

Based on the real time requirement on PL and system availability, there must be continuous and frequent transfer of the computing result according to the time duration for one PL result computed. However it is hard to guarantee all the required characteristics on contiguous/frequent/fast transaction of the positioning integrity result reporting because the physical radio resource is definitely limited to be used. Therefore, the signaling design needs to consider reducing reporting frequency for radio resource saving by conditional or adjustable interval reporting.

Observation 2. There should be an optimal point in frequent reporting of positioning integrity result and radio resource budget available. 

Therefore, we would like to suggest to consider those aspects to design the signaling for providing assistance information for positioning integrity and its result reporting.

Proposal 3: RAN2 agree to design the signaling for positioning integrity assistance data providing and the positioning integrity result reporting on the given KPI and feared event information by considering result reporting on some condition or with adjustable interval. 

3. Conclusion 
In this contribution, we discussed on the signaling design direction for providing positioning integrity assistance data and its result reporting. As a result, we have the following conclusion:
Proposal 1. Consider the following feared events as the basis for the GNSS positioning method integrity justification :
· GNSS feared events such as satellite feared events, atmospheric feared events and local Environment feared events
· UE feared events such as GNSS receiver measurement error
Proposal 2. RAN2 discuss if feared events in positioning data transmission is necessary for GNSS positioning integrity justification or not. 
[bookmark: _GoBack]Proposal 3: RAN2 agree to design the signaling for positioning integrity assistance data providing and the positioning integrity result reporting on the given KPI and feared event information by considering result reporting on some condition or with adjustable interval. 

