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Introduction
In RAN2#112-e meeting, following was agreed:
	· R2 aim to support lossless handover for MBS-MBS mobility for service that requires this (TBD which detailed scenario but at least PTP-PTP)
· In order to support the lossless handover for 5G MBS services, at least DL PDCP SN synchronization and continuity between the source cell and the target cell should be guaranteed by the network side to realize. The design of specific approach to realize this can be involved with WG RAN3.
· From network side, the source gNB may forward the data to the target gNB and the target gNB will deliver the forwarding data. Meanwhile, the SN STATUS TRANSFER should be extended to cover the PDCP SN for MBS data; Then (TBD after or in parallel) the UE receives the MBS in the target cell by the target cell according to target configuration.
· From UE side, PDCP status report may be supported as well. 



In this contribution, we discuss the support of service continuity in mobility scenarios. The discussion is based on the unified MBS L2 architecture [1], but could be applicable to other UP options. 
Discussion
[bookmark: _Hlk47632805]In companion contribution [1], a unified MBS L2 architecture is proposed for PTP and PTM, with UE side architecture shown in Figure 1. In this architecture, there is a single PDCP entity and a single RLC entity. 


[bookmark: _Ref53991735]Figure 1: MBS L2 Architecture (UE side)

Service continuity for intra-CU handover
In this scenario, UE is moved from one cell to another cell, with both cells controlled by the same CU. It is assumed that there is common PDCP, and protocol stack is shown in Figure 2 below from network perspective. 

[bookmark: Fig_intra_CU]Figure 2: Protocol stack for intra-CU handover (network perspective)

RLC entities at DU1 and DU2 can have different SNs for the same packet even if there is no packet loss in F1 interface. The reason is that different DUs might start transmitting MBS services in different times. But RLC SN always start from 0 when the bearer is established. Therefore during intra-CU handover, RLC entity should be re-established at UE side due to the potential mismatch of RLC SNs in different DUs. After RLC is re-established, since RLC SN at UE receiver side may not start from 0, receiver side RLC state variables need to be initialized considering this case. Taking RLC UM as an example, RX_Next_Reassembly and RX_Next_Highest can be initially set to the SN of the first received UMD PDU. 
During handover, UE may miss some packets during switching protocol stacks. Like unicast, UE can be configured by RRC signaling whether to provide PDCP status report after switched to the target cell, so that missing packets can be transmitted from network using PTP delivery. 
An example is shown in Figure 3 below. Before handover, UE correctly receives PDCP SN 100 and 102 while fails to receive PDCP SN 101. After handover to target cell, UE sends PDCP status report to target cell. Target cell has already delivered PDCP SN 103 in PTM before receiving the status report. Therefore target cell retransmits PDCP SN 101 and 103 to UE via PTP. UE starts to receive PTM from PDCP SN 104. Note that in the example, for the same PDCP PDU (i.e. with same PDCP SN), RLC SN is different in source and target cell due to the reason discussed above.

[bookmark: Fig_SN]Figure 3: Example of PDCP retransmission during mobility
[bookmark: Proposal_Status]Proposal 1: During handover, retransmission can be carried by PTP delivery based on PDCP status report.
Service continuity for inter-CU handover
In this scenario, UE is moved from one cell to another cell, with source and target cells controlled by different CUs. 
The handling of RLC state variable, PDCP status report (assuming PDCP SN synchronization across cells) and PDCP retransmission are the same as intra-CU handover scenario discussed above. Whether to perform PDCP re-establishment mainly depends on details on AS security (e.g. whether AS security is supported) and ROHC (e.g. whether ROHC context can be continued). 
In summary, during handover (considering both intra-CU and inter-CU mobility), both RLC entity and PDCP entity might be re-established. For legacy SRB and DRB, both RLC re-establishment and PDCP re-establishment can be configured via RRC signalling (reestablishRLC and reestablishPDCP). It is proposed that similar approach is applicable for MBS delivery mode 1.
[bookmark: Proposal_Reestab]Proposal 2: For MBS delivery mode 1, whether to perform RLC re-establishment and PDCP re-establishment for MBS bearer can be configured by RRC signaling.
PDCP state variable initialization
During handover from MBS-non-supporting gNB to MBS-supporting gNB, or join an ongoing multicast session, PDCP state variable initialization at UE receiver side should be considered. PDCP COUNT (32 bit) consists of PDCP SN (12 or 18 bit) transmitted in PDCP header, as well as HFN which is incremented once PDCP SN wraps around. Receiver side PDCP state variables (RX_NEXT, RX_DELIV, RX_REORD) are 32 bit COUNT, and full PDCP COUNT for each PDCP PDU is derived based on received PDCP SN as well as PDCP receive window based on state variable RX_DELIV. 
In unicast, alignment of PDCP COUNT between UE and gNB is needed for security functions of deciphering and integrity protection since PDCP COUNT is the input to ciphering/deciphering and integrity protection. 
For NR sidelink broadcast and groupcast, the initial value of the SN part of RX_NEXT is (x +1) modulo (2[sl-PDCP-SN-Size]), where x is the SN of the first received PDCP Data PDU. It is up to UE implementation to select HFN for RX_NEXT as such that initial value of RX_DELIV should be a positive value. The initial value of the SN part of RX_DELIV is (x – 0.5 × 2[sl-PDCP-SN-Size–1]) modulo (2[sl-PDCP-SN-Size]), where x is the SN of the first received PDCP Data PDU. AS security is not used for sidelink broadcast or groupcast, therefore it is up to UE implementation to select HFN.
Regarding security function support for MBS, as indicated in LS R2-2102670 [2], SA3 is still working on the security aspects of MBS and hopefully, the study will be finalized no later than SA3#104 meeting in August. If security is not supported for MBS, then similar approach as for sidelink broadcast and groupcast can be adopted for NR MBS regarding PDCP state variable handling.
[bookmark: Proposal_PDCP_state]Proposal 3: For PDCP state variable initialization, RAN2 waits for SA3’s decision regarding whether to support AS security for MBS.
Conclusion
In this contribution, we discuss the support of service continuity in mobility scenarios, The discussion is based on the unified MBS L2 architecture [1], but could be applicable to other UP options. We propose the following:
Proposal 1: During handover, retransmission can be carried by PTP delivery based on PDCP status report.
Proposal 2: For MBS delivery mode 1, whether to perform RLC re-establishment and PDCP re-establishment for MBS bearer can be configured by RRC signaling.
Proposal 3: For PDCP state variable initialization, RAN2 waits for SA3’s decision regarding whether to support AS security for MBS.
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